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Dr. Albert Wang, Chairperson 
 
 
 
 

The fifth generation of wireless network technology is known as 5G. After 1G, 2G, 

3G, and 4G, 5G is the next step in the wireless development. Compared with 4G Long 

Term Evolution (LTE), higher amounts of data can be transmitted more efficiently with 

5G. This translates into superior speed data for dense areas, network access everywhere 

and low latency/high mobility connection, which can provide support for future user cases 

such as internet of things (IoTs), automotive, real-time remote surgery or cloud gaming. 

From these user cases, we can define the requirements of 5G: higher data rate, lower 

latency and better coverage. To achieve these requirements, there are several practical 

things we can do and actually, all research groups and companies are moving towards those 

directions, like macro base-station, beamforming, massive multiple input multiple output 

(MIMO) and millimeter-wave (mm-wave) band communication. These technologies will 

rely on more complex multi-band, multi-frequency front end module (FEM). The number 
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of both antenna and FEM will increase for 5G. So as a bridge from chip to outside antenna, 

the antenna switch modules (ASM) performance will be more and more critical. Their 

performance must satisfy not only the criteria of insertion loss and isolation, but also the 

needs of 5G applications, which include faster data speeds, higher power and enhanced 

reliability.  

In this dissertation, ESD protected 28GHz, 38GHz and 60GHz wide-band travelling 

wave switches are presented in Chapter 3, which achieves comparable performance with 

state-of-art design and is the first travelling wave switch on SOI with co-design ESD 

protection. To reach a higher data rate with available frequency bands, millimeter wave 

(mm-wave) switches (38GHz/60GHz) has been demonstrated with the consideration of 

reliability issue of electrostatic discharge (ESD) which will introduce severe parasitic 

effects under this frequency level and degrade the performance of RFICs. The insertion 

loss and isolation together with ESD protection capability have been compared which 

shows the importance of ESD-RFIC co-design.  

On the other hand, it is reported recently that conventional pad-based charged-device-

model (CDM) ESD protection method may be theoretically wrong. Chapter 4 analyzes the 

failure of classic pad-based ESD protection methods in CDM ESD protection and discusses 

a disruptively new non-pad-based internally distributed CDM ESD protection concept, 

which is demonstrated in an oscillator IC designed and fabricated in a 45nm SOI CMOS 

process. Design of novel interposer and through-silicon-via (TSV) based internal-

distributed CDM ESD protection mesh networks are also presented. 
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For first-silicon success and time-to-market, successful simulation before silicon is 

critical, especially for high-cost advanced technologies. The same is true for ESD 

protection. Chapter 5 introduces a new mixed-mode TCAD ESD simulation flow using 

combined HBM-TLP stimuli, or CDM-VFTLP stimuli, to enable ESD protection design 

prediction and verification. It provides a thorough analysis of various TCAD ESD 

simulation scenarios using both real-world HBM and CDM ESD waveforms, and their 

corresponding TLP and VFTLP square waveforms, in both single-pulse and pulse train 

manners, as stimuli.  

However, for large size MOSFET RF switch (width > 1mm), they are usually used as 

ESD self-protection device, which means no external ESD device will be added. In Chapter 

6, we discussed the implementation of a novel ESD shell model which enables the ESD 

self-protection simulation for RF switches for cell phone FEMs. As verified in 

hardware, >98% accuracy using simulation results can be achieved. Moreover, the ESD 

shell model can be easily placed in parallel to the FET base model in the schematic which 

is a simple and cost-effective solution to enable predictive ESD simulations of FEM switch 

devices.  
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Chapter 1 Introduction to 5G 

1.1 Past, Present and Future  

Wireless communication aims to deliver high-quality, dependable communication, 

and each new generation marks a significant jump in that direction as shown in Figure 1-

1. The first generation (1G) of cell phone technology started in the late 70’s. 1G used analog 

signal to transfer information, which only support voice call for a limited number of users 

simultaneously. The data transmission was at 150MHz and it had a maximum data speed 

of 2.4 Kbps, which sounds funny nowadays. Due the analog signal, phones' battery life was 

low, the voice quality was poor with no security, and lost calls were common. 

Second-generation (2G) systems, as opposed to first-generation (1G) systems, employ 

digital multiple access technologies such as TDMA (time division multiple access) and 

 
Figure 1-1 Comparison between different generations of communication technology from 1G to 4G 
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CDMA (code division multiple access) at 900MHz. To accommodate multiple users at the 

same time, the Global System for Mobile Communications, or GSM, employs TDMA 

technology. Worldwide, 2G networks are now still in use. Voice and limited data 

communications, such as fax and short messaging service (SMS), are supported by 2G, and 

most 2G networks offer various levels of encryption and security. With General Packet 

Radio Service (GPRS), the maximum speed is 50 Kbps, or 1 Mbps with Enhanced Data 

Rates for GSM Evolution (EDGE). 

The third-generation (3G) mobile systems introduced web browsing, email, video call, 

picture sharing and other smartphone technology. The provision of seamless streaming 

services was the technological challenges addressed by third-generation (3G) mobile 

systems. The main network architecture of the 3G standard is UMTS, which stands for 

Universal Mobile Telecommunications System. This network combined features of the 2G 

network with new technology and protocols to provide much higher data rates. Advanced 

multiple access techniques were also being invented. Wideband Code Division Multiple 

Access (WCDMA) and CDMA Evolution Data Optimized (EVDO) provide data rates of 

up to 2 Mbit/s indoors, while WCDMA evolved to high-Speed Packet Access (HSPA) in 

the mid-2000s, allowing data rates of up to 14Mbps. 

Currently, the most widely utilized technology is 4G Long-Term Evolution (LTE), 

which boosts capacity and internet speed by combining new radio interfaces with core 

network upgrades. Frequency division duplex (FDD) and time division duplex (TDD) have 

been employed in mobile communication in over 40 bands (TDD). When the device is 

moving, the maximum speed of a 4G network is 100 Mbps or 1 Gbps. For low mobility 
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communication, such as when stationary or strolling, latency is decreased from roughly 

300ms to less than 100ms, and congestion is greatly reduced. It can provide applications 

include amended mobile web access, IP telephony, gaming services, mobile Web, video 

conferencing, 3D television, and cloud computing. The key technologies that have made 

this possible are MIMO (Multiple Input Multiple Output) and OFDM (Orthogonal 

Frequency Division Multiplexing).  

The fifth generation of mobile networks, or 5G, is the most recent cellular generation. 

It is enabled by a technology called New Radio (NR) which is based on OFDMA. 5G 

differs from previous generations of mobile networks in that it can accommodate a wide 

range of use cases because to its inherent flexibility. 5G is extremely fast and can 

accommodate a huge number of devices, allowing many sectors to digitize. It also has the 

ability to work in a variety of frequency ranges, including both high and low frequencies. 

The higher frequency bands have limited coverage but extremely low latency (less than 1 

millisecond), making them ideal for real-time services. Lower frequency bands, inherently, 

have higher latency but much better coverage. As a result, lower frequency bands can help 

 

 
Figure 1-2 5G spectrum driving towards the future. 
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with broad coverage of 5G in more areas (sub 6 GHz). Higher frequency bands (millimeter 

-wave), on the other hand, offer reduced latency and are thus perfect for real-time 

applications such as self-driving vehicles, manufacturing, virtual reality (VR), and IoT 

(Internet of Things) services. 

Figure 1-2 shows the key spectrum driving toward 5G. The 28GHz, 38GHz and 60 

GHz frequency bands will be the first commercial mm-wave 5G bands  

 

1.2 RF Front-End Module 

From these user cases discussed above, we can define the requirements of 5G: higher 

data rate, lower latency and better coverage. To achieve these requirements, there are 

several practical things we can do and actually, all research groups and companies are 

moving towards those directions, like macro base-station, beamforming, massive multiple 

input multiple output (MIMO) and millimeter-wave (mm-wave) band communication. 

These technologies will rely on more complex multi-band, multi-frequency front-end 

module (FEM).  

 
Figure 1-3 5G MIMO Front-end-module block diagram [1] 
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A front-end module is a generic word for all the circuitry between the antenna and the 

baseband processor in all RF signal transceivers, including Wi-Fi, Bluetooth, cellular, and 

GPS. It includes all components in the receiver that process the signal at the original 

modulated RF signal till demodulator, as well as all components in the transmitter that 

process the modulated intermediate frequency (IF) to antenna. The RF front-end module, 

which comprises the essential components such as switch, filter, low noise amplifier (LNA), 

power amplifier (PA), mixer, and so on, is shown in Figure 1-3. The MIMO application's 

multi-antenna front end necessitated the integration of multiple RFFE modules on a single 

chip. This example of 5G beamforming module gives good concepts of 5G front end. We 

will have small antenna array for MIMO purpose working at mm-wave frequency. Each 

antenna requires at least one LNA and one PA for receiving and transmitting. And we will 

have multiple modules for different purpose. As a result, we can imagine that there will be 

massive RF blocks working at higher frequency in the future. 

 

1.3 RF Switches 

As mentioned in the previous section, the number of both antenna and FEM will 

increase for 5G, as shown in Figure 1-3. So as a bridge from chip to outside antenna, the 

antenna switch modules (ASM) performance will be more and more critical. Their 
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performance must meet not just insertion loss and isolation requirements, but also the 

requirements of 5G applications, which include faster data throughput, more power, and 

increased reliability. 

An RF switch, as we all know, is a device that allows high-frequency signals to be 

routed across a transmission line. It's a crucial block in all RFFEs for the usage of antenna 

switches, which alter the signal path from antenna to various transceivers, band switches, 

which change the signal from one band to another, and transmitter/receiver (T/Rx) switches, 

which change the signal direction.  

Furthermore, on July 14, 2016, the Federal Communications Commission (FCC) 

cleared the spectrum for 5G, which included the 28GHz, 38GHz, and 60GHz bands shown 

in Figure 1-4 [2]–[4]. Larger bandwidth allocations are possible with mm-wave carrier 

frequencies, which translates to faster data transmission rates. Mm-wave spectrum would 

allow service providers to dramatically increase channel capacity beyond the 20MHz 

channels now utilized by 4G consumers. The data capacity of mobile radio channels is 

 
Figure 1-4  Approved mm-wave bands for 5G research. 
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substantially improved by expanding the RF channel bandwidth, while the latency of 

digital traffic is greatly reduced, thereby enabling much more data.  

Achieving 5G criteria for mm-wave RF switch would be difficult. It will be crucial to 

figure out how to cope with sensitive capacitance and inductance at high frequencies. 

Furthermore, high frequency mm-wave bands are posing a challenge to switch structure 

architecture and performance. In the mm-wave spectrum, a normal series-shunt switch can 

only handle frequencies lower than 10GHz, with inadequate insertion loss, return loss, and 

isolation. The question of how to achieve the same performance as the 4G standard in mm-

wave frequency bands is currently being researched. 
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Chapter 2 Introduction to ESD Protection 

2.1 ESD On-Chip Protection  

Electrostatics, often known as static electricity, is a daily phenomenon as old as human 

history. Greeks discovered static electricity about 600 BC by rubbing amber with a piece 

of fur and observing the attraction of lightweight items to the amber, as shown in Figure 2-

1. Although it is possible that this was not the first observation of static electricity 

production, it is thought to be the earliest reported experiment. ESD failure occurs when 

electrostatic charges are transferred between two objects, and the accompanying quick and 

massive ESD transients can destroy electronic devices.  

The severe ESD damage problem, on the other hand, was not regarded seriously until 

microelectronics technologies began to play a part in our daily lives.  In the 1970s, the 

number of electronic component and system failures due to ESD incidents increased 

virtually dramatically in the electronics industry. The nature of ESD failure falls into two 

categories: (1) High power/current which cause thermal damages and (2) High electrical 

field that induces rupture to dielectric layer. For typical fabrication process, some 

 
Figure 2-1  Common and natural ESD phenomena in daily life 
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electronic devices can be damaged by an ESD transient of as low as 10 volts. Unfortunately, 

as IC technologies continue to advance into sub-32nm nodes and chip complexity 

continues to increase, IC become increasingly vulnerable to ESD damages due to thinner 

metal connections and dielectric layers. It is reported that up to 35% of total IC field are 

ESD induced, with estimated annual costs running to several billion dollars as shown in 

Figure 2-2. 

Understanding of ESD basics has advanced dramatically during the last three decades. 

As a result, a broad range of methods have been presented in reality to safeguard electronic 

 
Figure 2-2  Industrial failure analysis reports substantial IC failure rate 

 

Figure 2-3 ESD symbol used in lab. 
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elements and systems from ESD hits at various levels. At the top level, there should be a 

systematic ESD control program in manufacturing, transportation and application fields to 

prevent accumulation of electrostatic charge and provide a safe way for discharging.  

Common practices include well-grounded static protective work areas and platforms; ESD 

protective floor, shoes, clothing and wrist straps; yelling or use of ESD symbols in work 

places as shown in Figure 2-3. However, for IC Designers, our goal is using our talent to 

design on-chip ESD protection structures. The ideal way is to protect IC parts at chip level 

by designing and integrating ESD protection sub-circuits on chips. Today, ESD diodes, 

BJT (bipolar junction transistor), NMOS transistor, SCR (silicon-controlled rectifier), etc., 

are widely used for ESD protection.  

The fundamental requirements for on-chip ESD protections are (1) low impedance 

discharging channel to dissipate transient current and (2) preventing high voltage pulse that 

might causes rupture. In order to meet these requirements, ESD device design has to fit in 

 
Figure 2-4  Illustration of ESD design window. 
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ESD design window as shown in Figure 2-4. An ESD Design Window is determined by 

the breakdown voltage (BV) and power supply voltage (VDD) of the core circuit under 

protection with a sufficient safe margin.  

ESD protection necessitates the precise design of ESD-critical parameters, which 

includes the ESD triggering voltage (Vt1), the ESD holding voltage (Vh), the ESD 

discharging resistance (RON), and the ESD failure voltage and current (Vt2, It2). The 

triggering voltage must be lower than the BV of the core IC (Vt1 < BV) to prevent any ESD 

damage; meanwhile, to avoid latch-up effect, the holding voltage must be greater than the 

supply voltage (i.e., Vh>VDD).  

On-chip ESD designs are facing several challenges: interaction between core circuits 

and ESD devices, parasitic effects, lack of accurate high-current ESD device models and 

CAD tools, time-consuming, non-portability and product-specific. What’s worse, the BV 

of IC devices falls considerably when IC technology scales down, but supply voltage drops 

relatively modestly, which results in a narrower ESD design window for designers. Hence, 

it’s imperative for IC designers to acquire adequate knowledge on ESD protection design 

and to maintain on the front page of the new development in the field. 

 

2.2 ESD Test Models 

ESD phenomena have different root causes; accordingly, different ESD protection 

solutions and ESD protection design characterization methods were developed.  

Commonly used ESD testing models include human body model (HBM), machine model 

(MM), charged device model (CDM) and transmission line pulse (TLP) model. Therefore, 
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various industrial ESD testing standards were developed that have been constantly revised 

to address the emerging issues of ESD protection for advanced IC technologies [5]. For 

example, HBM model was initially developed as a military standard [6], which, though, 

still serving as the foundation model, has been constantly revised over years, leading to 

several different industrial HBM standards for varying reasons [7]. On the other hand, as 

IC technologies continue to advance into sub-32nm nodes and chip complexity continues 

to increase, CDM ESD model is becoming a major ESD failure challenge [8]. 

2.2.1 Human Body Model (HBM)  

It is important to first understand the HBM ESD test model, which has been widely 

used in the field, largely due to its “reliability” in terms of testing repeatability and 

 
Figure 2-5 HBM ESD waveform [6]. 

 

 
Figure 2-6 An equivalent circuit model for a standard HBM ESD tester 
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reproducibility. Figure 2-5 depicts the original HBM ESD waveform defined in the MIL-

STD-883E Standard [6], upon which many later-day industrial HBM ESD test models were 

developed, such as the newest ANSI/ESDA/JEDEC JS-001-2017 [7]. The key parameters 

for this HBM ESD waveform include the pulse rising time of tr (<10ns) and decay time of 

td (150ns ± 20ns). Figure 2-6 illustrates the equivalent circuit model for the HBM ESD 

model where a human body accumulates static charges by a charging procedure and ESD 

discharging occurs when a hand touches an IC part, called a device under test (DUT). 

Consequently, an HBM ESD transient will zap the IC part, resulting in thermal failure 

and/or dielectric breakdown to the IC. Due to the fact that the HBM ESD phenomenon is 

well understood and the HBM ESD waveforms are relatively slow, HBM ESD protection 

designs have been fairly successful today in the industry.   

2.2.2 Machine Model (MM)  

Machine model, on the other hand, represents a charged machine/tool discharging 

through the DUTs. This event is faster and has a higher current level than HBM. The 

waveform is also significantly different; the MM waveform is a bi-directional damped 

oscillation. The test procedure for MM is similar to HBM, but the MM is represented by a 

capacitor in series with an inductor. 

2.2.3 Charged Device Model (CDM) 

CDM ESD phenomenon is entirely different from HBM and MM models. As 

illustrated in Figure 2-7, CDM ESD model features a self-charging/discharging procedure 

that models a real-world ESD phenomenon where an IC (or broadly, an electronic 

component) is charged by various possible procedures, triboelectrically or by electrostatic 
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field induction, during its life time and accumulates substantial electrostatic charges inside. 

If the IC is then grounded, the charges stored inside will discharge into the ground. The 

resulting CDM ESD transient flowing from inside of the IC to the ground may cause 

thermal or dielectric failures to the IC. Compared to HBM ESD model, the CDM ESD 

pulse is very short (full width at half maximum, or, FWHM = 250~600ps) and rises 

extremely fast (tr <250ps), as depicted in Figure 2-8 [9]. For example, the newest CDM 

ESD standard (ANSI/ESDA/JEDEC JS-002-2014) describes the device level CDM ESD 

testing procedures, where the DUT is charged through electrostatic field induction, and the 

static charges generated and stored inside the DUT will be discharged into the ground when 

 
Figure 2-7 Occasions when CDM ESD happens. 

 

 
Figure 2-8 A classic CDM ESD discharging waveform [9]. 
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the pogo pin moves close to and/or touches the DUT later. The CDM ESD tester models 

the real-world CDM ESD charging and discharging procedures. As the DUT, an IC can be 

a bare die or a packaged device. The Ground may be a printed circuit board (PCB) on which 

the IC is mounted. 

2.2.4 Transmission Line Pulse (TLP) 

TLP ESD testing is an alternative to the fail-or-pass HBM zapping method [10]. In a 

TLP tester, a transmission line is pre-charged and then discharges into DUT. A TLP tester 

produces a well-defined square waveform with tr and td similar to an HBM ESD waveform 

as in Figure 2-9. To make the TLP pulses and HBM waveforms equivalent in terms of the 

transient ESD behaviours and energy involved, a TLP tester typically sets tr~10ns and 

td~100ns. TLP testing is generally non-destructive. During TLP testing, a series of square 

waves (pulse train) is produced to stress the DUT with the pulse height starting very low 

and increasing gradually. After each TLP pulse, the Ileak of DUT will be monitored. When 

an TLP pulse reaches to certain high level, ESD failure will occur, which typically 

 
Figure 2-9 Typical TLP waveform 
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corresponds to an abrupt increase in the DUT leakage. Figure 2-10 depicts conceptually 

the whole TLP stressing flow. After each TLP pulse stress, the oscilloscope captures the 

voltage and current of DUT, hence producing a transient ESD discharging I-V curve for 

the DUT under ESD stressing. Correspondingly, very fast TLP (VFTLP) is used to study 

devices under CDM circumstances. To assess CDM performance, the pulse width utilized 

in a VFTLP testing is generally between 1ns and 3ns, with rise and fall periods on the order 

of 100ps - 500ps.  

 

2.3 ESD Protection Strategies and Devices 

To address the ESD discharge risk, each pad on an IC die must be protected by ESD 

protection structures as illustrated in Figure 2-11, where a possible discharging path from 

zapped I/O pin to the ground is shown. The current is bypassed by the ESD device and 

power clamp, without passing through the internal circuit. A classic full-chip ESD 

protection circuit schematic uses a pad-based ESD protection network on-chip to ensure 

 
Figure 2-10  Illustration of TLP testing process 
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an ESD discharging path between pads. ESD protection is realized by preventing an ESD 

pulse from getting inside the IC.  

Most commonly used stand-alone ESD structures includes ESD diode, diode string, 

gate grounded NMOS (GGNMOS), silicon-controlled rectifier (SCR) and diode -triggered 

SCR (DTSCR). In the following, the structure and ESD characteristics of each type of 

structures are shown for 45nm RF silicon-on-insulator (SOI) process.  

a) ESD Diode 

 
Figure 2-11  Illustration of IC chip ESD protection strategy 
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Figure 2-12  Cross-section and IV curves of ESD diode 
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Diode is the most basic ESD protection structure. Figure 2-12 shows the cross-section 

of ESD diode over a BOX layer and its I-V curves. The ESD current injects from the anode 

side to cathode. From the I-V curve, we can see the forward turn-on voltage is only around 

0.65V for Si. We can use a diode string to address the problem. Double-diode structure is 

widely used in lots of full-chip bi-directional protection.  

b) Diode String 

The trigger voltage of a diode string is increased by stacking the diodes, which can fit 

some high voltage applications. The number of diodes has a big impact on the Vt1. 

     

 
Figure 2-13  Cross-section and IV curves of ESD diode string 
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Furthermore, the parasitic capacitor in series reduces the overall capacitance. Figure 2-13 

shows the X-section of diode string and the I-V curves of a 2-diode string. 

c) GGNMOS 

Because of its snapback I-V curve, the GGNMOS structure is often utilized as a high 

voltage protection. The snapback is induced by the avalanche breakdown of parasitic BJT 

inside the MOSFETs, which forms a low-impedance channel. Vt1 is determined by its BV, 

while the snapback depth and Vh are directly related to impact ionization, base width, BJT 

current gain and resistance in the path. Figure 2-14 shows the X-section of GGNMOS.  

d) SCR 

The parasitic SCR (Silicon Controlled Rectifier) consists of a pair of parasitic PNP 

and NPN transistors. It is an excellent ESD protection device due to its deep snapback 

characteristic and very area-efficient handling capacity. SCR has a greater trigger voltage 

than GGNMOS because the N-well/P-well junction must be broken down first before the 

parasitic BJTs can be triggered. It's presently employed for high frequency IC design with 

         
Figure 2-14 Cross-section and IV curves of ESD gated MOSFETs 
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a lower size and same current handling capacity. Figure 2-15 shows the cross-section of 

basic PNPN SCR structure. 

e) DTSCR 

The trigger voltage of SCRs, which is typically around 10V, is too high for use in low-

voltage contemporary applications. Using the diode to assist trigger the intrinsic BJT with 

         
Figure 2-15 Cross-section and IV curves of SCR 

  

            
Figure 2-16  Illustration and IV curves of Diode-string SCR 



 21

parasitic base current is one solution to this problem. The trigger voltage may be controlled 

using a diode string. The equivalent schematic is showed in Figure 2-16. 
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Chapter 3 5G mm-Wave RF Switch Design 

This Chapter presents the first co-design analysis of 28GHz, 38GHz and 60GHz 

broadband single-pole double-throw (SPDT) distributed travelling wave RF switches. The 

28GHz switch is implemented in a foundry 22nm fully-depleted silicon-on-insulator 

(FDSOI) CMOS technology, featuring 9KV full-chip human body model (HBM) 

electrostatic discharge (ESD) protection, while the 38GHz and 60GHz switches are 

implemented in a foundry 45nm SOI CMOS technology with ESD protection at all I/O 

pads.  

These ESD-protected millimeter wave (mmWave) SPDT switches are designed for 

highly reliable above-6GHz 5th-generation (5G) mobile systems. Adverse influences of 

the inherent ESD-induced parasitic effects are characterized, revealing that the ESD effects 

can severely affect RF switch performance in mmWave bands. A new ESD-mmWave-

switch co-design technique was developed to address this ESD design challenge for 

mmWave switches, which was validated in Si measurements, e.g., improving the switch 

insertion loss (IL) by ~4dB for the 28GHz SPDT travelling wave switches fabricated. This 

design also achieves the highest reported charged device model (CDM) ESD protection of 

~1.84A in Si testing. This study proves that ESD-mmWave-switch co-design is critical to 

RF front-end designs for 5G mobile systems, which typically require robust ESD protection, 

but are also very sensitive to the inevitable ESD-induced parasitic effects. 
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3.1 28GHz Travelling-Wave Switch in 22nm FDSOI 

RF switches are indispensable components to RF front-end modules (FEM) and 

systems-on-chip (SoC) for mobile systems, particularly for complex 5G wireless 

applications utilizing ultrawide frequency spectrums, large number of dynamic frequency 

channels, and time division duplexing (TDD) technology across millimeter-wave 

frequency bands. Meanwhile, full-chip ESD protection is an emerging challenge for 

mmWave IC designs. Unfortunately, any on-chip ESD protection structures come with 

inevitable ESD-induced design overhead effects, e.g., parasitic capacitance (CESD), 

leakages and noises. Obviously, high-frequency broadband RF ICs are very sensitive to 

these ESD-induced parasitic effects, which requires careful design considerations [11] [12]. 

On the other hand, monolithic RF ICs and SoCs for consumer electronics typically require 

very robust ESD protection, which translates into much more severe ESD-induced parasitic 

effects that is becoming increasingly unacceptable to high-performance RF ICs for 5G 

systems [13]-[15]. Substantial R&D efforts have been devoted to RF ESD protection 

designs, mainly to minimize the ESD-induced parasitic CESD to reduce the adverse ESD 

impacts on RF ICs. Consequently, ESD-RFIC co-design becomes an important design 

technique for modern broadband RF ICs. Recently, [14] reports co-design of ESD 

protection and SP10T switches for 4G smartphones. [15] discusses co-design of ESD 

protection and power amplifiers (PA). In mmWave frequency bands, ESD-protected PAs 

and low noise amplifiers (LNA) were reported, which however did not include ESD co-

design considerations [16] [17]. Recently, significant influence of ESD protection on 

28/38GHz RF switches for 5G mobiles was reported, showing severe insertion loss 
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degradation of 5~10dB due to 4KV HBM ESD protection, which indicates that 

conventional RF ESD design techniques are incapable of handling robust ESD protection 

for millimeter-wave RF ICs [18]. It is obvious that ESD-RFIC co-design in mmWave 

frequency bands, particularly for above-6GHz 5G RF ICs, must be studied 

comprehensively and understood thoroughly, especially considering both HBM and CDM 

ESD protection for very high frequency and ultrawide bandwidth RF FEM designs. This 

paper, an extension to a conference brief [19], presents a comprehensive co-design analysis 

study of a 9KV-ESD-protected 28GHz distributed travelling wave mmWave SPDT RF 

switch designed and fabricated in a 22nm FD-SOI technology for 5G systems, aiming to 

provide a practical ESD-mmWave-switch co-design technique for above-6GHz 5G 

wireless systems. 

3.1.1 28GHz MmWave Travelling-Wave Switch Design 

 Conventional series-shunt transistor circuit topology offers excellent switch 

performance for sub-6GHz RF switches. Unfortunately, in the above-6GHz frequency 

bands, e.g., 28/38GHz, the specifications of series-shunt transistor RF switches suffer 

severe performance degradation [18]. Several designs were reported to address the 

mmWave switch design challenges using various design methods, for instance, using a 

unique SOI substrate featuring very high resistivity and a trap rich layer to alleviate the 

coupling effect [20], utilizing a special coupling line based artificial resonator structure for 

sub-terahertz operations [21] [22], and resorting to various MEMS structures and emerging 

materials [23]-[25]. Alternatively, travelling-wave-based RF switch topology becomes 

very attractive to ultrawide band millimeter-wave switches [26]-[29]. 
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This work adopts a unique distributed travelling wave switch schematic to design a 

mmWave SPDT RF switch for 28GHz 5G mobile systems. Figure 3-1 depicts the travelling 

wave mmWave SPDT switch implemented in a foundry 22nm fully-depleted SOI 

technology. This three-stage distributed travelling wave SPDT structure consists of 

inductive transmission lines (TL) and the corresponding controlling transistors. This 

distributed travelling wave SPDT circuit does not use quarter-wave transmission lines in 

order to reduce the switch die area for high-frequency operations of 28GHz and to avoid 

using long trace that will increase insertion loss (IL) along the lossy transmission lines. 

The series transistors (M1, M2) provide extra control of the SPDT switching status and 

improve its isolation (Iso). For power handling capability consideration, thick-oxide long-

channel nMOSFETs are used for both series and shunt transistors (M1-M8). In this design, 

the on-state resistance (Ron) and off-state capacitance (Coff) of the unit-width MOSFET 

were extracted first, which allows to optimize the MOSFET widths jointly with the 

 
Figure 3-1 Schematic of the ESD-protected distributed travelling-wave mm-wave SPDT switch featuring: 
(a) narrow-band LC shunt resonator ESD protection, (b) LC series resonator ESD protection with a 
center frequency far away from the operating frequency, and (c) L-shape ESD protection. 
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transmission lines for careful design trade-off. The inductive transmission line was 

designed to have a characteristic impedance of 70Ω. Generally, a complex massive-MIMO 

architecture in mmWave 5G systems requires many transmitting/receiving (TRx) switches. 

Accordingly, this design selects short transmission line segments with smaller inductance 

to save the SPDT switch die area. Correspondingly, the shunt MOSFETs are designed with 

smaller sizes to meet impedance requirements. Consequently, the controlling MOSFET 

sizes are designed as following: channel length L = 100nm for M1-M8, channel width W 

= 115µm for M1 and M2, and W = 20.3µm for M3-M8, respectively. A 10KΩ resistor is 

added to the gate to provide AC isolation. 

3.1.2 Full-Chip ESD Protection Design 

This 28GHz mm-wave SPDT switch was designed with full-chip 9KV HBM ESD 

protection. Figure 3-2 shows the ESD protection utilizing a four-diode-string ESD 

protection structure and optimized by TCAD ESD simulation to prevent switch power 

dropout due to ESD-induced leakage. The gated diodes feature floating gates. The diode-

string ESD protection structure is implemented in the “hybrid” region in the FDSOI 

technology, where the buried oxide isolator layer (BOX) in the SOI substrate was 

 
Figure 3-2 A cross-section view for the gated four-diode-string ESD protection structure designed in this 
work. 
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purposely removed in the ESD device layout area to allow direct ESD current discharging 

through the bulk region, which improves the ESD discharging conduction and heat 

dissipation via the substrate, and therefore greatly enhances its ESD current handling 

capability as predicted by TCAD ESD simulation. Figure 3-3 shows the ESD protection 

diodes produced by TCAD simulation using a representative process, with and without the 

SOI BOX. Standard HBM zapping waveforms, generated by an HBM ESD equivalent 

circuit, are used as ESD zapping stimuli for transient TCAD ESD simulation. Figs. 3-4 and 

3-5 depict the simulated transient HBM ESD discharging characteristics for the two ESD 

protection structure splits (i.e., with and without BOX), respectively, revealing the transient 

ESD discharging current flows and lattice temperature distribution. It is observed that the 

ESD protection structure with SOI BOX suffers from higher local overheating compared 

to its non-BOX counterpart. This is obviously attributed to more severe ESD discharging 

current crowding and poorer heat dissipation inside the active ESD structure with SOI BOX 

isolation. TCAD ESD simulation for exemplar ESD diode strings show that the ESD 

structure with a SOI BOX fails at 1.13KV (It2 ~ 0.75A), while the ESD diode without a 

SOI BOX passes a much higher level of 2.37KV (It2 ~ 1.56A). Commonly used ESD 

protection diodes utilize either gated diode or shallow trench isolation (STI) diode structure. 

Compared to a STI ESD diode, a gated ESD diode is generally more ESD-robust due to its 

short and straight ESD discharging conduction path, which results in lower ESD 

discharging resistance and faster ESD triggering speed [30] [31]. Therefore, this design 



 28

utilizes gated four-diode-string ESD protection structure as shown in Figure 3-2. The gated 

 
Figure 3-3 TCAD ESD simulation reveals transient ESD discharging characteristics for the two diode-
string ESD protection structures with (Right) and without (Left) a SOI BOX: ESD diode cross-sections。 

 
Figure 3-4 TCAD ESD simulation reveals transient ESD discharging characteristics for the two diode-
string ESD protection structures with (Right) and without (Left) a SOI BOX: ESD discharging current 
flows. 

 
Figure 3-5 TCAD ESD simulation reveals transient ESD discharging characteristics for the two diode-
string ESD protection structures with (Right) and without (Left) a SOI BOX: transient lattice temperature. 
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ESD diode structures were optimized for a gate length of 150nm and a diode width of 

500µm for 9KV HBM ESD robustness. The four-diode-string ESD protection structure is 

designed to feature an ESD triggering voltage of Vt1~2V and to handle an output power of 

19dBm for 5G mobile systems. The ESD-induced parasitic capacitance of the gated four-

diode-string is estimated to be CESD~50fF, which is used for ESD-SPDT co-design to be 

discussed later. Chip-level transient HBM ESD simulation was carried out to evaluate the 

ESD protection of the 28GHz mmWave SPDT circuit. Figure 3-6 depicts the simulated 

ESD voltage clamping behaviors at the SPDT output ports under exemplar 2KV HBM 

zapping, which reveals that, without ESD protection, the SPDT suffers high transient 

voltage stressing of up to 13V at the output node that causes breakdown ESD failure to 

MOSFET M5 due to very low breakdown voltage of 22nm FDSOI CMOS (BV ~ 8.7V); 

while the output voltage is effectively clamped to a low level of 4V in the SPDT with ESD 

protection. 

 
Figure 3-6 Chip-level transient ESD discharging simulation shows transient voltage at the output nodes 
of the SPDT design splits without and with ESD protection under 2KV HBM ESD zapping. Without ESD 
protection, ESD failure occurs to M5 due to high transient voltage of ~13V. With ESD protection, the 
SPDT is safe due to a low clamping voltage of ~4V. 
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3.1.3 ESD-mmWave-Switch Co-Design 

The conventional shunt L-C resonator ESD protection scheme, shown in Figure 3-1(a), 

is not suitable for broadband RF ICs because the high-Q resonator makes this ESD 

protection scheme intrinsically be narrow band in nature. Alternatively, [32] reports a 

series L-C ESD protection topology for mmWave RF ICs as shown in Figure 3-1(b), which 

creates a notch at low frequency and shows less impact to ultra-high frequency circuits. 

[33] discusses a similar design using transmission lines for the inductors for ultra-high 

frequency ESD protection. However, this series L-C ESD protection method is not suitable 

for CDM ESD protection because the series inductor adds significant extra delay in ESD 

triggering under CDM ESD zapping, hence easily resulting in early CDM ESD failure. 

To address this ESD design problem, we devised a novel L-shaped ESD protection 

topology to simultaneously address both RF impedance mismatching and CDM ESD 

discharging challenges in mmWave broadband designs as depicted in Figure 3-1(c), which 

 
Figure 3-7 Equivalent circuit model for the traveling wave switch with L-shaped ESD protection structure 
for co-design consideration: (a) schematic of a switch branch circuit with four-diode-string ESD 
protection, and (b) equivalent circuit model with the ESD protection represented by CESD. 
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provides the desired broadband ESD response without causing circuit performance 

degradation to mmWave switches. Conceptually, the L-shape ESD matching network 

consists of the LS and ESD-induced parasitic capacitance, CESD. Under CDM ESD stressing, 

the ESD protection structure forms a low-Ron CDM ESD discharging path. This L-shaped 

ESD protection scheme can instantaneously reduce the harmful high-frequency CDM ESD 

pulse magnitude and substantially delay the CDM ESD pulse propagation into the internal 

circuit, hence, providing efficient CDM ESD protection in addition to robust HBM ESD 

protection. Figure 3-7 depicts the equivalent circuit of the L-shape ESD protection network 

used for ESD-mmWave-switch co-design analysis. In On-state, the travelling wave switch 

is equivalent to a distributed transmission line network formed by inductors and capacitors 

[34]. Ignoring the resistive loss, the characteristic impedance of the transmission line 

network can be expressed, 
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By carefully choosing an appropriate inductor value through co-design considerations to 

set 
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the L-shape ESD protection block can be absorbed as an extra stage of the equivalent 

transmission line circuit for the ESD-protected travelling wave switch circuit branch. By 

careful design, the ESD-included characteristic impedance can be precisely set to match 

the source and load impedance, which leads to a lower VSWR circle, hence less RF signal 

power loss from mismatch, and eliminates the inherent ESD-induced impacts to the On-
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state insertion loss. When the travelling wave switch is in Off-state, the turned-off series 

transistor (M1) and turned-on shunt transistor (M3) will block most RF power. Therefore, 

the L-shape ESD protection structure will have minimum impact on the isolation. In this 

design, the LS is calculated to be 125pH per Eq. (2). Including the parasitic effects of the 

backend metal lines and device structures, the inductor was optimized by HFSS simulation 

to have an inductance of 152pH with Q~25 at 28GHz. 

3.1.4 Characterization and Discussion 

Fabricated in a foundry 22nm FDSOI CMOS technology, the ESD-protected 

distributed travelling-wave 28GHz SPDT switches were characterized for both RF and 

ESD protection performance. Figure 3-8 shows a die photo for the fabricated 28GHz SPDT 

mmWave switch optimized by ESD-mmWave co-design. Figure 3-9 and 3-10 depict the 

key SPDT switch Specs, insertion loss and isolation respectively, measured using an RF 

probe station and Agilent-E8363B PNA Network Analyzer. It is observed that, from 5GHz 

 
Figure 3-8 Die photo for the ESD-protected 28GHz distributed mm-wave travelling wave SPDT switch 
fabricated in a foundry 22nm FDSOI CMOS technology. 
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to 20GHz, the SPDT switch without ESD protection structure achieves IL of 1.0dB ~ 3.1dB 

and Iso better than 30dB. Across the 5G n257 and n258 bands required, IL is better than 

3.9dB and Iso is better than 23dB. Table-I compares this work with relative designs 

reported, showing comparable broadband switch performance in the mmWave bands. 

Figure 3-9 clearly shows the negative impacts of ESD-induced CESD on mmWave SPDT 

performance, i.e., a substantial degradation in IL, as much as an increase of ~12.6dB at 

28GHz. By ESD-mmWave co-design, the ESD-induced IL degradation was successfully 

 
Figure 3-9 Measured IL for the SPDT switch splits: without ESD protection, with ESD protection (but 
no co-design optimization), and with ESD protection and co-design optimization. 

 

Figure 3-10 Measured Iso for the SPDT switch splits: without ESD protection, with ESD protection (but 
no co-design optimization), and with ESD protection and co-design optimization. 
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recovered by ~4dB across the whole 5-40GHz bandwidth measured. It is worth noting that, 

though the ESD-switch co-design concept is straightforward, the ESD co-design was not 

yet able to completely recover all the ESD-induced SPDT performance degradation as 

expected in this design for the following reasons: Ideally, accurate measurement of Si ESD 

structures before ESD-switch co-design is needed in order to achieve better results in 

practice designs, which requires two design iterations, or such ESD testing data must be 

available to designers when designing an ESD-protected switch. Unfortunately, since this 

 
Figure 3-11 Measured HBM ESD protection performance of the mm-wave SPDT switches splits by TLP 
ESD testing shows that the best reported full-chip  HBM ESD protection robustness of at least 9KV in 
mm-wave bands (linear scale). 

 

Figure 3-12 Zoom-in for the measured HBM ESD protection performance of the mm-wave SPDT switches 
reveals the ESD triggering details in log scale. 
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was a design under an MPW tapeout program with limited foundry supports and allowed 

one Si fabrication opportunity only, this travelling wave switch design could not be carried 

out following the ideal ESD-mmWave-switch co-design procedures. In addition, the EM 

simulation parameters, such as materials permittivity, could not be accurately calibrated 

due to lack of foundry technology data on HFSS simulation models. Nevertheless, this 

work clearly demonstrates the severe performance impacts of ESD protection on mmWave 

travelling wave switch circuits and confirms that ESD-mmWave-switch co-design is 

important, useful and practical to design optimization of RF switches in mmWave bands. 

Next, on-chip ESD protection characterization was conducted for both HBM ESD 

stressing by transient transmission line pulsing (TLP) ESD testing (Barth 4002 TLP+) and 

CDM ESD stressing by very-fast transmission line pulsing (VFTLP) ESD testing (Barth 

4012 VFTLP+). Figure 3-11 presents exemplar HBM ESD protection measurement result 

at P2-to-GND port by TLP ESD stressing for the three SDPT design splits, i.e., without 

ESD protection, with ESD protection (but no co-design), and with ESD protection and co-

design optimization. The TLP testing pulse waveform conditions were set as: rising time tr 

= 10ns and duration td = 100ns. The measured transient ESD discharging I-V curves shown 

in Figure 3-11 and their zoom-in details depicted in Figure 3-12 clearly show that the non-

ESD-protected SPDT switch failed at very low ESD current level of It2 ~ 0.1A (i.e., HBM 

ESD robustness of ~150V only). As a comparison, the L-shaped 4-diode-string ESD 

protection structure can protect the SPDT switch up to It2 ~ 6A (i.e., at least 9KV for HBM 

ESD protection), with ESD co-design optimization included. To our best knowledge, this 

is the highest full-chip ESD protection level reported for mmWave RF switches by 
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measurement. Figure 3-13 and Figure 3-14 present the measured CDM ESD discharging 

I-V curves by VFTLP testing for the SPDT switches without ESD protection and with ESD 

protection including ESD-SPDT co-design. The VFTLP testing pulse waveforms were set 

at tr = 100ps and td = 1ns. Figure 3-13 shows that, without on-chip ESD protection, the 

SPDT switch failed at very low CDM ESD stressing level, i.e., merely ~0.2A. In 

comparison, Figure 3-14 shows that using our novel L-shaped ESD protection structure, 

the 28GHz SPDT switch passed a very high CDM ESD protection level of ~1.84A. To our 

 
Figure 3-13 Measured CDM ESD protection performance of a sample mm-wave SPDT switch without 
ESD protection by VFTLP ESD testing shows that the SDPT can be easily damaged by CDM ESD pulses 
at a low level of ~0.2A only. 

 

Figure 3-14 VFTLP-measured CDM ESD protection performance of a sample mm-wave SPDT switch 
with on-chip ESD protection and optimized by ESD-switch co-design shows that the L-shaped ESD 
protection structure provides very robust CDM ESD protection up to 1.84A. 
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best knowledge, this is the best-reported measured CDM ESD protection result for 

travelling wave RF switches in mmWave bands.  

This section reports the first comprehensive ESD-mmWave-switch co-design analysis 

of mmWave 28GHz travelling wave SPDT switches designed and fabricated in foundry 

22nm FDSOI CMOS technology for 5G n257 and n258 bands. The measured IL and Iso 

are comparable to the state-of-the-art mmWave switches around 28GHz. ESD testing 

shows that the novel L-shape ESD protection design can absorb the ESD parasitic 

capacitance into the travelling wave structure and substantially improve the performance 

of broadband RF switches in mmWave bands. The ESD-co-designed switch achieves the 

highest reported HBM ESD robustness of 9KV and the best-reported CDM ESD protection 

level of 1.84A in Si measurements. It is observed that the inevitable ESD-induced parasitic 

effects can severely affect RF switch performance in mmWave bands, which can be 

substantially recovered by careful ESD-switch co-design. This study proves that ESD-

mmWave-switch co-design is important and useful in optimizing mmWave broadband 

 

 

Table 3-1 Comparison of relevant mmwave switch performance 

 

Refs. Processes Freq. (GHz) Topologies 
IL 

(dB) 
Iso 

(dB) 
ESD Protection 

[18]  45nm SOI CMOS 26-30 Series-shunt with feed forward capacitor 
<10 

(8.8) a 
>15 

(19.6) # 
4KV 

[27]  180nm CMOS DC-50 Travelling wave 
<6* 

(5.0) # 
>26* 
(27) # 

No 

[29]  65nm triple-well CMOS 20-80 Travelling wave 
<5* 

(3.0) # 
>15* 
(19) # 

No 

[35]  180nm SOI CMOS DC-40 Series-shunt with matching inductor 
<5* 

(2.3) # 
>17* 
(17) # 

No 

This work  22nm FDSOI 5-30 Travelling wave without ESD protection 
<3.9 
(3.9) # 

>23 
(24) # 

No 

This work  22nm FDSOI 5-30 
Travelling wave - ESD protection  

co-design 
<8.8 
(8.8) # 

>22 
(25) # 

9KV 
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switch designs for 5G mobile systems, which typically requires robust ESD protection, but 

is also very sensitive to any inherent ESD-induced parasitic effects. 

 

3.2 38/60GHz Travelling Wave Switch in 45nm RFSOI 

The 45nm SOI CMOS technology from GlobalFoundries provides great power and 

performance for a wide variety of applications [36]. Significant transistor performance, 

including reduced junction capacitance and power improvement over traditional bulk 

technology, are obtained with their 6th generation of cutting-edge SOI technology. There 

are various advantages to eliminating junction, such as the lack of N or P wells. There is 

no route for the leakage current in the largely exhausted floating body gadget. Furthermore, 

by removing the N-well, the N-well proximity effect is removed from the FET models, and 

the shallow STI lowers stress effects. Last but not least, because the floating body voltage 

in SOI is a function of the supplied S/D voltages and previous operation, it may be 

employed to minimize switching time and voltage drop across pass gate and source 

follower circuits. When compared to a bulk technology, SOI has various advantages, 

including a lower S/D capacitance, which enhances the device's power performance. And 

because bulk analog circuits share the same substrate, there will be interference coupling 

across the substrate. This can be reduced by using region substrate connections and high-

resistance silicon, but in SOI, the isolation given by the BOX and shallow trench isolation 

(STI) nearly eliminates this coupling. 
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Due to its high-speed response, outstanding power capability, decreased capacitance, 

and great isolation approaches, this cutting-edge SOI technology has a potential use for 

ultra-high frequency, low cross-talk RFIC design, particularly for RF switch. 

3.2.1 38/60GHz MmWave Travelling-Wave Switch Design 

This triangle in Figure 3-15 can give a basic concept of switch performance. At the 

top is the topology, how many threw you need? The most widely used is single pole double 

threw (SPDT). One for receiver and the other one for transmitter. Second is the function or 

we can say purpose of the switch. It can be used to switch the transmitter or receiver. It can 

also be used to switch different bands. At the bottom are the specs for each switch. The 

insertion loss indicates the ratio of output power and input power when the switch is ON.  

The isolation indicates the ratio when the switch is OFF. On another word, we need the 

switch has less loss when it’s ON and block everything when it’s OFF. So ideal switch 

should have 0 insertion loss (IL) and infinite isolation (ISO). Another important spec is 

 
Figure 3-15 Design consideration for RF switches performance 

  

SPnT

T/Rx switch

Band switch

i. ON: Insertion Loss (IL)

ii. OFF: Isolation (ISO) 

iii. Power handling capability (linearity): 1dB 
compression point (P1dB)
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1dB compression point (aka P1dB). It indicates the linearity. If you don’t want to loss 1dB 

power, you have to limit your input power smaller than P1dB. 

The traveling-wave idea has been used to create millimeter-wave passive FET 

switches with bandwidths of dc–28 GHz. The schematic of an SPDT traveling-wave switch 

is shown in Figure 3-16. For the shunt MOSFETs, the source terminals are linked to ground, 

whereas the drain terminals are connected to transmission lines. 

When the shunt MOSFETSs are turned off, it behaves like a Coff. The Coff and TL 

form an artificial transmission line (TL). And the equivalent characteristic impedance of 

the artificial TL will match to 50ohm if the device periphery and transmission lines are 

properly selected and, thus, the input signal can easily flow to output. While the MOSFETs 

are off states, the single pole single threw (SPST) traveling-wave switch can be reduced as 

Figure 3-17. 

When the shunt MOSFETs are turned on, it is just a low Ron and bypass the signal to 

the ground and isolate it from the output. The series MOSFETs are applied to further 

improve the isolation when the switch is OFF. 

      
Figure 3-16 schematic of an SPDT traveling-wave switch and equivalent model for MOSFETs 
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For optimal performance, many parameters need to be optimized during the design 

process: size (width) of the MOSFETs, characteristic impedance of TL, length of TL and 

number of shunt MOSFETs. The design flow is illustrated in Figure 3-18: 

1. In order to analyze the traveling-wave switch performance, we use simplified 

model of Ron and Coff for the MOSFETs. With the PDK provided by the foundry, 

simulation is performed to determine the relation of Ron and Coff with device 

width (Wg), as shown in Figure 3-19. By using these equations, the Ron and Coff 

can be written as functions of device width.  

2. By using the equivalent pi model of TL and calculating ABCD matrix, we can 

easily represent IL and ISO of the SPST travelling-wave switch as functions of 

design parameters, such as length of the transmission line, device size, and number 

of transistors, which are discussed above. Then we use MATLAB to find the 

     

 
Figure 3-17 Equivalent circuit for STSP switch when the shunt MOSFETs are in OFF state. 
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optimized value of these parameters, as shown in Figure 3-20. These values can 

be start point of our design. 

3. Next, with the MOSFETs size from the last step, we go to Cadence post-layout 

simulation to find the actual Coff and Ron with metal connection, then optimize 

the metal connection and layout for smallest Coff and Ron.  After this, we can go 

back to MATLAB with actually optimized Coff and Ron, to find the 

correspondingly optimized TL length, TL characteristic impedance and number of 

shunt MOSFETs. 

4. Design the transmission line in HFSS to match the optimized values of TL length, 

TL characteristic impedance and number of shunt MOSFETs from the last step. 

The design also includes the GSG pads, T junction and bend for minimal signal 

loss at discontinuities, as shown in Figure 3-21 and 3-22. The line characteristic 

      
Figure 3-18 Design procedure of the traveling-wave switch 
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impedance is changed by the discontinuity, and the bend adds shunt capacitance if 

it is not compensated. The other issue with bends is that the effective length of the 

transmission line becomes shorter than the centerline length, causing significantly 

greater harm to the intended performance of a finely tuned circuit. Then with the 

extracted S parameter from HFSS and post-layout shunt MOSFETs, we can now 

find the optimized series MOFETs size (for best IL and ISO in Cadence 

simulation). 

      
Figure 3-19 Relation of Ron and Coff to device width (Wg) 

 
 Figure 3-20 Modeling the SPST switch in MATLAB to find the optimized design parameters 
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5. Now, final layout and devices size determined, we can combine the S parameter 

from HFSS with the post-layout simulation in cadence to get the final IL and ISO 

performance as shown in Figure 3-23. After that, we can add ESD protections to 

all the pads with impedance matching. And the final layout is shown in Figure 3-

24. 

      
Figure 3-21 GSG pad, T junction and bend design in HFSS 

 
 Figure 3-22 Compensations at the bend of the transmission line 
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There are several problems we need to address during the design process. First, for the 

state of art, people only use a single MOSFET in the travelling-wave switch [37]. However, 

for 4/5G technology, the power can be > 24dBm (5V voltage swing). At the advanced 

      
Figure 3-24 Simulation deck in Cadence for post layout combined with HFSS EM simulation. 

 

      
Figure 3-23 Final layout for the 38Ghz traveling-wave switch 
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technology node such as 45nm, a single MOSFETs cannot handle such high power.  So, 

we came up with the stacked MOSFETS as shown in Figure 3-25, which can withstand 

twice the voltage swing as before (6dB higher).  

Second, coplanar waveguide (CPW) is used as the transmission line, which is shown 

in Figure 3-26. It is formed from a conductor separated from a pair of ground planes, all 

on the same plane, atop a dielectric medium. In the ideal case, the thickness of the dielectric 

is infinite; in practice, it is thick enough so that EM fields die out before they get out of the 

substrate.  

Microstrip and CPW are both proven high-frequency circuit methodologies and both 

can provide excellent performance at microwave frequencies and beyond. They offer 

      
Figure 3-25 Stacked MOSFETs for higher voltage swing. 

 

Figure 3-26 Illustration for the coplanar waveguide 
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different approaches to laying out the circuit. In general, at microwave frequencies, 

microstrip circuits will suffer less loss than CPW circuits, especially due to manufacturing 

variations. But when an application calls for higher, millimeter-wave frequencies, CPW 

circuits will suffer less dispersion and radiation losses than microstrip circuits. Also at 

millimeter-wave frequencies, CPW circuit approaches provide better bandwidth than 

microstrip circuits. In addition, when necessary, mode suppression can be achieved more 

readily with CPW circuits than with microstrip circuit approaches. 

Both technologies operate by means of a dominant quasi-transverse-electromagnetic 

(quasi-TEM) propagation mode. CPW circuits, with their enhanced ground structures, are 

somewhat more mechanically complex to fabricate. But CPW circuits also feature low 

dispersion compared to microstrip circuits, with lower radiation loss than microstrip 

circuits especially at frequencies extending into the millimeter-wave range. With their 

        
Figure 3-27 The overall floor plan and die photo for the 38Ghz and 60Ghz RF switches. 
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enhanced ground structures, CPW circuits are capable of wider effective bandwidths than 

microstrip circuits and wider impedance ranges than microstrip circuits.  

3.2.2 Results and Discussion 

The overall floorplan is shown here in Figure 3-27. Each RF switch has 4 splits: Split1 

has single MOSFET; Split 2 uses stacked MOSFETs; Split 3 is added with ESD protection; 

Split 4 includes impedance matching with ESD codesign. 

The simulation results are shown below in Figure 3-28. Here for the 4 splits of 38Ghz 

and 60Ghz switch, the test equipment is broken down and the results are from Post layout 

Simulation combined with HFSS EM simulation.  

     

 

 
Figure 3-28 IL and ISO of the 38Ghz and 60Ghz RF switches. 
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Here are the highlights. The task is to design RF switches working at 38 and 60Ghz. 

The traveling wave-topology is used. For the 38GHz one, IL~1.5dB, ISO > 37dB. As for 

the 60GHz one, IL~2.5dB, ISO > 35dB. Meanwhile, it shows high Power linearity with 

1dB point at 27dBm. The P1dB of stacked MOSFETs splits are 6dB higher than those of 

non-stack MOSFETSs, as shown in Figure 3-29. Because the stacked MOSFETs can 

withstand twice the voltage swing, which translates into 6dB higher power. Also, all I/O 

pads are ESD-protected without much degradation of RF performance. 

Table 3-2 here summarizes the results for the 4 splits. In conclusion, the 38GHz and 

60GHz SP2T mm-wave switches are successfully designed using travelling wave topology. 

 
Figure 3-29 P1dB of the 38Ghz and 60Ghz RF switches. 

 

 

Table 3-2  Summary table for the RF switches performance. 
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For the 4th splits with stacked MOSFETs and co-ESD design, it has achieved good 

performance of IL, ISO, P1dB with ESD protection. 
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Chapter 4 Advanced CDM ESD Protection Design 

4.1  Pad-Based CDM ESD Protection Methods Are Faulty 

As previously discussed in the chapter 2, ESD failure is regarded as the most 

challenging reliability problem for ICs, which requires on-chip ESD protection for all ICs 

[5, 13, 30, 38-39]. ESD phenomena are classified according to the origins, leading to 

various industrial ESD test standards, such as HBM, CDM and IEC [6, 7, 9]. These 

industrial ESD testing standards have been constantly evolving to accommodate the new 

understanding of ESD phenomena, especially for advanced IC technologies. Nowadays, as 

IC technology continues to scale down and chip complexity rapidly increases, CDM ESD 

protection emerges as a major IC reliability design challenge, particularly at sub-28nm 

nodes and for FinFET CMOS. Recognizing that a CDM ESD event is extremely fast 

compared to an HBM ESD event, the main research efforts in CDM ESD protection 

designs have been devoted to making CDM ESD devices faster. In practical designs, the 

classic pad-based HBM ESD protection approaches have been commonly used for CDM 

ESD protection. On the other hand, CDM ESD protection remains a black magic full of 

uncertainties today, being a huge headache to IC designers [8, 41, 42]. The commonly 

asked questions about CDM ESD protection are: Why are CDM ESD test results often not 

repeatable, reproducible and unreliable? Why does an IC still fail in CDM zapping in field 

although the chip passed the CDM test in production? Why does CDM ESD failure seem 

to be so random in field? In short, the fundamental question to ask is that, does the popular 

pad-based on-chip CDM ESD protection approach really work? Chapter 4.1 provides a 

thorough analysis that concludes that the classic pad-based CDM ESD protection methods 
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are fundamentally faulty and points out the misconception with the existing pad-based 

CDM ESD protection methodology [43]. 

4.1.1 HBM ESD Protection: From-External-to-Internal  

HBM ESD is an “external-oriented” ESD phenomenon where electrostatic charges 

accumulated inside a human body will discharge into the IC core through an IC pad when 

touching the IC [5]. Figure 4-1 depicts the transient HBM waveform, defined by the 

original MIL-STD-883E Standard, which is used to zap IC pads, and the HBM pulse 

flowing into the IC core may cause HBM ESD failures [6]. The ANSI/ESDA/JEDEC JS-

001-2017 Standard provides details to build an HBM ESD tester to faithfully model the 

 
Figure 4-1 The HBM ESD waveform defined in [7]. 

 

 
Figure 4-2 Classic pad-based full-chip ESD protection scheme relies on the ESD devices at pads to form 
low-R paths to discharge the incoming HBM ESD transients, i.e., blocking external alien charges from 
getting into the IC core. It works for any “from-external-to-internal” ESD events. 
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real-world HBM ESD events [7]. The key parameters for an HBM pulse are waveform 

rising time (tr~10ns) and decay time (td~150ns). Figure 4-2 depicts the classic pad-based 

on-chip HBM ESD protection method where ESD protection devices are placed at the IC 

pads (I/O, VDD, VSS, etc.), which will be turned on at ESD stressing to form low-R 

conduction paths to bypass the incoming HBM transients into ground. In principle, pad-

based HBM ESD protection works in a way that the incoming alien charges from a human 

body are blocked by the ESD devices at the pads from getting into the IC core, hence, 

realizing ESD protection. HBM ESD protection requires careful design of the ESD-critical 

parameters including triggering voltage (Vt1), triggering time (t1) and discharging 

resistance (RON) [5]. In theory, the pad-based ESD protection method is a “from-External-

to-Internal” ESD protection method where the ESD devices at pads serve as the “guard” at 

the “gate” (i.e., pad) to defend against the “external-oriented” HBM ESD events, which, 

however, does not apply to the “internal-oriented” CDM ESD events. 

4.1.2 CDM ESD Protection: From-Internal-to-External  

CDM ESD is an “internal-oriented” event in nature that is completely different from 

the “external-oriented” HBM event. CDM ESD is a self-charging/discharging ESD 

phenomenon where, in real world, an IC may be charged by various possible mechanisms, 

triboelectrically or field induction, during their lifetime. The induced electrostatic charges 

are stored inside the IC in a random and distributed way. When the IC is grounded, the 

static charges stored inside will discharge into the ground. The resulting strong and ultrafast 

CDM ESD transients flow from the IC core outward to the ground, resulting in CDM ESD 

failures [5]. Figure 4-3 shows the waveform and test set-up per CDM ESD standards [9]. 
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A CDM ESD pulse is ultrafast and very short (tr~100ps, td~2ns) compared to an HBM 

ESD pulse (tr~10ns, td~150ns). The latest CDM ESD standard (ANSI/ESDA/JEDEC JS-

002-2014) provides details for building a field-induction CDM (FICDM) ESD tester 

including two steps: 1) charge an IC part by field induction; 2) discharge the charged device, 

i.e., device under test (DUT), by using the pogo pin to touch the DUT to ground it. As such, 

the static charges stored inside the DUT will discharge into the ground, which is apparently 

an “internal-oriented”, “from-internal-to-external” procedure, completed different from an 

“external-oriented”, “from-external-to-internal” HBM ESD event. The sharp difference in 

nature for CDM and HBM ESD events suggests that their ESD protection methods shall 

 
(a) 

 
(b) 

Figure 4-3 Illustration of the standard CDM ESD test model: (a) CDM ESD discharging waveform, and 
(b) FICDM CDM ESD test set-up. 
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be different too. However, the classic pad-based ESD protection methods have been 

commonly used for CDM ESD protection; while the main CDM ESD design effort has 

been devoted to making a CDM ESD device faster. We believe that the pad-based CDM 

ESD protection method is fundamentally faulty, which leads to the uncertainty and 

randomness of CDM ESD design failures that we observed today for the following reasons. 

First, since the problematic static charges (the “bad guys”) are already staying inside an IC 

part, the ESD devices at pads lose their key function as the “guard” at gate, i.e., blocking 

the external alien charges from getting into the IC core as in an HBM ESD protection case. 

Second, theoretically, since the charges stored inside an IC must run through the IC core 

before being discharged into GND, it is highly possible that internal CDM damages may 

occur somewhere inside the IC core due to voltage or current build-up. Third, CDM failures 

depend on the internal current flow routing during CDM discharging, which is very 

sensitive to both the amount of static charge accumulated inside the IC and, critically, their 

internal distribution (i.e., location) within the IC core. Theoretically, the internal 

distribution of static charges can be anywhere, random and time-varying during the lifetime 

of an IC product. Fourth, the industrial standard FICDM is an accelerated “short” charge 

induction procedure, which does not faithfully represent the true CDM charging procedures 

in real world that is a “lifetime” problem. As such, the charges induced into the DUT device 

during the charging procedure using an FICDM-based CDM tester may not fully distribute 

throughout the IC chip as is in real world, hence, resulting in great variation in CDM ESD 

failures. Therefore, the FICDM CDM ESD testing method is over-simplified, which adds 
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another major uncertainty to CDM ESD testing. In brief, the above analysis suggests that 

the classic pad-based CDM ESD protection method is fundamentally faulty, causing 

uncertainty of CDM ESD protection designs and random CDM ESD failures in field, which 

will be validated by case studies below. 

4.1.3 Faulty Pad-based CDM ESD Protection Cases 

As depicted in Figure 4-4, in principle, CDM ESD failures can occur at any level: bare 

silicon dies, packaged ICs or system modules [38] [44]. Therefore, robust CDM ESD 

protection must be designed to protect ICs at any level. Classically, complete full-chip ESD 

protection requires a global ESD protection network consisting of ESD devices at every 

pad, so that there is always a low-R ESD discharging path between every two pads under 

ESD stressing [5]. This is the way to ensure full-chip ESD protection, which works well 

for “from-external-to-internal” HBM ESD protection. For a packaged IC, the global full-

chip ESD protection network may exist on the chip as shown in Figure 4-5 where the 

central ESD block depicts a pad-based ESD protection network connected to all pads on a 

             
Figure 4-4 Illustration of the standard CDM ESD test model: (a) CDM ESD discharging waveform, and 
(b) FICDM CDM ESD test set-up. 
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chip. For a CDM-charged packaged IC, the static charges are often considered to be stored 

on the package frame and/or on the power buses [8]. If so, under CDM ESD stressing, i.e., 

one package pin is suddenly grounded as depicted in Figure 4-5, the stored charges on the 

package will, conceptually, always be able to find a way to discharge into the grounded 

pin, either directly through the package metal buses if located nearby, or, through the global 

ESD protection network connected to the pads on a chip, then discharge into the grounded 

pin. Either way, the charges stored on the package frame are external to the IC die. This 

means that, from the viewpoint of the IC die, a CDM ESD event for the packaged IC is 

similar to the “from-external-to-internal” HBM ESD event for the IC die inside the package. 

Therefore, the pad-based HBM ESD protection approach shall work, ideally, for the 

packaged IC in CDM ESD events. Unfortunately, real-world designs are never ideal. In 

one case, common in practical ESD designs, an ESD device may not be optimized in both 

             
Figure 4-5 Ideally, a pad-based global ESD network for a packaged IC has ESD devices at all pads to 
ensure a low-R ESD discharge path between any two pads on a die. Red pads have missing ESD turn-on, 
forcing charges flowing into the IC die (dashed lines) and causing possible CDM failures. 
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directions for the ESD-critical parameters (t1, Vt1, RON, etc.). Therefore, some ESD 

devices cannot be turned on in either forward or reverse direction. Since CDM ESD 

discharge in a packaged IC can be random, this means there are always situations where 

one or more ESD devices at pads in the global ESD network cannot be turned on in certain 

direction under the CDM ESD stressing. As a result, the charges stored randomly on a 

package frame will inevitably run into the internal core circuit, resulting in internal CDM 

ESD damage, even though the charges will eventually be discharged into the grounded 

package pin. This is almost unavoidable in practical designs. In a second case, for high 

frequency, wide bandwidth ICs or high data rate ICs, the signal pads are often not ESD-

protected in order to avoid ESD-induced parasitic effects that will affect the high-speed IC 

performance, as shown in Figure 4-6. In such cases, the global ESD protection network is 

incomplete. Hence, under CDM ESD stressing, there are always situations where the 

             
Figure 4-6 Often, data pads for high-frequency or high-speed links do not have ESD protection devices 
to avoid ESD-induced parasitic effects. Red pad missing ESD device, and forcing charges flowing into 
the core (dashed line) and causing possible CDM failures. 
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charges stored on the package frame will route into the internal core circuit on the way to 

package GND, resulting in CDM ESD damages to the core circuit. In summary, the classic 

pad-based CDM ESD protection method, theoretically, will not work in many scenarios 

for packaged ICs. 

Recently, CDM ESD failure to unpackaged bare IC dies becomes a major reliability 

concern, which is more devastating compared to packaged ICs. As depicted in Figure 4-7, 

for a bare Si die, the charges induced by whatever procedures, are stored inside the IC die 

randomly, unpredictably and anywhere, e.g., in the substrate, along the metal rails or 

locally to transistors [38] [44]. Using the classic pad-based ESD protection method, as 

shown in Figure 4-7, simply will not provide CDM ESD protection for the bare IC die. In 

the case where the charges are stored nearby the GND pad (e.g., VSS), it is possible that 

the charges may be discharged safely into the nearby ground through the ESD device at a 

close-by pad. Unfortunately, such an ideal case would be in dream only. For a large and 

  
            

Figure 4-7 Illustration of using classic pad-based CDM ESD protection method to discharge the 
electrostatic charges randomly stored inside an IC die. 
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complex chip, the chance is that substantial charges are distributed everywhere randomly 

on a die that must find their way out to the grounded pad under CDM ESD stressing. 

Therefore, the charges will flow throughout the internal IC die before discharging into 

GND, randomly and unpredictably. This means that internal CDM ESD damages will 

occur even if the pad-based global ESD network would function properly. Even if the pad-

 
Figure 4-9 In an SOI IC die, static charges may be stored locally in a MOSFET that is completed isolated 
from the rest of the chip. Under CDM ESD stressing, these locally stored charges may cause gate ESD 
damage. (L) charges stored in a bulk MOSFET, and (R) charges stored in an SOI MOSFET. 

  

  
            

Figure 4-8 In a case when substantial static charges are stored locally to a MOSFET on a chip, under 
CDM ESD stressing, some charges will inevitably run through the S/D junction or the gate, resulting in 
CDM ESD damages regardless if pads are ESD-protected. 
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based ESD devices were designed perfectly and verified individually by CDM ESD testing, 

it likely will not provide CDM ESD protection as expected on a chip. Figure 4-8 shows a 

case where, during a CDM event, the locally stored charges may be capacitively coupled 

through the gate to a pad when discharging, inevitably causing CDM ESD damage to the 

gate. Similar CDM ESD failures were reported for 14nm FinFET design, which failed 

CDM test at low CDM stress (<100V) and the ESD failure was attributed to electrical 

overstress to the metal gate during CDM stress [42]. The random CDM ESD failure 

becomes even worse for SOI chips where each MOSFET is isolated from the rest of the 

circuit. Consequently, as shown in  Figure 4-9, the CDM induced charges are likely stored 

and confined locally to a MOSFET, which will most likely run through the local gate during 

discharging and cause gate damage even if all pads are ESD-protected by design. From the 

above analysis, we believe that the classic pad-based ESD protection method, while 

working nicely for “from-external-to-internal” HBM ESD events by blocking external 

charges from getting into the core circuit through pads, it, in principle, will not protect ICs 

against “from-internal-to-external” CDM ESD stressing. This discovery likely explains 

why CDM ESD design is still a black magic full of uncertainty, and the “luck” makes CDM 

ESD designs essentially unpredictable and unreproducible today.  

4.1.4 Faulty CDM ESD Protection by Circuit Analysis 

The validation was conducted by circuit analysis using a 3-stage oscillator IC designed 

in a foundry 45nm SOI CMOS as shown in Figure 4-10, which uses the classic pad-based 

ESD protection scheme for CDM ESD protection where the three pads, VDD, VSS and 



 62

cko (Output), are protected by diode ESD devices. Per the foundry Design Rules, we chose 

the ESD diodes with a total finger width of 360µm for the targeted 500V CDM ESD 

protection (10A). SPICE circuit simulation was conducted for three CDM ESD testing 

scenarios for comparison. 

A. New Pseudo-Distributed FICDM ESD Test Model 

 

 
Figure 4-10 A 3-stage oscillator designed in 45nm SOI in this study is protected by traditional pad-based 
CDM ESD protection scheme: (a) circuit schematic, (b) IC die diagram including core schematic and 
ESD network. 
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 Figure 4-11 depicts the lumped equivalent circuit model for the commonly used 

FICDM test setup by ANSI/ESDA/JEDEC JS-002-2014 Standard [9], where CDUT is the 

capacitance between the DUT and the induction field plate, CDG is the capacitance 

between the DUT and the discharge ground plate and CFG is the capacitance between the 

field plate and the ground plate. From the previous discussion, the over-simplified FICDM 

tester circuit model fails to accurately model the real-world CDM events because the 

lumped capacitance circuit simply cannot reflect the full distribution nature of the CDM 

charge storage inside a DUT IC, hence, leading to major CDM testing uncertainties in field. 

To address this problem, we propose a new pseudo-distributed equivalent circuit model for 

an enhanced FICDM-like CDM test setup as depicted in Figure 4-12. In the new model, 

CDG is considered as a distributed capacitor net (CDG1, CDG2, … CDGx) across all IC pads, 

which, in first order approximation, may be equal for each pad assuming all pads are same. 

CDUT is decomposed into two parts: Cdie-FP for the capacitance from die substrate to field 

plate and CDF for the capacitance from each pad to the field plate, which comprises a 

 
 

Figure 4-11 A simplified FICDM tester circuit schematic [9]. 

  



 64

distributed capacitor net (CDF1, CDF2, … CDFx) across all package pads. Cdie-FP can be 

estimated per the IC die area with respect to the size of the small calibration metal disc of 

an FICDM tester. CDF1, CDF2, … CDGx are considered equal for each pad. For the 3-pad 

oscillator IC designed within a 2mm x 2mm die in 45nm SOI CMOS in this study, the 

estimated values are: CDG1,2,30.61pF, CDF1,2,3 2.114pF, Cdie-FP0.437pF and CFG17.0pF. 

We call it a pseudo-distributed FICDM test model because the capacitor networks are 

largely depending upon how fine the grid is for the capacitor mesh associated with the 

DUT; nevertheless, it is a much-improved model over the lumped FICDM test model 

commonly used. Figure 4-13 depicts a MOSFET in 45nm SOI where capacitance 

 
Figure 4-12 Our new pseudo-distributed circuit model for FICDM tester. 

          
Figure 4-13 A MOSFET in 45nm SOI CMOS: cross-section and BOX/substrate model with X node being 
the substrate. 
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associated with the buried oxide (BOX) layer and the substrate node “X” are included in 

the foundry PDK, hence avoiding extra effort needed to model it [45]. 

B. Scenario-1: External-Oriented CDM ESD Zapping 

Three CDM ESD discharge scenarios were studied for the oscillator IC designed in 

45nm SOI. Depicted in Figure 4-14, Scenario-1 models HBM-like CDM ESD zapping 

method where a fast CDM pulse, defined by CDM ESD test model [9], is used to zap the 

oscillator IC die, similar to very-fast transmission-line pulsing (VFTLP) testing (i.e., from-

external-to-internal stressing) to emulate CDM zapping [5]. In all scenarios, the VDD pad 

was zapped. CDM ESD stimuli of varying levels (voltage and current) are used to zap the 

DUT IC die. The simple ESD failure criterion used in this study is the gate voltage 

breakdown (|VGS| or |VGD|) of any MOSFET, which is BVOX ~6.5V, during the CDM pulse 

period of 2ns. Figure 4-15 depicts the transient CDM discharging voltage waveforms by 

SPICE for an exemplar MOSFET PM1, which shows that, under both 500V and 50V CDM 

    
 

Figure 4-14 Scenario-1 HBM-like CDM ESD stressing where an external CDM pulse is applied to the 
DUT (oscillator IC die) by zapping the VDD pad with respect to the VSS pad (GND): (a) schematic, and 
(b) CDM zapping waveform used per CDM standard. 
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zapping, no CDM-induced MOSFET breakdown occurs. Table 4-1 summarizes the 

maximum VGS and VGD of PM1 under CDM zapping, showing that the peak transient VGS 

and VGD increased slightly as CDM increases from 50V to 500V, meaning the pad-based 

ESD protection works well in defending against external-oriented ESD stressing. Figure 4-

16 shows more details on the CDM discharging behaviours under the 50V VDD-to-VSS 

CDM zapping. It is observed that, due to CDM discharging waveform oscillation, two 

CDM discharge paths are turned on alternatively: D1+D0 path during the positive cycle, 

and D2 path during the negative cycle, each taking almost the full load of CDM discharging 

 

 

Figure 4-15 Exemplary transient voltage analysis for VGS and VGD of PM1 of the oscillator IC under 
Scenario-1 CDM zapping: (a) 500V CDM stressing, and (b) 50V CDM stressing. 
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current during its functional cycle. CDM discharging current flowing into the IC core is 

negligible, hence provides CDM ESD protection. 

C. Scenario-2: Enhanced FICDM ESD Zapping 

Scenario-2 models from-internal-to-external FICDM ESD zapping, where the DUT 

IC die is charged by induction and then discharges by grounding the VDD pad. Figure 4-17 

depicts the FICDM ESD simulation schematic deck where “GND” and “Field” represent 

           

 

Figure 4-16 CDM ESD stressing Scenario-1 using an external 50V CDM pulse to zap VDD pad w.r.t. 
VSS pad: (a) CDM ESD discharge paths, and (b) transient CDM current waveforms. 
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the ground plate and field plate, respectively, and “sub” is the “X” node of MOSFET. A 

voltage-controlled switch models the spark as the pogo pin approaches DUT pad. Voltage 

source VCDM is the FICDM charging voltage. Voltage source V0 controls the switch to 

trigger CDM discharging. Figure 4-18 depicts the transient CDM discharge voltage 

waveforms by SPICE for exemplar MOSFET PM1under FICDM zapping with the 

extracted maximum transient VGS and VGD of PM1 listed in Table 1. It is observed that 

CDM failure occurs to some MOSFETs, e.g., VGS breakdown at PM1. Figure 4-19 shows 

more details on the CDM discharging behaviours under the 50V FICDM zapping at VDD 

pad. It is observed that, due to CDM discharging waveform oscillation, four CDM 

discharge paths are turned on alternatively: D1+D0 path (VDD to VSS) and D5+D6 path 

(VDD to cko) during the positive cycle, and D2 path (VSS to VDD) and D3 path (cko to VDD) 

during the negative cycle, respectively, together taking the full load of CDM discharging 

current during their functional cycles. This is sharply different from Scenario-1 where the 

external CDM pulse zapping the VDD pad can be readily discharged via one path starting 

from the zapping node (VDD). However, in Scenario-2, due to the distributed nature of 

Scenario-1 External-Oriented CDM Zapping 

 
50V 

CDM 
100V 
CDM 

250V 
CDM 

500V 
CDM 

Max |VGS|&|VGD| (V) 1.76 1.82 1.91 2.02 

Scenario-2 Internal-Oriented Lumped FICDM Zapping 

 
25V 

CDM 
50V 

CDM 
75V 

CDM 
100V 
CDM 

Max |VGS|&|VGD| (V) 4.51 7.44 8.04 8.21 

Table 4-1 Summary of peak |VGS| and |VGD| of PM1 under CDM zapping 
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internal charge storage, the static charges may stay anywhere inside the IC core. 

Specifically, the charges accumulated near both VSS pad and cko pad will find different 

paths to discharge. Consequently, the discharging currents running through the different 

paths within the chip caused internal CDM failure at ~50V stressing level. Apparently, the 

“from-external-to-internal” CDM zapping method over-evaluated the ESD capability 

(passed ~500V), while the “from-internal-to-external” FICDM zapping shows internal 

CDM failures at a much lower stressing level (failed ~50V). It is important to understand 

that, without considering the charges stored inside the IC die that can be modelled using a 

distributed inside-die capacitor mesh (i.e., Scenario-3), even the enhanced FICDM model 

is still equivalent to an “external-oriented” CDM zapping to the IC die. Further and 

critically, since the internal distribution of static charges inside an IC core may be random 

 
Figure 4-17 A schematic deck used in Scenarios-2/3 to simulate the oscillator under CDM ESD stressing 
due to internal charges where “VDD” pad is zapped. 
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during its lifetime, the actual field CDM failure can be unpredictable regardless of the in-

house test results from the existing FICDM test method. Here arises the key question: how 

good and useful is the FICDM ESD test method?! 

D. Scenario-3: Distributed Real-World CDM ESD Zapping 

 Scenario-3 is a new model proposed to, ideally, accurately describe the real-world 

CDM ESD phenomena, i.e., the charges accumulated inside an IC device, by whatever way 

during its lifetime, may be randomly distributed throughout the whole chip, which cannot 

be modelled by the over-simplified lumped FICDM model. The internally distributed 

charges can be modelled by a distributed capacitor mesh network within the IC die. Figure 

4-20 depicts the near-real-world CDM ESD discharging simulation schematic deck. 

Assume that the internal static charges may be distributed randomly, we designed three 

Splits to simulate three simple, yet representative CDM discharge cases: each assuming 

 
Figure 4-18 Exemplary transient voltage analysis for VGS and VGD of PM1 of oscillator IC under Scenario-
2 CDM zapping by the 50V CDM pulse. 
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substantial charges are stored locally at MOSFET NM1, PM9 & NM5. We expect different 

internal CDM discharging routes for each Split. During the simulation, CDM current pulses 

(stimuli) of varying strengths are studied, reflecting varying charge distribution inside the 

IC chip. Figure 4-21 depicts the transient voltage behaviours of exemplar MOSFETs under 

CDM stressing originated from different internal charge storage distribution cases when 

           

 

Figure 4-19 CDM ESD stressing Scenario-2 where VDD pad is zapped by a CDM pulse from internal 
charges per FICDM model: (a) CDM discharge paths, and (b) transient CDM current waveforms. 
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the local CDM zapping strength is equivalent roughly to 1% of that under FICDM stressing 

in Scenario-2. It is readily observed that CDM-induced voltage breakdown failure occurs 

to different MOSFETs depending on the storage locations of the internal charges, i.e., Split 

1 (PM1 gate), Split 2 (PM1 gate and NM9 gate) and Split 3 (none). In addition to fully 

illustrating the varying CDM failures caused by random distribution of internal charges 

within a chip, the observed CDM failure level is much lower than that in Scenario-2, 

roughly ~1% of the CDM stressing level in our examples. This study clearly shows that 

CDM failure is closely related to the internal distribution of the charges accumulated inside 

an IC die and the lumped FICDM test model is over-simplified. It shows that, for the 

oscillator IC die with all pads protected by ESD devices, the new internal-distributed CDM 

zapping model predicts internal CDM failures occurring at much lower ESD level than that 

predicted by using the lumped FICDM zapping model. Therefore, the classic pad-based 

CDM ESD protection method is fundamentally faulty. A novel CDM protection method is 

 
Figure 4-20 Scenario-3 internal-oriented CDM ESD stressing schematic deck where VDD pad is 
zapped by internally generated CDM pulses from internal charges accumulated locally to NM1 (Split 1), 
PM9 (Split 2) and NM5 (Split 3).  
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being explored currently. We proposed a new internally distributed CDM ESD protection 

method as a disruptive solution that is under development. The basic idea is that an IC die 

can be smartly partitioned to reflect the distributed nature of internal charge storage and 

ESD devices of smaller footprints will be placed at selected internal circuit nodes per the 

smart portioning. Therefore, as static charges are generated and accumulated internally and 

locally, and when reaching to a given local potential threshold, the local ESD device will 

           
Figure 4-21 Transient ESD discharge voltage waveform analysis for the oscillator IC die in Scenario-3 
under internal-distributed CDM zapping to VDD pad. The local CDM zapping strength is equivalent to 
~1% of that for lumped FICDM zapping in Scenario-2; however, internal CDM failures (gate breakdown) 
occur at varying locations in the three internal zapping splits: (a) MOSFET PM1, and (b) MOSFET NM9. 

 



 74

be triggered to discharge the static charges locally. Therefore, the new internally distributed 

ESD mesh network can provide adequate whole-chip CDM ESD protection, efficiently 

addressing the “from-internal-to-external” CDM ESD events by a novel “internal-oriented” 

ESD discharge mechanism. 

In summary, CDM ESD protection is a challenging design problem, which has been 

notoriously unpredictable, unproducible and unreliable in field. Validated by analyzing an 

oscillator IC designed in a foundry 45nm SOI CMOS, the comprehensive study in Chapter 

4.1 found that the magic uncertainty of CDM ESD protection is closely related to the 

somewhat random internal distribution of the electrostatic charges accumulated inside IC 

chips during their life time, which cannot be accurately modelled by the over-simplified 

lumped FICDM CDM test method. It concludes that the classic pad-based ESD protection 

method, working nicely for the “external-oriented”, “from-external-to-internal” HBM 

CDM protection, is fundamentally faulty for “internal-oriented”, “from-internal-to-

external” CDM ESD events. It hence calls for new revolutionary on-chip CDM ESD 

protection solutions and more accurate CDM test models. 

 

4.2 Non-Pad-Based in Situ in-Operando CDM ESD Protection Using 

Internally Distributed Network 

 Previously, it is reported in Chapter 4.1 that conventional pad-based CDM ESD 

protection method may be theoretically wrong because CDM ESD phenomena are internal-

oriented and “from-internal-to-external” in nature [46]. In addition, traditional in-plane 

side-by-side ESD protection designs not only consume significant Si die area, but also are 
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extremely layout-unfriendly, particularly for large and high-pin-count chips in beyond-

28nm IC technologies [30]. This Chapter 4.2 discusses a disruptively new non-pad-based 

internally distributed CDM ESD protection concept, which is demonstrated in an oscillator 

IC designed and fabricated in a 45nm SOI CMOS process. Design of novel interposer and 

through-silicon-via (TSV) based internal-distributed CDM ESD protection mesh networks 

are also presented. 

4.2.1 Internal-Distributed CDM ESD Protection 

It is important to understand that CDM ESD phenomena are entirely different from 

HBM ESD events in nature. In principle, HBM ESD is an external-oriented event where 

electrostatic charges stored in a human body can be discharged into an IC, causing ESD 

damage to the chip. Correspondingly, the classic pad-based on-chip ESD protection 

 
Figure 4-22 Illustration of traditional pad-based CDM ESD protection scheme where internally stored 
charges may cause internal CDM ESD failures (marked X) when discharging from their internal locations 
to external GND through ESD devices at pads. 
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follows a “from-external-to-internal” protocol, meaning, properly designed ESD protection 

devices are connected to each pad, which will be triggered by an incident ESD transient 

and provides a conduction path from the pad to ground (GND) to shunt the incoming HBM 

ESD pulse, hence protecting the IC from ESD damage. Essentially, a pad-connected ESD 

protection device serves as a “guard” at the “door” to prevent any alien electrostatic charges 

(i.e., the intruders) from getting into the IC die. This ESD protection principle works nicely 

for all external-oriented ESD events, such as HBM, MM and IEC ESD events. In the 

contrary, a CDM ESD event is an internal-oriented phenomenon where electrostatic 

charges are introduced into an IC part via various ways during its full lifespan, such as 

triboelectric generation or field induction, and the static charges created can be stored 

inside an IC die in random and distributed manners, anywhere and being time variant. It is 

this “anytime anywhere” feature that makes CDM ESD phenomena completely different 

from HBM ESD events, which, theoretically, disqualifies the classic pad-based ESD 

 
Figure 4-23 An exemplary case shows possible internal CDM ESD failure at SD junction or gate in a 
pad-based CDM ESD protection scenario. 
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protection method from offering CDM ESD protection. Figure 4-22 illustrates the 

conventional pad-based CDM ESD protection scheme where the ESD protection devices 

at pads are supposedly to provide ESD protection against CDM ESD transients. 

Unfortunately, even if a perfect pad-based ESD protection network exists on a chip, during 

an CDM ESD event, since the internally stored electrostatic charges are randomly located 

in a distributed way, these static charges must find their routes from where they stay to 

selected pad(s) to be discharged into GND. Obviously, as the stored electrostatic charges 

find their way out, they have to run through an IC core following an “from-internal-to-

external” protocol, and apparently, it is entirely possible that internal CDM ESD failures 

(voltage or current breakdown) may occur even if the pad-based ESD protection devices 

function perfectly in ESD discharging [46]. Figure 4-23 depicts another possible CDM 

ESD failure case where substantial electrostatic charges are stored locally around a large 

MOSFET and some static charges will inevitably run through an S/D junction or a Gate 

along any ESD discharging path, resulting in internal CDM ESD failure regardless of the 

pad-based ESD protection network. Moreover, the industrial standard field-induction 

CDM (FICDM) testing method is an over-simplified short-time accelerated charge 

induction technique, which cannot truthfully model the real-world CDM ESD charging and 

storing procedures (i.e., random distribution across a chip), hence, the true CDM 

discharging phenomenon, therefore adding another factor to the uncertainty of CDM ESD 

failures in design, testing and field application phases [8]. Therefore, the classic pad-based 

CDM ESD protection method is believed to be fundamentally faulty [46]. 
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Understanding that electrostatic charges are introduced to an IC anytime and can be 

stored inside the IC randomly in a distributed manner, a new non-pad-based internally 

distributed CDM ESD protection technique is devised for in situ in-operando ESD 

protection on a chip [47]. As depicted conceptually in Figure 4-24 illustrates the new 

concept of internally distributed CDM ESD protection mesh network to deal with the 

nature of internal charge distribution, which is addressed by a unique Smart Partitioning 

technique that can intelligently partition the IC die according to circuit functions, layout 

floor plan, as well as device properties and sizes. The internal-distributed CDM ESD 

protection mesh comprises smaller-sized ESD protection devices, designed and embedded 

inside the IC die, which are placed at selected internal nodes per the smart portioning 

protocol according to the internal/local CDM charge distribution. Therefore, as 

electrostatic charges are generated and accumulated internally and locally, and when they 

locally reach to a given local potential threshold (corresponding to a certain amount of 

 
Figure 4-24 Illustration of the new internal-distributed CDM ESD protection method for ICs. 
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static charges), the internal/local ESD protection device will be triggered off to form a low-

R conduction path to a local GND, therefore, the electrostatic charges will be discharged 

locally without having to collectively flow through the internal die to find their ways to 

GND for ESD discharging. Therefore, the new internally distributed ESD protection mesh 

can provide adequate whole-chip CDM ESD protection in a in situ in-operando fashion. 

Consequently, the new internal-distributed CDM ESD protection mesh network can 

effectively address the “from-internal-to-external” CDM ESD phenomena that could not 

be handled by any traditional pad-based ESD protection methods. It is worth noting that, 

due to internal and dynamic charge distribution, substantially smaller ESD protection 

devices may suffice to handle the same level of CDM ESD transient compared to larger 

 
Figure 4-25 A 3-stage oscillator IC designed in a 45nm SOI CMOS where the large MOSFETs (NM1, 
NM2, NM3, PM7, PM8 & PM9) likely hold a large number of static charges locally. An internally 
distributed CDM ESD mesh is designed with smaller ESD protection devices connected to selected 
internal nodes according to smart partitioning. There are no pad-based ESD protection devices on the 
chip. CDM ESD simulation has three splits reflecting varying internal charge distribution and different 
CDM zapping source locations: Split-1 for NM1, Split-2 for PM8 and Split-3 for NM5. 
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ESD protection devices needed in a traditional pad-based ESD protection scheme. This 

translates into reduced layout size consumed by ESD protection structures.  

The new internally distributed CDM ESD protection technique was first validated by 

chip level simulation using a CDM-protected 3-stage oscillator IC designed in foundry 

45nm SOI CMOS technology. Figure 4-25 shows the schematic for the 3-stage oscillator 

 
(a) 

 
(b) 

Figure 4-26 A traditional pad-based CDM ESD protection scheme for the same oscillator IC: (a) diagram 
for full-chip ESD protection network, and (b) oscillator schematic. The same three splits are simulated: 
Split-1 for NM1, Split-2 for PM8 and Split-3 for NM5. 
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IC where six large MOSFET devices (NM1, NM2, NM3, PM7, PM8 and PM9) are 

identified as the main storage bins of the internal electrostatic charges on the chip, 

reflecting varying internal static charge distribution. Per the smart partitioning rule, 

smaller-sized internal/local ESD protection structures will be placed at the internal circuit 

nodes associated with these large MOSFETs. The internal ESD protection structures used 

in this work are anti-parallel ESD protection diodes that form the internally distributed 

CDM ESD protection mesh network. For comparison, Figure 4-26 shows a traditional pad-

based CDM ESD protection network for the same oscillator IC using same ESD protection 

diodes of larger size. The CDM ESD design target is 500V CDM (failure current It2~10A), 

which requires the ESD diode being 360μm wide (finger width) for the pad-based ESD 

design. It is worth to note that, since an internal ESD protection device only needs to handle 

much smaller amount of locally accumulated static charges that is a small fraction of the 

total amount of electrostatic charges expected for the whole chip for the same ESD 

protection level, these internal ESD protection devices are much smaller than that of pad-

based ESD protection structures. Accordingly, for the new internal-distributed CDM ESD 

protection mesh, the internal ESD protection diode features a smaller size of 60μm in width, 

hence, dramatically reducing the ESD-induced design overhead. 

SPICE ESD circuit simulation was conducted for the two CDM ESD protected 

oscillator IC cases shown in Figure 4-25 and 4-26 using a new near-real-world CDM ESD 

discharging circuit model and simulation method recently proposed to overcome the 

problem of FICDM ESD model [46]. Figure 4-25 depicts the CDM ESD simulation deck 

that features a new non-pad-based internal-distributed CDM ESD protection mesh network 
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(a) 

 
(b) 

 
Figure 4-27 Exemplary transient voltage analysis for VGS of PM2 and NM8 of the ICs under equivalent 
50V CDM ESD zapping: (a) gate breakdown failures occur in the IC using classic pad-based CDM ESD 
protection network, and (b) the IC using the new internal-distributed CDM ESD protection mesh passed 
CDM ESD zapping. 
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comprising internal CDM ESD diodes connected to the large charge storage devices, NM1, 

NM2, NM3, PM7, PM8 and PM9. Figure 4-27 shows the comparison case featuring 

traditional pad-based CDM ESD protection network. For both cases, the IC dies are pre-

charged before CDM ESD discharging. Three CDM ESD discharging splits were studied 

in CDM ESD simulation to reflect the nature of varying internal static charge distribution, 

hence CDM ESD discharging scenarios where discharging initiated by charges at different 

internal locations: Split-1 for charges stored in NM1, Split-2 for charges stored at PM8 and 

Split-3 for charges accumulated at NM5. Note that Split-3 reflects a general situation where 

static charges may be randomly accumulated at NM5, which is not a main charge storage 

bin though. Figure 4-25 models near-real-world CDM ESD discharging where internal 

charges stored in NM1, PM8 and NM5 are discharged by grounding the VDD pad. As a 

comparison, Figure 4-26 depicts traditional CDM ESD discharging where internal charges 

will be discharged to the VDD pad through the pad-based ESD protection devices. It is 

expected that different CDM ESD discharge paths will act in the three splits shown in 

Figure 4-25 and 4-26. During CDM ESD simulation, CDM ESD stimuli of varying 

strengths are used to evaluate different CDM ESD discharging capabilities of the Splits. 

The CDM ESD failure criterion used is the gate voltage breakdown (|VGS| or |VGD|) of any 

MOSFET, which is BVOX~6.5V for the transient CDM discharging voltage waveforms by 

SPICE for exemplar MOSFETs, PM2 and NM8, for the splits under 50V CDM ESD 

zapping where the equivalent internal/local pulse strength is about 2% of 50V when zapped 

at a pad. It is observed that CDM ESD voltage breakdown failures occurred at the gate of 
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PM2 and NM8 for the IC case of using traditional pad-based CDM ESD protection; 

however, the IC using new internal-distributed CDM ESD method passed 50V CDM ESD 

zapping. 

To further evaluate the ESD protection capability of the new internal-distributed CDM 

ESD mesh network, CDM ESD pulse strength increases in CDM ESD simulation for the 

IC case of Figure 4-25 and Figure 4-28 shows that it can survive 500V CDM ESD zapping 

without any gate breakdown failure. This chip-level CDM ESD circuit simulation proves 

that the new internally distributed CDM ESD protection concept is effective. 

A simplified oscillator IC, as depicted in Figure 4-29, was designed and fabricated in 

a foundry 45nm SOI CMOS using the new internal-distributed CDM ESD protection 

method as a demo. The internally distributed CDM ESD protection net consists of simple 

 
Figure 4-28 Exemplary transient voltage analysis for VGS of PM2 and NM8 of the ICs under 500V CDM 
ESD zapping shows now voltage breakdown failure in the IC using the new internal-distributed CDM 
ESD protection mesh network. 
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ESD protection diodes that are placed at the internal circuit nodes associated with the six 

large MOSFETs (P1, P2, P3, N1, N2 and N3), being the main local static charge storage 

bins reflecting internal charge distribution in real ICs. Figure 4-30 shows the measured 

output voltage waveform for the fabricated oscillator IC. Due to lack of commercial CDM 

ESD zapping tester in our lab, we chose to conduct VFTLP stressing test to evaluate CDM 

 
Figure 4-29 Schematic for an oscillator demo IC featuring internal-distributed CDM ESD protection 
mesh and fabricated in a 45nm SOI CMOS. 

 
Figure 4-30 Measured output waveform of the oscillator IC fabricated in a 45nm SOI.  
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ESD protection for the fabricated IC dies. The VFTLP tester used is Barth 4012 VFTLP+ 

model. During VFTLP testing, the GS probe was applied directly to the internal circuit 

nodes where the internal-distributed CDM ESD protection diodes are connected. Therefore, 

VFTLP testing can effectively and adequately check if the internal CDM ESD devices can 

respond to the ultrafast CDM ESD pulses and provide CDM ESD protection internally and 

locally. Figure 4-31 presents exemplar CDM ESD discharging I-V curves at various 

internal circuit nodes stressed by VFTLP pulse routines, which clearly shows that the 

internal-distributed CDM ESD protection didoes can effectively discharge the CDM ESD 

pulses in VFTLP test, to the CDM level of higher than It2~2A. The demo circuit, while 

simple, readily validated that the new internal-distributed CDM ESD protection method 

works in real Si, which will be further improved in our on-going designs. 

 
Figure 4-31 Measured ESD discharge I-V curves for the IC with internally distributed CDM ESD 
protection mesh by applying VFTLP pulses to the internal nodes. 
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4.2.2 Interposer Internal-Distributed ESD Protection 

The new internal-distributed CDM ESD protection method can be realized in some 

novel ways for added benefits. Traditionally, on-chip ESD protection utilizes large co-

planar ESD protection structures in a side-by-side manner, i.e., in-plane layout design with 

the core IC circuitry, which causes substantial ESD-induced design overhead (i.e., ESD-

induced parasitic capacitance, leakage, and noises, as well as Si area consumed by large 

ESD protection devices and IC layout difficulty) [5, 13, 48]. In general, higher ESD 

protection robustness makes the ESD design overhead problem even worse. We recently 

devised two novel 3D ESD protection techniques, interposer ESD protection and TSV-

based ESD protection [49] [50], which are utilized to further improve the new internal-

distributed CDM ESD protection method. 

In 3D IC packaging, an interposer is a separate Si substrate used to host complex metal 

interconnects to electrically connect multiple IC dies into a system-in-a-package (SiP). An 

 
(a)                                                         (b) 

Figure 4-32 Illustration of interposer-based internal-distributed CDM ESD protection solution utilizing 
two dies: (a) an active core IC die, and (b) a dedicated interposer CDM ESD protection die. 

 



 88

interposer-based ESD protection technique works as following: all large and troublesome 

ESD protection structures are removed from the IC die and are placed in a separate 

interposer Si substrate, resulting in one active die for the IC core only and an interposer die 

housing the complex ESD protection network as illustrated in Figure 4-32 for traditional 

pad-based ESD protection designs. The two dies are then interconnected vertically together 

for an ESD-protected chip, equivalent to the chip shown in Figure 4-26. Before processing 

the flip chips, solder bump must be carefully added onto the bond pads of interposer ESD 

die as shown in Figure 4-33. Solder bumps can be easily deposited on the bond pads during 

 
Figure 4-33 Illustration of making an interposer-based CDM ESD protection using solder bumps for 
connection to an active IC core die. 
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foundry fabrication. Solder bumps have various functions: 1) to provide electrical 

connections for the two dies, 2) to provide thermal conduction for ESD-generated heat, and 

3) to provide mechanical support to the flip-chips. The interposer ESD die is flipped over 

so that its bond pads face down, and are aligned with and bonded to the matching pads on 

the active IC die. the interposer ESD protection method was validated experimentally using 

a single-pole four-throw (SP4T) RF switch IC deigned and fabricated in a 45nm SOI, with 

the prototype dies shown in Figure 4-34. The no-ESD SP4T core circuit die has four 

outputs (O1, O2, O3 and O4) requiring ESD protection, which is provided by a separate 

interposer ESD die. The signal pads and ground pads (G, for GSG testing) are aligned in 

design for solder bump bonding following a flip-chip bonding process shown in Figure 4-

35. The interposer ESD protection technique is perfectly suitable for the new internal-

 
(a)                                                        (b) 

Figure 4-34 Illustration of interposer-based internal-distributed CDM ESD protection solution utilizing 
two dies: (a) an active core IC die, and (b) a dedicated interposer CDM ESD protection die. 
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distributed CDM ESD protection method for improved CDM ESD robustness. Using the 

oscillator IC shown in Figure 4-25 as an example, all internal-distributed anti-parallel ESD 

protection didoes originally embedded in the IC die are removed from the SP4T chip, 

making it an ESD-free active IC die only. These ESD protection didoes are designed into 

a separate interposer die dedicated to ESD protection that houses the required internal-

distributed CDM ESD protection mesh network. The oscillator core die is modified to have 

the selected internal nodes (P1, P2, P3, N1, N2 & N3) ready for ball bonding with the 

interposer CDM ESD protection die, using small internal “pads” according to the solder 

 
Figure 4-35 A SiP process flow for a SP4T RF switch IC utilizing interposer-based internal-distributed 
CDM ESD protection, featuring bump bonding. 
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bumps used. The two- die design is illustrated in Figure 4-36 for the no-ESD core die and 

dedicated interposer CDM ESD protection die. The two dies are bonded together through 

3D heterogeneous integration to deliver the full ESD-protected oscillator IC with internal-

distributed CDM ESD protection. Compared to realizing internal-distributed CDM ESD 

protection using conventional in-plane side-by-side ESD protection devices, the flip-chip 

interposer-based internally distributed CDM ESD protection method offers many benefits: 

1) Because the ESD protection devices are “taken out” of the core circuit die, the area 

budget can be greatly reduced which is vitally important to complex chips. 2) 

Correspondingly, the ESD-induced parasitic capacitance, leakage and noises can be 

significantly minimized. 3) With the entire ESD protection network in a separate interposer 

ESD die, smart partitioning will allow a more widely distributed CDM ESD protection 

mesh network that will further improve full-chip CDM ESD protection capability while 

using smaller-sized ESD protection devices. 4) Obviously, the solder bumps also serve to 

 
(a)                                                        (b) 

Figure 4-36 Illustration of a two-die interposer-based internal-distributed CDM  ESD protection design 
for an exemplar oscillator IC in 45nm SOI: (a) active oscillator core IC die, and (b) interposer CDM ESD 
protection die for internal-distributed CDM ESD protection. 
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dissipate ESD-induced heat more efficiently. 5) The interposer CDM ESD protection die 

can be readily replaced, hence substantially mitigate the product costs possibly caused by 

the unavoidable CDM ESD failures. 6) The flip chip process is a very mature 3D 

heterogeneous integration technology. In short, the benefit of using dedicated interposer- 

based internal-distributed CDM ESD protection technology is potentially significant. 

Clearly, the interposer-based internally distributed CDM ESD protection scheme 

theoretically does no consume any Si area on an IC die.  

4.2.3 TSV-Based Internal-Distributed ESD Protection 

Another alternative solution to the traditional in-plane side-by-side ESD protection 

method is to use in-hole (TSV like) vertical ESD protection structure. In principle, a deep 

TSV-type hole can be etched into a Si substrate that houses a truly vertical ESD protection 

diode. Unlike conventional in-plane planar ESD protection structures that require careful 

lateral electrical connection (metals or diffusion regions), an in-TSV ESD protection diode 

has one terminal connected to an overhead pad and the other electrode vertically and 

directly connected to a local GND to the backside of the substrate. The innovative in-TSV 

ESD protection diode concept is depicted in Figure 4-37 and recently validated 

          
                           (a)                                                             (b) 

Figure 4-37 Concept of the new in-TSV ESD protection diode for distributed ESD protection: (a) concept 
view, and (b) cross-sectional view by TCAD. 
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experimentally where a vertical poly-Si PN junction ESD protection diode is formed inside 

a deep TSV hole in CMOS [40]. From Figure 4-37a, it is obvious that the novel in-TSV 

ESD protection diodes can be utilized to construct the new internal-distributed CDM ESD 

protection mesh network in CMOS ICs. Compared to the internal-distributed CDM ESD 

protection scheme using traditional in-plane side-by-side planar ESD protection devices, 

the in-TSV type internally distributed CDM ESD protection design offers several key 

advantages: First, it dramatically reduces the Si area consumed by ESD protection devices 

and their lateral diffusion interconnects, ideally zero extra die area needed because an in-

TSV ESD protection diode is placed under the active IC die. Second, it is very layout-

friendly due to its true 3D structural nature. Third, since an in-TSV ESD protection diode 

can be readily placed locally under any transistor on a die, it allows great freedom to 

construct a comprehensive internal-distributed CDM ESD protection mesh on an IC die. 

Fourth, the local and vertical interconnects to in-TSV ESD protection diodes can 

significantly improve ESD discharging efficient that also helps to minimize ESD heating. 

Fifth, the local vertical metal pillar serves to dissipate any ESD-generated heat efficiently. 

In summary, the new in-TSV based internal-distributed CDM ESD protection scheme is a 

very efficient full-chip CDM ESD protection technology.  

The concept of in-TSV ESD protection structure is validated experimentally using a 

new CMOS-compatible process in our cleanroom facility, which can be readily transferred 

to foundry processes. Referring to Figure 4-37, the process starts creating a deep TSV-like 

hole (not a through-substrate hole as a TSV though) in a Si substrate. To etch a high aspect 

ratio in-TSV hole in our cleanroom with limited processing tools, we developed a unique 
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process module to first etch a 100µm-deep ring into Si wafer, which is followed by thermal 

oxidation to form a SiO2 layer covering the inner wall of the deep hole. Next, a center Si 

pillar (heavy P-doped) inside the TSV-like hole was created by deep reactive ion etch (RIE). 

A poly-Si layer (ideally, single-crystal Si is preferred) was then deposited on top of the p-

type center Si pillar inside the deep hole, which was then N-doped by ion implantation. A 

vertical poly-Si PN junction ESD protection diode was finally created inside the TSV hole 

that is connected by metals (TSV metal pillar) for testing. While the fabrication process 

seems to be a little involving due to our cleanroom facility limitation, such in-TSV ESD 

protection didoes can be easily made in any foundry CMOS flows. Due to our process 

limitation in high aspect-ratio etching, the prototype device has a diameter of 400µm inside 

a TSV hole of 100μm deep, shown in Figure 4-38. To characterize CDM ESD protection 

 
(a) 

 
(b) 

 
(c) 

 
Figure 4-41 Images for prototype in-TSV poly-Si/Si PN diode ESD protection diode fabricated inside a 
100µm deep TSV hole: (a) a 3D image by confocal microscope, (b) a cross-section view along 1-1’ cutline 
of the PN diode by SEM, and (c) a top view of in-hole ESD diodes by optical microscope along 1-1’ 
cutline. 
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function of the prototype vertical in-TSV ESD didoes, VFTLP test should be used for CDM 

ESD test. However, it is extremely difficult to add GS (ground-signal) pads, required for 

VFTLP testing, on the demo device due to our cleanroom limitation. Instead, the fabricated 

in-TSV ESD protection diode samples were characterized by TLP testing (Barth 4002 TLP 

tester) to prove that the new vertical TSV-like ESD diode structure works for ESD 

protection. Figure 4-39 depicts the TLP-measured transient ESD discharging I-V curves 

for prototype in-TSV ESD protection diodes, which clearly demonstrate the expected ESD 

discharging I-V characteristics and very low leakage. The multiple-sample testing results 

obtained also serve to show the desired function uniformity and stability of the prototype 

vertical in-TSV ESD protection didoes. The extracted ESD triggering voltage is Vt1 ~ 2.0V 

and the ESD thermal breakdown current is It2 ~ 13mA for the poly-Si diode prototypes. In 

terms of device construction, PN junction creation, impurity doping, and metal 

interconnects, the prototype in-TSV ESD protection diode fabricated in our cleanroom are 

yet to be optimized. The prototype devices are for proof of concept purpose only.  

 
Figure 4-45 TLP-measured transient ESD discharging I-V curves for prototype in-TSV ESD diodes 
confirm the ESD protection function and low ESD-induced leakage. 
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The new TSV-based internally distributed CDM ESD protection technique was also 

verified by chip-level ESD simulation using the same oscillator IC described preciously. 

Considering that the in-TSV ESD diode prototypes were made in our cleanroom facility, 

not available in any commercial foundries yet, the validation was conducted by CDM ESD 

simulation similar to the procedures discussed earlier. Figure 4-40 shows the schematic for 

the 3-stage oscillator IC designed in a 45nm SOI CMOS where the internal-distributed 

CDM ESD protection mesh network was formed by in-TSV ESD protection diodes. 

Similarly, the in-TSV ESD protection diodes are connected between the internal/local 

nodes and local GND to emulate the function of the in-TSV ESD protection diodes. Per 

smart partitioning, the concerned internal nodes are NM1, NM2, NM3, PM7, PM8 and 

PM9, which are considered to be the main internal charge storage bins. ESD protection 

device behavioral models were developed for the prototype in-TSV ESD diodes fabricated. 

For meaningful full-chip CDM ESD simulation, larger in-TSV ESD protection diodes of 

about 500 times of the prototype fabricated were used in chip-level CDM ESD simulation 

 
Figure 4-49 A 3-stage oscillator IC designed in 45nm SOI with TSV-based internally distributed CDM 
ESD network. 
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utilizing the ESD diode behavioral models extracted as shown in Figure 4-41. Chip-level 

CDM ESD protection simulation was conducted for the oscillator IC with three splits 

similar to that discussed before, i.e., modeling the CDM ESD discharging initiated by 

internal charges stored at NM1 (Split-1), PM8 (Split-2) and NM5 (Split-3), which are 

discharged against the grounded VDD pad as shown in Figure 4-40. Figure 4-42 presents 

the transient CDM discharging voltage waveforms by SPICE for the exemplar MOSFET 

PM2 and NM8 under CDM ESD zapping of pulse strength equivalent to 50V CDM ESD 

stressing at pads, ~2% of the pulse when zapping internally. Compared with the results 

 
Figure 4-53 An exemplar TSV-like ESD protection diode of practical size is created using the diode 
behavioral model extracted from TLP testing for the prototype in-TSV ESD protection diode fabricated. 

 

          
(a)                                                           (b) 

Figure 4-57 Exemplary transient voltage analysis for VGS of PM2 and NM8 of the ICs using TSV-based 
internal-distributed CDM ESD protection network under equivalent 50V CDM ESD zapping: (a) gate 
breakdown failures occur in the IC using classic pad-based CDM ESD protection network, and (b) the IC 
using the new internal-distributed CDM ESD protection mesh passed CDM ESD zapping. 
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shown in Figure 4-27, the IC die using the TSV-based internally distributed CDM ESD 

protection network passed equivalent 50V CDM zapping without any gate breakdown 

failure. The CDM ESD zapping level was then increased to evaluate the CDM ESD 

protection potential, which indicates that the chip can sustain ~350V CDM ESD zapping 

without reaching to BVOX~6.5V in 45nm SOI CMOS as depicted in Figure 4-43. It is 

worth-noting that, while the TSV-based internally distributed CDM ESD protection is 

partially validated experimentally, the new technology is still in its infancy and significant 

research in currently on-going to better understand its mechanisms and improve its 

performance. Obviously, the TSV-based internally distributed CDM ESD protection 

design can dramatically reduce the die area normally consumed by ESD protection 

structures. 

 
Figure 4-61 Exemplary transient voltage analysis for VGS of PM2 and NM8 of the ICs using TSV-based 
internal-distributed CDM ESD protection network passes 350V CDM ESD zapping without gate voltage 
breakdown failure. 
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In summary, Chapter 4.2 reports a comprehensive study of a novel non-pad-based 

internally distributed CDM ESD protection technique, which aims to overcome the design 

uncertainties in full-chip CDM ESD protection designs associated with the faulty 

traditional pad-based CDM ESD protection methods. Further improvements can be 

achieved by using novel interposer or TSV-like ESD protection structures to form the 

internal-distributed CDM ESD protection mesh network. The internally distributed CDM 

ESD protection concept is validated by both ESD simulation and partial experiments with 

prototype IC designed in 45nm SOI CMOS. The novel internally distributed CDM ESD 

protection method, especially in interposer and TSV formats, can dramatically reduce the 

die area normally consumed by large pad-based ESD protection structures, hence, partially 

resolving the ESD-induced design overhead problem. The actual benefit of layout 

reduction for a chip is entirely depending on a specific IC design. The new CDM ESD 

protection technique has the potential to provide robust on-chip CDM ESD protection for 

complex ICs in advanced technologies. 
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Chapter 5 Mixed-Mode Multiple-Stimuli ESD Simulation 

Electrostatic discharge (ESD) protection is a grand design challenge for complex ICs 

in advanced technologies. ESD simulation is indispensable to guide ESD protection 

designs. However, no existing ESD simulation methods may accurately predict ESD 

protection designs in a universal manner due to various inherent limitations. TCAD-based 

ESD simulation is very useful for ESD protection designs. Transmission line pulse (TLP) 

and very fast TLP (VFTLP) are widely used to evaluate human body model (HBM) and 

charged device model (CDM) ESD protection designs, which provide rich details for 

calibrating TCAD ESD simulation for design prediction and validation. Using various ESD 

protection devices fabricated in 28nm CMOS and 45nm SOI CMOS technologies, a 

comprehensive experimental and simulation study finds that the ESD stimuli used in 

TCAD ESD design simulation have profound impacts on many subtle ESD protection 

behaviors, particularly in comparison with ESD testing. Chapter 5 cautions against over-

interpretation of TCAD ESD simulation results, obtained using any specific ESD stimulus, 

attempting to accurately predict practical ESD protection designs. A mixed-mode multiple-

stimuli ESD simulation method is therefore developed to address the ESD stimulus induced 

ESD performance variation, hence offering a technique to achieve ESD protection design 

prediction. 

On-chip electrostatic discharge (ESD) protection is required for ICs against ESD 

failures. On-chip ESD protection design becomes very challenging for high-performance 

and complex chips fabricated at advanced technology nodes [5, 13, 39, 51, 52]. Full-chip 

ESD protection design verification and prediction are the ultimate goal in practical ESD 
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protection designs, which can only be achieved by careful ESD CAD simulation. These 

days, TCAD-based ESD simulation design method has been commonly used for ESD 

design optimization [51]. One critical decision to make in conducting TCAD ESD design 

simulation is to decide what input ESD stimulus to use to ensure accurate simulation of 

real-world ESD stressing events at chip level in order to avoid the possible “junk-in, junk-

out” situation. Typically, a transient human body model (HBM) or charged device model 

(CDM) ESD waveform specified in selected ESD testing standards, or similarly, a fast 

square waveform produced by a transmission line pulse (TLP) or very fast TLP (VFTLP) 

ESD tester, is used as the input ESD zapping stimulus for TCAD ESD simulation [39, 51, 

52]. However, several major unanswered problems exist in TCAD ESD simulation that can 

seriously affect the ESD simulation accuracy. First, the HBM and TLP ESD test set-ups 

are not identical to each other, and the same applies to CDM and VFTLP testers. While an 

HBM or CDM ESD event models the real-world ESD phenomenon, the corresponding 

TLP or VFTLP testing is merely an emulation of the real-world HBM or CDM ESD event, 

respectively. Accurate correlation between HBM ESD zapping and TLP ESD testing is 

still debatable today, which is even more true for the CDM and VFTLP measurement pair. 

Second, TLP or VFTLP testing utilizes a square waveform pulse train, not one simple 

square waveform similar to the corresponding single HBM or CDM waveform in real 

world. Hence, using a TLP or VFTLP square waveform pulse train inherently introduces 

errors in TCAD ESD simulation to model actual single-wave HBM or CDM ESD zapping 

test. On the other hand, using single-pulse TLP or VFTLP waveform in ESD simulation to 

model the TLP or VFTLP testing procedures also has fundamental uncertainty. Therefore, 
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while HBM or CDM zapping is always required to evaluate ESD protection level and the 

corresponding TLP or VFTLP testing reveals rich transient ESD discharge details for HBM 

or CDM ESD protection designs, what would be the trustable TCAD ESD simulation 

procedure, particularly in terms of the ESD stimuli used, that can correlate HBM zapping 

with TLP stressing, or CDM with VFTLP ESD testing, respectively, hence accurately 

predicting ESD protection designs in Si? This paper, extended from a conference report 

[53], provides a thorough analysis of various TCAD ESD simulation scenarios using both 

real-world HBM and CDM ESD waveforms, and their corresponding TLP and VFTLP 

square waveforms, in both single-pulse and pulse train manners, as stimuli. It concludes 

that TCAD ESD simulation using either HBM (or CDM waveform), or the corresponding 

TLP (or VFTLP) pulse stimulus, alone, is insufficient in achieving ESD simulation 

accuracy. The paper introduces a new mixed-mode TCAD ESD simulation flow using 

combined HBM-TLP stimuli, or CDM-VFTLP stimuli, to enable ESD protection design 

prediction and verification. 

 

5.1 HBM and CDM ESD Zapping 

The HBM ESD test model describes the human body induced ESD phenomena where 

electrostatic charges stored in a human body will discharge into an IC affected, resulting 

in HBM ESD failures. Figure 5-1 depicts the original HBM ESD zapping waveform [6]. 

The key parameters for the standard HBM ESD waveform include the pulse rising time of 

tr ~10ns and decay time (duration) of td ~ 150ns (± 20ns).  
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 Figure 5-2 illustrates the equivalent circuit model for a standard HBM ESD tester 

where the capacitor CESD of 100 pF models a human body that is pre-charged. When 

touching a device under test (DUT), the electrostatic charges stored will be discharged into 

DUT through a human body resistor of RESD ~ 1500 and a parasitic inductor of LESD. The 

amplitude of the ESD pulse produced by an HBM ESD tester varies. For example, the peak 

transient current flowing into the DUT through the RESD of 1500 will be about 0.66A 

when CESD is pre-charged to 1KV. The HBM ESD discharge pulses can be considered as 

RC exponentially decaying waveforms. 

 
Figure 5-1 The classic HBM ESD waveform [7]. 

 
Figure 5-2 An equivalent circuit model for a standard HBM ESD tester including the charging and 
discharging procedures. 
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CDM ESD phenomenon is completely different from HBM ESD events. HBM ESD 

is fundamentally a “from-external-to-internal” discharging event in nature, while CDM 

ESD describes a “from-internal-to-external” discharging phenomenon [47]. During a CDM 

ESD event, an IC is pre-charged, unavoidably and throughout its lifetime, and the 

electrostatic charges are distributed inside the chip. As such, when the IC is grounded (e.g., 

placed onto a PCB board), the charges stored inside the chip will be discharged into a 

ground, causing internal CDM ESD damages. Therefore, a CDM ESD failure is internal-

oriented, while an HBM ESD damage is external-initiated. Figure 5-3 illustrates different 

CDM ESD charging and discharging scenarios including triboelectric charging and field 

induction CDM event (FICDM) [9]. Compared to HBM ESD model, the CDM ESD pulse 

is very short (full width at half maximum, or, FWHM = 250~600ps) and rises extremely 

fast (tr <250ps), as depicted in Figure 5-4 [9]. 

 
(a)                                                   (b) 

Figure 5-3 Different real-world CDM ESD charging and discharging scenarios: (a) triboelectric-induced 
electrostatic charges accumulated inside a chip will be discharged when the IC is grounded, resulting in 
CDM ESD failures, and (b) a FICDM ESD testing model induces electrostatic charges into an IC and 
CDM discharging is initiated by contacting IC pin using a pogo pin. [9] 
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Before and after each HBM or CDM ESD zapping test, a DUT is characterized for its 

general functional Specs, commonly using DC testing for its leakage current (Ileak), and the 

Specs degradation is monitored as ESD failure criteria. For example, if Ileak increases by 

orders of magnitude after HBM or CDM ESD zapping, an IC is considered failed the ESD 

testing, typically giving a voltage level (Vt2) in KV or a thermal breakdown current level 

of It2. HBM or CDM ESD testing is destructive and does not provide useful transient ESD 

details; on the other hand, TLP or VFTLP testing is generally non-destructive and delivers 

instantaneous ESD discharging I-V-t characteristics that provide rich information for ESD 

CAD simulation calibration and design optimization.  

 

5.2 TLP and VFTLP ESD Testing 

TLP or VFTLP ESD testing is an alternative to the fail-or-pass HBM or CDM zapping 

method[10]. For industrial standard TLP testing shown in Figure 5-5, a transmission line 

 
Figure 5-4 A typical CDM ESD discharging waveform [9]. 
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is pre-charged and then discharges into DUT. A TLP tester produces a well-defined, well-

controlled square waveform pulse with tr and td related to an HBM ESD waveform as in 

Figure 5-6. To make the TLP pulses and HBM ESD waveforms equivalent in terms of the 

transient ESD behaviors and the energy involved, a TLP tester typically sets tr = 10ns and 

td = 100ns. TLP testing is generally non-destructive because the pulse can be well-

controlled. During TLP testing, a series of square waveforms (i.e., a pulse train) are 

produced to stress the DUT with the pulse height starting very low and increasing gradually 

 
Figure 5-5 An equivalent circuit model for TLP tester. 

 
Figure 5-6 Correlating TLP and HBM waveforms in terms of the pulse rise time and the energy involved. 
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at a selected voltage step. After each stressing TLP pulse, the current and voltage of the 

DUT will be obtained, and the Ileak of DUT will be monitored. When an TLP pulse reaches 

to certain high level, ESD failure will occur, which typically corresponds to an abrupt jump 

in the DUT leakage. Figure 5-7 depicts conceptually the whole TLP stressing flow. After 

each TLP pulse stress, the oscilloscope captures the voltage and current of the DUT, hence 

producing an instantaneous ESD discharging I-V curve for the DUT under TLP ESD 

stressing, which provides details for TCAD ESD simulation calibration. The observed I 

and V waveforms for DUT during TLP stressing contain both incident and reflected waves 

that are superimposed after a time delay, hence resulting in varying shapes in the I and V 

waveforms monitored as depicted in Figure 5-7. Since the actual waveform shapes (i.e., 

the top) of the current and voltage waves captured by the oscilloscope are not flat, a TLP 

tester is designed to take the average I and V values by integrating the observed I and V 

 
(a)                                                   (b) 

Figure 5-7 Illustration of standard TLP testing procedure shows incident and reflected I and V waveforms, 
as well as the combined I and V waves across DUT: (a) incident and reflected pulses, and (b) 
superimposed I and V waves and the instantaneous ESD discharging I-V curve obtained. 
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waves within a small pulse window (typically 70% - 90%) in time domain as indicated by 

the vertical dash-lined segment in Figure 5-7b. The similar testing procedure applies to 

VFTLP ESD stressing measurement for CDM ESD characterization where the key 

difference is that a VFTLP pulse is ultrafast (tr~0.1ns) and very short (td~1ns), which is 

illustrated in Figure 5-8. 

In this work, the TLP tester used is Barth 4002 TLP model and the VFTLP tester used 

is Barth 4012 VFTLP+ model. 

 

5.3 Mixed-Mode Multi-Stimuli TCAD ESD Simulation 

A. HBM and VFTLP ESD Simulation 

Impacts of HBM and TLP ESD input stimuli on TCAD ESD simulation was studied 

using several ESD protection structures. Figure 5-9 shows a shallow-trench-isolated (STI) 

ESD protection diode and a silicon-controlled rectifier (SCR) ESD protection device 

 
Figure 5-8 Correlating VFTLP and CDM waveforms. 
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(a) 

 
(b) 

 
(c) 

 
Figure 5-9 Cross-section views for the ESD protection structures in this work by TCAD: (a) a STI ESD 
protection diode, (b) a diode-string ESD protection structure, and (c) a SCR ESD protection structure. 
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fabricated in 28nm bulk CMOS, and a diode-string ESD protection structure fabricated in 

45nm SOI CMOS. These ESD protection devices were designed using TCAD ESD 

simulation. 

These fabricated ESD protection devices were characterized using a TLP tester, which 

was compared with TCAD ESD simulation using different ESD stimuli. For 

comprehensive and fair comparison, mixed-mode TCAD ESD simulation for these ESD 

protection devices were conducted using three different ESD input waveforms as depicted 

in Figure 5-10: a single-pulse TLP square waveform, a single-pulse HBM waveform (real-

world ESD pulse) and a square-waveform TLP pulse train (used in standard TLP testers). 

The single-pulse HBM ESD waveform corresponds to real-world HBM zapping event and 

the TLP pulse train models the industrial standard TLP tester. For typical HBM ESD 

zapping, a 1KV HBM ESD pulse delivers a peak ESD current of Ipeak~0.66A and a 2KV 

 
Figure 5-10 New mixed-mode multi-stimuli TCAD ESD simulation set-up uses  (a) single-pulse TLP ESD 
stimulus, (b) single-waveform HBM ESD stimulus, and (c) a square-waveform TLP pulse train ESD 
stimulus. 
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(a) 

 
(b) 

 
(c) 

 
Figure 5-11 Instantaneous ESD discharging I-V curves obtained by TLP ESD testing, and TCAD ESD 
simulation using single-pulse TLP stimulus, square-waveform TLP pulse train stimulus, and single-
waveform HBM ESD stimulus for (a) STI ESD protection diode, (b) diode-string ESD protection structure, 
and (c) SCR ESD protection device. 
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HBM waveform produces Ipeak~1.32A to stress the DUT. For equivalent ESD triggering 

speed and ESD-associated energy, the TLP pulses use tr~10ns and td~100ns, corresponding 

to HBM ESD waveform of tr~10ns and td~150ns. For TCAD ESD simulation, the ESD 

failure criterion is the thermal breakdown current (It2) caused by the maximum lattice 

temperature (Tmax) reaching to 1688K in Si, causing Si melting inside an ESD protection 

device. TCAD ESD simulation provides rich insights on transient ESD discharging 

behaviors, which are carefully studied. First, Figure 5-11 shows that single-waveform 

HBM ESD simulation predicts an ESD protection level of It2~1.45A (~2.19KV) for the 

STI ESD protection diode, It2~1.27A (~1.92KV) for the diode-string ESD protection 

structure and It2~1.13A (~1.72KV) for the SCR ESD protection device under HBM ESD 

zapping, respectively. Unfortunately, since no HBM ESD zapping tester in our lab, there 

are no HBM ESD zapping test data to compare with. Second, using a square-waveform 

TLP pulse train, ESD simulation predicts that It2~1.22A for the STI ESD protection diode, 

It2~1.14A for the diode-string ESD protection structure and It2~0.97A for the SCR ESD 

protection device, which match the ESD protection capability results obtained by actual 

TLP test very well. In fact, the transient ESD I-V curves for the STI ESD protection diode, 

diode-string ESD protection structure and SCR ESD protection device from both TLP 

pulse train simulation and TLP testing agreed with each other very well for the whole ESD 

discharging I-V curves. In the SCR ESD protection device, the TLP pulse train ESD 

simulation accurately predicts the trigger voltage of Vt1~12.2V and turn-on resistance of 

Ron~3.3Ω in TLP testing. This clearly states that well-calibrated TCAD ESD simulation 

using square-waveform TLP pulse trains as ESD stimuli can be used to evaluate TLP ESD 
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testing results. However, it is critical to understand that TLP testing is different from real-

world HBM zapping, which is always required for rating the ESD protection for IC 

products. Unfortunately, the ESD It2 results from TLP pulse train ESD simulation is very 

different from that of single-pulse HBM ESD waveform simulation. On the other hand, the 

entire transient ESD discharging I-V characteristics obtained from single-pulse TLP 

simulation and single-waveform HBM ESD simulation match each other very well, except 

for the clear difference in It2. Meanwhile, the full ESD discharging I-V curve obtained by 

single-pulse TLP simulation is very different from that from both square-wave TLP pulse 

train simulation and TLP testing, even though the It2 results agree with each well. Table 5-

1 summarizes the ESD protection levels (It2) obtained from TLP ESD testing and TCAD 

ESD simulation, which clearly shows the difference. The comparison clearly suggests that 

one has to be cautious in using TCAD ESD simulation to predict actual ESD protection 

design performance. Third, to further understand the difference in single-wave HBM and 

single-pulse TLP ESD simulation, the time-domain dynamic ESD discharging behaviors 

are examined in details, including the transient Tmax-t and I-t characteristics for the ESD 

 SIM: single 
HBM pulse 

SIM: single 
TLP pulse 

SIM: TLP 
pulse train 

TLP Test 
(pulse train) 

STI Diode 1.45A 1.22A 1.22A 1.22A 

Diode String 1.27A 1.14A 1.14A 1.14A 

SCR 1.13A 0.97A 0.97A 0.97A 

 
Table 5-1  HBM and TLP ESD It2 Comparison 
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(a) 

 
(b) 

 
(c) 

 
 

Figure 5-12 Comparison of transient I-t curve (blue) and Tmax-t curve (red) obtained by single-wave 
HBM ESD simulation (L) and single-pulse TLP ESD simulation (R) for (a) an ESD protection diode, (b) 
a diode-string ESD protection structure, and (c) a SCR ESD protection device. 
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protection devices as shown in Figure 5-12. In ESD simulation, the resulting Ipeak from both 

single TLP pulse and single HBM waveform simulation are almost same, i.e., Ipeak ~ 1.22A 

for STI ESD protection diode, Ipeak ~ 1.14A for the diode-string ESD protection structure 

and Ipeak ~ 0.97A for SCR ESD protection device. However, the Tmax from single-pulse 

TLP simulation is much higher than that from single-waveform HBM ESD simulation for 

all ESD protection devices. It is observed that, using single-wave HBM stimuli, Tmax curve 

generally follows the transient ESD discharging I-curve in t-domain with a slight delay at 

the peak (labelled point-A). While for single-pulse TLP stimulus ESD simulation, Tmax is 

not only much higher, it also stays high for a long period of ~100ns corresponding to the 

flat waveform top segment of the single TLP square pulse. This means that more significant 

heat generation and accumulation exist for the ESD protection devices under single-pulse 

TLP stressing compared to under single-wave HBM zapping. This further suggests that, 

while TLP testing provides useful ESD discharging behavioral information, one should be 

very cautious in using TLP results, both from testing and simulation, to predict the actual 

HBM zapping results. Fourth, Figure 5-11 shows that the RON of the ESD protection 

devices under TLP pulse train simulation is different from that obtained by single-

waveform HBM ESD simulation. Further, Vt1 of the SCR ESD protection device by TLP 

pulse train simulation and testing is smaller than that from ESD simulation using single 

HBM waveform, which is likely attributed to the fact that in both TLP pulse train ESD 

simulation and TLP testing (also using pulse train), the instantaneous ESD discharging I-

V curves for DUT are obtained by an integration within a later 70%-90% window of the 

whole square waveform duration, excluding any possible overshoot often observed in ESD 
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discharging (Figure 5-13); however, in single-wave HBM ESD simulation and real-world 

HBM zapping test, the whole HBM waveform, including all possible overshoot and the 

waveform tail, are included in the calculation for obtaining the instantaneous I and V values 

during HBM ESD stressing. This is a major difference that may cause discrepancy in ESD 

simulation and testing in practical ESD protection designs. 

From the above analysis, it is clear that while TCAD ESD simulation is very useful, 

TCAD ESD simulation using an ESD stimulus of a single-wave HBM waveform, a single-

pulse TLP waveform, or a square-waveform TLP pulse train alone, is rather insufficient in 

accurately correlating with TLP testing and predicting real-world HBM zapping results. A 

mixed-mode multi-stimuli TCAD ESD simulation method using combined HBM and TLP 

pulse train as ESD stimuli is critical to accurately predict ESD protection designs. 

 

 
Figure 5-13 Single-pulse TLP simulation for an ESD protection diode shows an overshoot typically 
occurring, which is outside the 70%-90% integration window in obtaining the transient ESD discharging 
I-V curve during TLP testing. This contribute to errors in estimating the I and V values. 
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B. CDM and VFTLP ESD Simulation 

Similar to the HBM and TLP simulation discussed earlier, the same approach was 

applied to study the impacts of CDM and VFTLP input stimuli on TCAD ESD simulation 

using an ESD protection diode fabricated in a foundry 45nm SOI CMOS technology which 

is shown in Figure 5-14. Mixed-mode TCAD ESD simulation was conducted using three 

different ESD input waveforms as depicted in Figure 5-15: single-pulse VFTLP square 

waveform, single-pulse CDM waveform and a square-waveform VFTLP pulse train. The 

fabricated ESD diode was characterized using a VFTLP tester. 

The CDM ESD waveform used in this work follows the ESDA CDM ESD standard 

[9], where a 50V CDM pulse has Ipeak~0.72A. Similar to TLP, for equivalent CDM ESD 

triggering speed and ESD energy, the VFTLP pulses use tr~0.1ns and td~1ns. First, Figure 

5-16 shows that CDM ESD simulation predicts an ESD protection level of It2~3.5A (~240V) 

for the ESD protection diode made in 45nm SOI CMOS. Unfortunately, since there is no 

 
Figure 5-14 Cross-section for an ESD protection diode fabricated in 45nm SOI CMOS. 
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CDM zapping tester in our Lab, CDM ESD simulation could not be compared with CDM 

zapping test. Second, square-waveform VFTLP pulse train ESD simulation predicts that 

It2~2.28A for the ESD protection diode, which match well with VFTLP testing. In fact, the 

transient ESD discharging I-V characteristics for both VFTLP pulse train simulation and 

VFTLP testing match each other very well for the whole CDM ESD discharging I-V curves. 

This again suggests that well-calibrated TCAD ESD simulation using VFTLP pulse trains 

as stimuli can be used to evaluate VFTLP testing results. However, it is noteworthy that 

VFTLP testing is actually different from CDM zapping and may not be used to predict 

real-world CDM ESD zapping results. It is further observed that the ESD discharging I-V 

curves by single-pulse VFTLP simulation and single-waveform CDM ESD simulation 

agree with each other nicely, except for difference in the It2 results. On the other hand, the 

It2 of single-pulse VFTLP simulation also matches that of VFTLP testing well, but their 

ESD discharging I-V characteristics are very different. Table 5-2 summarizes the ESD It2 

 
Figure 5-15 New mixed-mode multi-stimuli TCAD ESD simulation set-up uses single VFTLP pulse, single 
CDM ESD waveform and a VFTLP pulse train as the ESD input stimulating signal. 
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results extracted from VFTLP testing and TCAD ESD simulation using different ESD 

stimuli, which clearly shows the difference in between. Third, because the CDM and 

VFTLP ESD tests differ significantly, correlating the two results is much more difficult 

than doing so for HBM and TLP measurements [54]. To further understand the difference 

in CDM and VFTLP ESD simulation, time-domain ESD discharging behaviors are studied 

in details, including the transient Tmax-t and I-t characteristics for the ESD diode as given 

in Figure 5-17. In CDM ESD simulation, the resulting Ipeak from both single-pulse VFTLP 

and single-waveform CDM stressing are almost same, with Ipeak ~ 2.28A for the ESD 

protection diode in 45nm SOI. However, the Tmax under single-pulse VFTLP stimulus is 

much higher than that that obtained by using a CDM ESD stimulus. It is observed that, for 

single-waveform CDM ESD simulation, Tmax curve generally follows the transient CDM 

ESD waveform in t-domain with a slight delay at the peak (labelled point-A). Also, there 

is a second peak of the Tmax after the I-curve oscillates into the negative cycle. This is 

 
Figure 5-16 Instantaneous CDM ESD discharging I-V curves for an ESD protection diode made in 45nm 
SOI CMOS obtained from VFTLP testing (pulse train) and TCAD ESD simulation using single-pulse 
VFTLP stimulus, single-waveform CDM stimulus and a VFTLP pule train. 
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because as the real-world CDM waveform is oscillatory featuring strong first and 

substantial second peaks; however, the VFTLP waveforms are single-directional square 

waveforms. However, in single-pulse VFTLP simulation, Tmax is not only much higher, but 

also stays high for the most period of ~1ns of the VFTLP square waveform. This translates 

into more heat generation and accumulation within the ESD protection devices under 

VFTLP pulse stressing compared to during CDM zapping. This again states that, while 

VFTLP ESD simulation and testing provides useful ESD discharging information, one 

should be very cautious in not over-interpreting the VFTLP results aiming to accurately 

predict actual CDM ESD protection performance. Fourth, similar to TLP case, commercial 

VFTLP testers take a data integration across the later 70%-90% window of the DUT 

voltage and current waveforms obtained during VFTLP ESD stressing to estimate the 

instantaneous I and V values to construct the dynamic ESD discharging curves. This 

 
(b)                                                           (b) 

Figure 5-17 Comparison of transient I-t curve (blue) and Tmax-t curve (red) obtained by (a) single-
waveform CDM ESD simulation, and (b) single-pulse VFTLP ESD simulation, for an ESD protection 
diode made in a 45nm SOI CMOS. 
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VFTLP testing mechanism most likely misses the unavoidable overshoot during VFTLP 

characterization. On the other hand, using CDM ESD waveform can catch such overshoots. 

Therefore, the procedures of VFTLP stressing and CDM ESD zapping also contribute to 

the discrepancies in VFTLP and CDM ESD characterization in both simulation and testing.  

In summary, no existing ESD simulation techniques may precisely predict practical 

ESD protection designs universally yet. This Chapter 5 reports a comprehensive and 

comparison study of impacts of various ESD input stimuli on transient ESD discharging 

behaviors in TCAD ESD simulation in comparison with ESD testing. Experiment and 

simulation of various ESD protection devices made in 28nm CMOS and 45nm SOI CMOS, 

using TLP and VFTLP ESD testing, and TCAD ESD simulation using single-waveform 

HBM/CDM ESD stimuli, single-pulse and pulse-train TLP/VFTLP ESD stimuli, clearly 

show that differences in ESD discharging characteristics exist in these ESD evaluation 

methods. Therefore, one must be cautious not over-interpreting TCAD ESD simulation 

details, obtained using any specific/individual ESD stimulus, to attempt to precisely predict 

practical ESD protection designs, as well as to correlate TLP/VFTLP stressing with 

HBM/CDM ESD zapping measurements. It concludes that it is important to use a mixed-

 SIM: single 
CDM pulse 

SIM: single 
VFTLP pulse 

SIM: VFTLP 
pulse train 

VFTLP Test 
(pulse train) 

Diode 3.5A 2.28A 2.28A 2.28A 

 
Table 5-2  CDM and VFTLP ESD It2 Comparison 
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mode multiple-stimuli ESD simulation method in meaningfully and accurately 

characterizing ESD protection designs, as well as for ESD design prediction and validation.  
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Chapter 6 RF Switches ESD Shell Model  

High current simulation capability under electrostatic discharge (ESD) conditions for 

ESD self-protected front-end module (FEM) switch applications in an RF SOI Technology 

is shown for the first time.  A methodology showing how to adequately characterize CMOS 

switch devices under ESD conditions is reviewed. Additionally, a methodology for 

extraction of a high current compact wrapper model which includes the parasitic bipolar 

transistor placed in parallel with the base MOSFET compact model is shown.  Successful 

compact model simulation to hardware correlation is shown under ESD stress events. 

One of the challenging reliability problems for all ICs is electrostatic discharge (ESD) 

failure. On-chip ESD protection becomes even more of a design challenge for high-

frequency circuits in general and more specifically high-speed RF switches [5, 13, 30, 47]. 

ESD protection is needed for all kinds of IC designs to survive the ESD damage resulted 

from a transient transfer of electrostatic charges between the victim IC and other objects 

during manufacture, assembly and operation process. However, ESD parasitic capacitances 

can have a significant impact on the RF performance of cell phone front end module (FEM) 

switches. Adding ESD protection devices to the switches will introduce parasitic 

components and can degrade isolation loss and harmonics [55]. Large switch devices 

(>=1mm) are commonly used in cell phone FEM applications where the switch devices 

themselves use their ESD self-protection capability to protect against ESD events. To 

ensure IC design success, it is an essential step before final tapeout to conduct 

comprehensive IC design verification. Verification includes using spice simulation to 

predict the ESD self-protection level using high current compact models. However, the 
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current core model for the MOSFET only covers the normal operation region before the 

D/S breakdown point where the high ESD current happens. Normal simulations (non-ESD) 

fail to provide accurate prediction of the ESD self-protection level since circuit designers 

can only simulate "FET" mode. To address this problem and enable high current ESD 

simulation for the RF switch, we introduce a novel ESD shell model which can be easily 

integrated in parallel to the core model and achieve ESD prediction for both transmission 

line pulse (TLP) and human body model (HBM) stimulus sources.  

Through various simulation and testing using both HBM and 100ns TLP zapping, 

Chapter 6 reports the first ESD shell model for prediction of ESD self-protection level for 

RF switches. The test samples were stacked-FET RF switches fabricated in a 130nm RF 

SOI technology and the TLP test was done on the wafer level. It is concluded that 

simulation only using the core model of MOSFETs is insufficient for ESD prediction. With 

the ESD shell model as proposed, excellent prediction of the ESD self-protection capability 

level is achieved. This chapter is organized as follows: Chapter 6.1 discusses the 

background on self-protection capability of switches and the need for an ESD shell model. 

Chapter 6.2 provides the shell model generation process. Chapter 6.3 covers the switch 

model simulation to measurement correlation.  

 

6.1 ESD Self-Protection Capability of FEM Switches 

RF switches play a more important role in today’s wireless communication as the 5G 

era is arriving. 5G technology is promising to support a large number of connections with 
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improved data rate, mobility, coverage, power consumption and latency for autonomous 

driving, wearable devices and Internet of Things (IoT). Everything connected in the 

wireless network needs to communicate over a wide range of frequencies using multi-band 

RF transceivers, which drives the use of RF switches to provide isolation for 

noise/interference coupling among different circuit blocks inside multi-band RF chips [56]. 

Figure 6-1 shows the schematic of a single-pole double-throw (SPDT) transmit/receive 

 
Figure 6-1 SPDT series-shunt switch schematic, which is typically used to connect a transmitter (TX) and 
a receiver (RX) to a common antenna (ANT). For both series and shunt FETs, n-transistors can be stacked 
in series to meet high voltage level requirements. 

 
Figure 6-2 Stacked FETs in the RF switch. The gate and body of each transistor are connected to ground 
through resistors Rg and Rb, which helps to achieve even distribution of drain to source voltage among 
these stacked transistors. The ZAP pad is zapped by ESD stress during simulation and test. 
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(T/R) switch in series-shunt topology [57]. Figure 6-2 shows the stacked FETs which are 

commonly used in RF switches to handle different input/output power levels as needed for 

the given application. 

The series MOSFETs serve the main switching function between antenna and T/R, 

while the shunt MOSFETs are used to ground RF signals on the off-branch and improve 

the isolation of the switch. With reduced S/D capacitance and substrate coupling, silicon-

 
Figure 6-3 Cross-section of a NMOS device in SOI CMOS technology depicting a parasitic NPN bipolar 
transistor (BJT) between the source and drain terminals. This parasitic BJT can be used as an ESD 
protection device since it can conduct high currents without getting damaged. 

 
Figure 6-4 TLP measurement data for single NMOS from a 130nm RF SOI technology shows FET and 
bipolar behavior changing at about 3V. 
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on-insulator (SOI) technology delivers outstanding performance for ultra-high frequency 

RFIC design especially for 5G RF switches [58]. Due to its high sensitivity to the parasitic 

components from added ESD protection devices, large switches (width >=1mm) are 

frequently used as ESD self-protection devices by circuit designers. The large width 

MOSFET is able to handle a certain amount of ESD current once the parasitic bipolar in 

Figure 6-3 is triggered to give a low-resistance path for discharging under ESD events.   

The TLP I-V curves for single MOSFET are given in Figure 6-4, where the two regions 

of normal FET behavior and bipolar behavior are clearly identified. During the test, we 

applied TLP stress to the drain, with the source being grounded and the gate being biased 

under various DC voltages Vgs.  

When a ESD pulse zaps the switch in Figure 6-1 at TX, RX or ANT nodes, the transient 

current will find its path to the ground through either series-shunt stacks or just shunt stacks. 

Schematic level compact model-based simulation is a powerful way to analyze, optimize 

and verify ESD designs. The ultimate goal is to achieve ESD design verification and 

prediction for achieving ESD protection target levels which require accurate ESD 

simulation and testing procedures. However, the core model for the MOSFET only covers 

the normal FET region before the point where the bipolar behavior happens. The simulation 

is not capable of providing accurate prediction of the ESD self-protection level of the 

switches. A parasitic bipolar model needs to be added in parallel to the FET model for ESD 

simulation. The implementation of the “shell model” is illustrated in Figure 6-5. 

The shell model is programmed using Verilog-A and the simulator is Spectre in 

Virtuoso from Cadence. The shell model has 5 terminals (D, D0, G, S, B) where (D, G, S, 
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B) of the shell model are connected to (Drain, Gate, Source, Body) of the core FET model 

respectively. Between the shell model’s D and D0 is a small resistor monitoring failure 

when reaching failure current level (It2). The current flow through the monitor resistor will 

be the total current of shell model current and core FET model current. The ESD shell 

model enables the simulation in the high current region. It can be easily connected into the 

existing core FET model in the schematic. Also, it will have minimal to no impact on the 

normal operation of the FET model since the trigger point of the parasitic BJT inside the 

shell model occurs at a much higher voltage than the FET nominal operating (VDD) voltage 

which is < 1.32V. Meanwhile, the shell model is only enabled during ESD simulation. 

While the switch is in RF simulation, the shell model is turned off, thus having no influence 

on the RF performance. 

 

 
Figure 6-5 Implementation of ESD shell model, where the shell model is parallel to the core FET model 
with (D, G, S, B) of the shell model connected to (Drain, Gate, Source, Body) of the core FET model 
respectively. 
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6.2 Model Generation Process 

Next, we study the process for shell model generation for the single MOSFET used in 

RF switches. We use the device from a 130nm RF SOI technology where the It2 is plotted 

versus gate to source voltages (Vgs) and body to source voltages (Vbs) as shown in Figure 

6-6 and Figure 6-7. We will further show that the ESD shell model matches well with TLP 

 
Figure 6-6 TLP measurement data It2 vs. Vgs (black dots) for single NMOS from a 130nm RF SOI 
technology, which shows that It2 has a strong dependence on Vgs in this technology and this effect is 
modeled by a hyperbolic equation (red line) in the shell model. 

 
Figure 6-7 TLP measurement data It2 vs. Vbs (Vgs=0.5V) for single NMOS from a 130nm RF SOI 
technology, which shows no dependence on Vbs and required no additional equation inside the shell model 
to fit It2 with Vbs. 
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100ns measurement results. Figure 6-8 illustrates the compact model generation process of 

the shell model for a single MOSFET. 

First, we need to measure the TLP/SOA data using various biasing conditions and 

device dimensions including different gate bias, body bias, width and length for the 

selected MOSFET. The TLP measurements provide ESD I-V curves for the device under 

test (DUT) which include the ESD-critical parameters such as the ESD triggering voltage 

(Vt1), parasitic bipolar holding voltage (Vhold), parasitic bipolar resistance (RON) and failure 

current (It2), among which Vt1 is the voltage level where the DUT is turned on and starts to 

conduct the ESD transient and Vhold is the voltage level when DUT has latched in snapback 

 
Figure 6-8 Flow chart of shell model generation 
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state. Next, we need to review the test results and find the “golden'' die, which presents a 

stable, consistent and average measurement result, for building the shell model. The 

“golden” die is measured with “typical” ESD-critical parameters which show scalable It2 

and RON versus width, consistent Vt1 and Vhold. Then we can build the shell model using 

these extracted parameters; Third, we need to examine the data collected from those 

“golden” splits and find out whether the ESD-critical parameters have any dependence on 

the gate bias, body bias and gate length which will be modeled using proper equations. For 

instance, It2 has a strong dependence on Vgs in this technology so this effect must be 

included in the shell model as shown in Figure 6-6. The red line in Figure 6-6 is the fitting 

curve which is modeled by a hyperbolic equation inside the shell model. It2 is relatively 

constant under different Vbs as shown in Figure 6-7 showing no dependence on Vbs, which 

in turn leads to no additional equation needed inside the shell model to fit It2 with Vbs.  

Fourth, the accuracy of the ESD shell model can be evaluated by comparing the I-V curves 

and the ESD critical parameters between simulation and hardware.  

Figure 6-5 shows the testbench for ESD simulation. The Monte Carlo PSP model 

provides the basic Id/Vd characteristics of the MOSFET used and in parallel with it are the 

ESD stress source (red) and the shell model (green). Inside the shell model, there is a 

nonlinear resistor and a current source. The resistor represents the RON resistance variation 

during ESD stress due to self-heating and velocity saturation.  The current source behaves 

as a low resistance path and conducts the majority of the ESD current after DUT voltage 

is beyond Vt1. Since there is a correlation between It2 and Vgs (Figure 6-6), the model failure 
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equation is a function of Vgs (at Vt1 trigger point) and will stop the simulation when total 

current reaches It2 at corresponding Vgs.   

Figure 6-9 shows the I/V curves of shell model simulation and hardware TLP test for 

the device measured.  Not only do I-V curves and the ESD critical parameters match well, 

but also the dependence of It2 on Vgs is well represented by the shell model.  The normal 

operation of this device is up to 1.32V max and from approximately 1.8V to 3.2V the base 

model is not well fit in that region leading to some error, however, from ~3.4V and higher 

the parallel parasitic bipolar shell model kicks in and gives excellent fitting results. The 

region from 1.8V to 3.2V base model difference is not significant since under ESD 

conditions the switch devices go into bipolar turn-on and the main ESD voltage clamping 

and failure current will be above ~3.4V when the shell model turns on. Currently the shell 

model simulation only treats the source and drain junction fail. Gate failure could be a 

 
Figure 6-9 Single MOSFET TLP I-V curves: simulation vs. measurement. The MOSFET is biased at various 
gate voltage Vg and the results show excellent match between shell model and hardware. 
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future enhancement since now we only see small Vgs values ~1V or less, which is well 

below the GOX breakdown voltage. 

 

6.3 Simulation to Measurement Correlation 

With the shell model generated for the single MOSFET, the next step is to verify the 

simulation to measurement correlation. In applications such as the one shown in Figure 6-

2, RF switches can utilize stack structures of 12 or more in series to handle higher power. 

The simulation to measurement correlation is thoroughly examined for stacked MOSFETs 

with different stack heights and various gate and body resistance (Rg and Rb). As shown in 

Figure 6-2, Rg is connected between gate of each MOSFET and ground, and Rb is 

connected between body of each MOSFET and ground. Figure 6-10 shows the It2 of RF 

switches with 6, 8 and 12 stack height under HBM test, TLP test and TLP simulation. 

 
Figure 6-10 TLP It2 and HBM failure level vs. series stack height. It shows that simulation accurately 
predicted the failure level of the TLP test for different stack heights and It2 stays at the same level with the 
increasing stack height. The gate length of the MOSFETs is Lg=160nm.   
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Figure 6-11 shows the It2 of stacked RF switches with different gate and body 

resistances under TLP test and simulation.  

As presented in Figure 6-10, the simulation accurately predicted the failure level of 

the TLP test for different stack heights. Also, we can observe that It2 stays at the same level 

with the increasing stack height. When comparing the HBM test with the TLP test, we can 

observe that the It2 of HBM test, which is equivalent to 2.47mA/um or 3.7V/um, is larger 

than that of TLP test which is 1.73mA/um. This is reasonable because the TLP pulse can 

do more damage to the DUT than the HBM pulse of the same level due to the longer 

duration of the current pulse. For the standard TLP pulse, it will stay at the peak current 

for ~80ns and accumulate more heat inside the DUT. However, for the HBM pulse, it will 

drop right after reaching the peak current, resulting in a much quicker heat dissipation and 

smaller overall self heating as discussed in [53].  

 
Figure 6-11 TLP It2 vs. Rg(Rb) resistance. In each of these 5 splits, Rg and Rb are equal (Rg=Rb=10KΩ, 
30KΩ, 43KΩ, 68KΩ and 85KΩ). The gate length of the MOSFETs is Lg=240nm. 
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In Figure 6-11, the simulation shows a trend of It2 increasing with Rg(Rb) resistance, 

same as the TLP experimental test results. In each of these 5 splits, Rg and Rb are equal 

(Rg=Rb=10KΩ, 30KΩ, 43KΩ, 68KΩ and 85KΩ). The overall accuracy of the simulation 

can reach ~98%. Meanwhile, it is important to note in Figure 6-12 that the It2 is quite small 

 
Figure 6-12 TLP simulation results of stacked RF switches: Vgs (red line) and Vds (blue line) of the top 
FET vs. time, with Rg=Rb=30KΩ. Vds enters the flat region after point B, where the parasitic bipolar is 
triggered and the voltage is clamped at ~3.1V. At the same time, the Vgs starts to drop after reaching the 
peak value ~0.39V at point A. 

 
Figure 6-13 TLP simulation results of stacked RF switches: Vgs (red line) and Vds (blue line) of the top 
FET vs. time, with Rg=Rb=85KΩ. The peak value of Vgs is ~0.42V. 
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at lower Rg(Rb), after Rg(Rb) > 43KΩ, It2 jumps up to a larger value. This can be interpreted 

as following: The It2 is determined by the Vgs as shown in Figure 6-6. But the Vgs along 

with the Vds of the MOSFETs in the stacked RF switches are changing during the time span 

of the TLP pulse as shown in Figure 6-12, Figure 6-13 and Figure 6-14.  

Once the Vgs voltage reaches a certain value (Vg_trigger) during the ESD event, the 

parasitic bipolar will be fully turned on and start conducting a large amount of current. 

Since the bipolar is in the latchup state after turning on, it will still be able to conduct the 

same amount of current even though the transient Vgs falls down later. Then the It2 will stay 

at the maximum value ever reached and only be determined by the maximum Vgs during 

the TLP test. The Vgs value when the Vds reaches the bipolar trigger voltage Vt1 is key since 

it determines the It2 of the parasitic NPN beneath the MOSFET. The gate resistor value 

modulates the gate voltage at Vt1 during an ESD event which in return can modulate the It2 

of the parasitic NPN. 

 
Figure 6-14 TLP simulation results of stacked RF switches: Vgs and Vds of the top FET vs. time, with 
Rg=Rb=150KΩ. The peak value of Vgs is ~0.43V. 
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Meanwhile the maximum Vgs of the MOSFETs in the stacked RF switches is found in 

the simulation to increase with larger Rg(Rb) as shown in Figure 6-15. For the small Rg(Rb), 

the maximum Vgs will hardly reach Vg_trigger, which is 0.4V as indicated in Figure 6-6, 

and will not be fully turned on. When the Vgs drops later, the It2 will also drop as shown in 

the It2 vs. Vgs curve and result in an early failure. For the example of Figure 6-12 with 

Rg=Rb=30KΩ, the Vds of the top FET in the stack enters the flat region after point B, where 

the parasitic bipolar is triggered and the voltage is clamped at ~3.1V. At the same time, the 

Vgs starts to drop after reaching the peak value at point A. However, this maximum Vgs is 

slightly smaller than the Vg_tigger (Figure 6-15). So the bipolar is not fully turned on at the 

Vt1 point and the It2 level will decrease as the Vgs drops at the Vt1 point, yielding a low 

failure level as indicated in Figure 6-11.  

 
Figure 6-15 TLP simulation results of stacked RF switches with different Rg and Rb: Maximum Vgs of the 
top FET vs. Rg(Rb). 
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As for the large Rg(Rb), typically larger than 30KΩ, the Vgs can surpass the Vg_trigger as 

shown in Figure 6-15 and the parasitic bipolar will be fully turned on (each single finger 

fully on, multiple fingers in parallel all on), capable of maintaining the conduction of high 

current even though the Vgs drops later and yielding a large It2 value. For the example of 

Rg=Rb=85KΩ and 150KΩ in Figure 6-13 and Figure 6-14, the maximum Vgs has surpassed 

the Vg_trigger and so the It2 level will only be determined by the maximum Vgs at the Vt1 

trigger point. 

In summary, we discussed the implementation of a novel ESD shell model which 

enables the ESD simulation for RF switches for cell phone FEMs in Chapter 6. By fitting 

the ESD compact model from experimental test data, the ESD shell model can accurately 

predict the failure level of series/shunt switch self-protection ESD capability. As verified 

in hardware, the RF switches with different stack heights and Rg(Rb) resistance, >98% 

accuracy using simulation results can be achieved. Moreover, the ESD shell model can be 

easily placed in parallel to the FET base model in the schematic which is a simple and cost-

effective solution to enable predictive ESD simulations of FEM switch devices. 
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Chapter 7 Conclusion  

In this dissertation, ESD protected 28GHz, 38GHz and 60GHz wide-band travelling 

wave switches have been presented, which achieves comparable performance with state-

of-art design and is the first travelling wave switch on SOI with co-design ESD protection. 

To reach a higher data rate with available frequency bands, millimeter wave (mm-wave) 

switches has been demonstrated with the consideration of reliability issue of electrostatic 

discharge (ESD) which will introduce severe parasitic effects under this frequency level 

and degrade the performance of RFICs. The insertion loss and isolation together with ESD 

protection capability have been compared which shows the importance of ESD-RFIC co-

design.  

On the other hand, this dissertation presented several highlights of advanced ESD 

protection designs. It is reported recently that conventional pad-based charged-device-

model (CDM) ESD protection method may be theoretically wrong. We analyzed the failure 

of classic pad-based ESD protection methods in CDM ESD protection and discussed a 

disruptively new non-pad-based internally distributed CDM ESD protection concept, 

which is demonstrated in an oscillator IC designed and fabricated in a 45nm SOI CMOS 

process. Design of novel interposer and through-silicon-via (TSV) based internal-

distributed CDM ESD protection mesh networks were also presented. We also introduced 

a new mixed-mode TCAD ESD simulation flow using combined HBM-TLP stimuli, or 

CDM-VFTLP stimuli, to enable ESD protection design prediction and verification. It 

provides a thorough analysis of various TCAD ESD simulation scenarios using both real-

world HBM and CDM ESD waveforms, and their corresponding TLP and VFTLP square 
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waveforms, in both single-pulse and pulse train manners, as stimuli. Besides, we discussed 

the implementation of a novel ESD shell model which enables the ESD self-protection 

simulation for RF switches for cell phone FEMs. As verified in hardware, >98% accuracy 

using simulation results can be achieved. Moreover, the ESD shell model can be easily 

placed in parallel to the FET base model in the schematic which is a simple and cost-

effective solution to enable predictive ESD simulations of FEM switch devices. 

In the future, multiple-pole-multiple-throw (MPMT) RF switches can be explored with 

ESD co-design at mmWave frequency. The challenge of utilizing travelling-wave topology 

on MPMT RF switches is huge and need to be studied to achieve good performance. Also, 

the parasitic effect of ESD protection for MPMT RF switches will require more co-design 

effort for compensation. Advanced ESD protection methods such as interposer and TSV 

based internal-distributed CDM ESD protection mesh networks are promising with the 

edge-cutting fabrication, packaging and assembly techniques. 
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