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Abstract

Analysis of Real-Time Tracking over a Multiple-Access Channel and its Application to
Vehicular Safety Communications

by

Ching-Ling Huang

Doctor of Philosophy in Engineering - Civil and Environmental Engineering

University of California, Berkeley

Professor Raja Sengupta, Chair

We address the interesting question of how multiple dynamical systems should track each
other in real-time over a shared channel. This dissertation covers a wide spectrum of results
on this topic: our theories, engineering designs, computer simulations, prototype implemen-
tation and real-world evaluations. This research is motivated by the V2V (vehicle-to-vehicle)
communications for active roadway safety, which is an important application in Intelligent
Transportation Systems.

Our theoretical work is presented in Chapter 2. Two formulations of real-time tracking
are analyzed. In the first formulation, we assume a scalar continuous-time continuous-
state source and an AWGN (additive white Gaussian noise) channel without feedback. The
analysis shows the MMSE (minimum mean-squared error) optimality of the innovation en-
coder and its tracking performance. In the second formulation, we assume a discrete-time
continuous-state LTI (linear time-invariant) source and a G/G/1-∞ queueing network to
deliver the information flow of the source from the encoder to the decoder. We derived a
necessary and sufficient condition for real-time tracking stability in the form of a bound on
the entropy rate of the LTI source. This bound is a function of the queueing server capa-
bility and other performance parameters. In both formulations, we extend the analysis to a
multiple-access channel to understand the basic principle of designing encoders for real-time
tracking multiple dynamical systems over a shared channel.

Our engineering designs for multiple dynamical systems to track each other over a shared
channel are presented in Chapter 3. To model packet-switched networks, we assume that
the source process state, e.g., a real scalar or a real vector, can be delivered in a message
with negligible distortion. This assumption is valid since practical applications usually do
not require infinite precision of the source state. In the analysis, we further assume a slotted
ALOHA channel for tracking multiple scalar LTI systems. First, non-adaptive channel access
schemes are analyzed for tracking stability and MSE (mean squared-error) performance.
Adaptive transmission control schemes are then proposed for each node to adjust its message
rate based on the tracking error of its own state at other nodes. With preliminary Matlab
simulations, a comparison is made and a transmission rate control is proposed for vehicles
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to broadcast state information and track each other in real-time. This rate control has an
on-demand nature and considers both tracking error and channel congestion. A microscopic
traffic simulator and a network simulator are used to show that tracking performance of the
proposed design is robust to variations in different traffic conditions.

We start Chapter 4 by stating our understanding of the V2V safety communications
problem and our design approach. The error-dependent message generation control from
Chapter 3 is then enhanced with a transmission power allocation for each out-going safety
message. This power control uses sensed channel utilization as side-information used by
each vehicle to infer the condition of the shared channel. Our proposed rate/power con-
trol responds to channel congestion by maintaining the same information intensity, i.e., the
same message rate, to as many neighboring vehicles as possible while temporarily stopping
communication to farther vehicles by reducing transmission power. The robustness of the
proposed design is verified by large-scale network simulations. Its real-time tracking accu-
racy is shown to outperform the currently proposed 100-millisecond beaconing of messages
with 20-dBm transmission power.

In Chapter 5, we present implementation and real-world evaluations of the V2V transmis-
sion rate and power control proposed in Chapter 4. The implementation details are described
as message generation and power assignment functional blocks. We also summarize results
from outdoor vehicle mobility and scalability evaluations conducted at the General Motors
Technical Center. In addition, updated performance measures and simulation results are
provided for challenging highway and intersection scenarios. Overall, the prototype eval-
uations and simulation results show the superior tracking performance of our design over
the currently proposed 100-millisecond beaconing with 20-dBm power. Our design has been
adopted by General Motors R&D and serves as a candidate for a national standard defining
how vehicles should track each other for active roadway safety.

Professor Raja Sengupta
Dissertation Committee Chair
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Chapter 1

Introduction

This dissertation addresses the interesting question of how multiple dynamical systems
should track each other in real-time over a shared and potentially unreliable channel. This
research is motivated by the inter-vehicle communications for active roadway safety appli-
cations in the ITS (intelligent transportation system) research domain. In this active safety
concept, vehicles track each other over a shared channel and monitor the states (e.g., po-
sition, speed, heading) of all the other vehicles in proximity to avoid hazardous situations.
This dissertation provides original contributions in advancing the theoretical understanding
of real-time tracking over a shared channel and the practical design for intelligent vehicles
to broadcast state information and to track each other in real-time.

Our theoretical work on this topic is presented in Chapter 2. Our engineering design
and analysis for multiple dynamical systems to track each other over a shared channel are
presented in Chapter 3 along with a message generation control for V2V (Vehicle-to-Vehicle)
safety communications so that vehicles can track each other in real-time with robust perfor-
mance in different traffic scenarios. In Chapter 4, this message rate control is extended with
a transmission power control for each message. We state our design approach and theoretical
understanding of vehicular real-time tracking and propose a joint transmission rate/power
control for V2V safety communications. Simulation results are used to show the effective-
ness and robustness of the proposed transmission control under different traffic scenarios. In
Chapter 5, the prototype implementation, evaluations, and enhancements to the design are
presented. Our design has been implemented by General Motors R&D and is considered for
the national standard defining how vehicles should communicate with each other for active
safety applications. Our citations and literature reviews can be found in each chapter. More
specifically, the structure and content of this dissertation are summarized in the following
paragraphs.

In Chapter 2, two formulations of real-time tracking are analyzed to gain more theo-
retical understanding of the problem. In the first formulation (in Section 2.1), we assume
continuous-time continuous-state sources and a AWGN (Additive White Gaussian Noise)
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channel without feedback. Our analysis shows that MMSE (minimum mean-squared error)
optimality of the innovation encoder and the associated optimal tracking performance. In
the second formulation (in Section 2.2), we assume a discrete-time continuous-state source
and a queueing network to deliver information from the encoder to the decoder. A neces-
sary and sufficient condition is derived on the entropy rate of the source as a function of
the queueing server capability and other performance parameters to ensure the real-time
tracking stability (i.e., the finite moment of the tracking error). In both formulations, we
extend the analysis to a multiple access channel to understand how to design the encoders
for tracking multiple dynamical systems over a shared channel.

In Section 2.1, we first analyze the real-time tracking MMSE of a scalar linear continuous-
time source over a scalar AGWN channel without channel feedback. With a Gaussian dis-
tributed source innovation, the optimality of the linear innovation encoder and associated
optimal tracking performance are shown for the one-to-one channel case. We then extend
the one-to-one channel formulation to the case of tracking multiple sources over a shared
AWGN channel and study a simple case of tracking two identical linear sources. As a corol-
lary, we show that it is impossible to achieve finite asymptotic MSE for real-time tracking
of an unstable process without feedback.

In Section 2.2, we derive a condition for stable real-time tracking of an unstable, scalar,
LTI (linear time-invariant) dynamical system. In particular, we use a G/G/1-∞ queue to
model a broad class of unreliable networks. The communication server re-transmits lost
information bits until they are received by the estimator. The stability condition is shown
to be a bound on the entropy rate of the unstable process. This bound is a function of the
moment to be stabilized, encoder efficiency, quantization accuracy, and network parameters.
Finally, we apply this bound to the stable real-time tracking of multiple dynamical systems
over a slotted wireless medium using three channel access protocols.

In Chapter 3, we address the question of how multiple dynamical systems should track
each other in real-time over a shared channel with the assumption that a real scalar or
a real vector can be delivered in a message with a negligible distortion (since practical
applications usually do not require infinite precision of the source state). This assumption is
dramatically different from that in Chapter 2 and used mainly to model the packet-switched
nature of modern communication networks. We start by assuming a slotted ALOHA channel
and multiple scalar LTI dynamical systems. First, non-adaptive channel access schemes
are analyzed (in Section 3.1) for tracking stability and MSE (mean squared-error) tracking
performance. Adaptive transmission control schemes are then proposed and analyzed (in
Section 3.2). With preliminary Matlab simulations, a comparison is made and a transmission
rate control is proposed (in Section 3.3) for intelligent vehicles to broadcast state information
and track each other in real-time. A microscopic traffic simulator and a network simulator
are used to show that the tracking performance of the proposed design outperforms the
currently proposed 100-millisecond beaconing design for V2V safety communications.

In Section 3.1, model-based real-time tracking of multiple scalar LTI dynamical systems
over a multi-access slotted ALOHA network is studied with non-adaptive channel access
policies. A mathematical framework is proposed and the tracking MSE of three non-adaptive
channel access schemes is analyzed. Asymptotic behavior and stability condition are also
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derived. Our results suggest that, while designing real-time tracking systems, the channel
access parameters should be chosen based on the amplification factor |a| of the LTI dynamical
process. If |a| ≥ 1, the deterministic design (round-robin scheduling) can achieve strictly
lower estimation MSE. Otherwise, for 0 < |a| < 1, three methods have roughly the same
range of MSE asymptotically.

In Section 3.2, we explore the Error-Dependent communication design for real-time track-
ing in a multi-access channel setting and the tracking MSE of error-dependent communica-
tion policy is analyzed. Its performance is compared with uncontrolled policies analyzed
in Section 3.1. Based on analysis, an Error-Collision-Dependent policy is proposed that
considers both tracking error and channel congestion to achieve robust real-time tracking
performance. This result suggests that, while designing communication logic for vehicular
safety applications, joint consideration of source system dynamics and channel congestion
status can lead to better real-time tracking performance.

Our study in Section 3.1 and Section 3.2 is motivated by the inter-vehicle safety com-
munications for active roadway safety applications. In this V2V framework, each vehicle
is essentially equipped with on-board sensors and a 802.11p wireless radio as the ad hoc
information exchange platform among vehicles. Based on the analysis, we propose a trans-
mission rate control algorithm in Section 3.3 for each vehicle to disseminate its own state
information. The proposed algorithm has an on-demand nature and adapts the V2V message
transmission intensity for each vehicle in a decentralized fashion. This message rate control
helps each vehicle decide when it should broadcast a safety message and avoids channel con-
gestion. Performance evaluations, both in preliminary Matlab simulations and in large-scale
traffic/network simulations, confirm that the proposed algorithm achieves better tracking
accuracy than the currently proposed 100-millisecond beaconing design and is more robust
to variations in traffic conditions.

In Chapter 4, we describe our real-time tracking formulation, assumptions, and proposed
design for V2V safety communications. First, we state our theoretical understanding of
the V2V safety communications problem and our design approach to it (in Section 4.1).
A transmission rate and power control is then proposed for V2V safety communications
(in Section 4.2) and its performance is verified by a network simulator integrated with a
microscopic traffic simulator. In our design, the Error-Dependent rate control of Chapter 3
is enhanced with an adaptive transmission power control for each out-going safety message.
The power control on each vehicle is done based on the sensed channel utilization (i.e.,
channel busy ratio) which serves as the side-information used by each vehicle to infer the
channel congestion. The tracking accuracy of proposed V2V transmission control is again
shown to outperform the 100-millisecond beaconing of messages.

In Section 4.1, we propose to first control the message rate based on host vehicle dynamics
and the tracking errors based on safety considerations. For each message, we propose to
control the transmission range to maximize the information broadcast throughput. What is
implied in this two step design is that our design assumes that accurate tracking at nearby
vehicles is more desirable than poor tracking over a large neighborhood. Therefore, our design
responds to channel congestion by maintaining the same information flow (i.e., keeping the
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same message rate) to the nearest neighbors and temporarily stopping communication to
farther vehicles by reducing transmission range to relieve channel congestion.

The 10 Hz uncontrolled transmission of state information by each vehicle (i.e., bea-
coning with 100-millisecond interval) has been shown to produce excessive and redundant
data traffics that could choke the vehicular wireless network. In Section 4.2, we propose
a joint transmission rate/power control for inter-vehicle safety communications. This joint
rate/power control helps each vehicle decide when it should broadcast a safety message (i.e.,
when a vehicle should talk) and how to allocate the transmission power for each safety mes-
sage (i.e., how load a vehicle should talk). Simulation results confirm that the proposed
design is robust in different traffic conditions and can considerably reduce the tracking error
compared to that of the 100-millisecond beaconing solution.

In Chapter 5, we describe our implementation, real-world evaluations, and enhancements
of the V2V communications design proposed in Chapter 4. The implementation details are
presented as message generation and power assignment functional blocks (in Section 5.1). We
ran the real-world evaluations for vehicle mobility and scalability tests at the General Motors
Technical Center (in Section 5.2). The evaluations show that the behavior and performance
of our V2V design match the computer simulations. Updated performance metrics and
challenging traffic scenarios are also provided along with our updated simulation results for
these scenarios (in Section 5.3).

The prototype evaluations presented in Section 5.2 show that our design works well in
practice and is a promising scalable solution for V2V safety communications. In Section 5.3,
we present updated performance metrics, challenging highway and intersection scenarios, and
updated simulation results for these challenging scenarios. The performance of our proposed
design is again compared with the 100-millisecond, 20-dBm beaconing. Overall, our design
provides 1) better tracking accuracy when a new remote vehicle has been tracked by a host
vehicle; and 2) a longer time or distance before a host vehicle detects a new remote vehicle
approaching.

From Chapter 2 to Chapter 5, this dissertation covers a wide spectrum of theories for real-
time tracking, our engineering design for V2V safety communications, computer simulations,
and an implementation at the General Motors Technical Center and real-world evaluations.
Chapter 6 provides the concluding remarks of this dissertation.
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Chapter 2

Real-Time Tracking over an

Unreliable Channel

In this chapter, two formulations of real-time tracking are analyzed to gain more theoret-
ical understanding of the problem. In Section 2.1, our first formulation assumes continuous-
time continuous-state sources and a scalar AWGN (Additive White Gaussian Noise) channel
without feedback. Our analysis shows the MMSE (minimum mean-squared error) optimal-
ity of the innovation encoder and the associated optimal tracking performance. In Section
2.2, our second formulation assumes a discrete-time continuous-state source and a queueing
network to deliver the information flow from the encoder to the decoder. A necessary and
sufficient condition is derived on the entropy rate of the source as a function of the queueing
server capability and required parameters to ensure the real-time tracking stability. In both
formulations, we extend the analysis to a multiple access channel to understand the basic
principle of designing the encoder for real-time tracking multiple dynamical systems over a
shared channel.

2.1 Real-Time Tracking over an Unreliable Channel:

A Continuous-Time Continuous-State Approach

In this section, we formulate the problem of tracking a diffusion in real-time without
channel feedback and derive several MMSE optimality results. It has been noted (e.g., by
[2,4]) that Shannon’s classical information theorems [1] cannot be applied directly to real-
time control or tracking problems. For example, many channels that have the same Shannon’s
capacity do not behave the same way when the encoded sequence is short; they only function
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similarly when the encoded sequence is long enough to achieve decoding typicality and
thus channel capacity [1,27]. Since real-time tracking cannot tolerate such a long encoding
delay, other formulations have been examined in the literature, e.g., see [2-9], on how to
track a source process in real-time over an unreliable channel. The literature on real-time
tracking can be roughly categorized into that pertaining to stability, and another pertaining
to optimality. Our analysis in Section 2.1 focuses on the optimality of real-time tracking.

Real-time tracking stability: This line of research, e.g., see [3-7], focuses on the neces-
sary and sufficient conditions to achieve asymptotically stable real-time tracking. Tatikonda
[3], Sahai [4], and Mitter treat the case of the unstable Linear Time-Invariant (LTI) source
and derive real-time information measures for controlling this specific type of source pro-
cesses over an unreliable channel, namely 1) the sequential rate distortion [3] for the bit rate
at the source encoder required to achieve stable tracking; and 2) the anytime capacity [4]
which the channel input bit rate cannot exceed so that the channel bit errors can be corrected
exponentially fast thus enabling uses of the channel for stable real-time tracking. Note that
their results in [3,4] focus on the tracking stability instead of tracking optimality and their
formulation assumes a discrete-time channel with perfect (or noisy) channel feedback.

For real-time tracking without channel feedback, there is also a literature on a packet
transmission formulation (e.g., see [5-7]). These papers assume that the source state informa-
tion (a real number) can be transferred by the packet without distortion. The lossy channel
usually drops packets according to a known distribution, e.g., a sequence of Bernoulli trials.
Once the latest state measurement arrives at the decoder, any past tracking error is reset
by a renewal process. In [5], Seiler and Sengupta assume a discrete-time, continuous-state
Markovian Jump Linear Process (MJLP) source, a discrete-time Markovian lossy channel
to deliver state observation in packets, and derive a necessary and sufficient condition as a
linear matrix inequality (LMI) for stable tracking. Sinopoli et. al. [6] use a time-varying
Kalman filter as the decoder and derive a bound on the channel error probability limiting
stable tracking. Xu and Hespanha [7] derive the minimum required packet rate to achieve
a stable mean-squared error (MSE) when tracking an unstable LTI source using the error-
dependent transmission. This packet formulation [5-7] has gained wide acceptance in control
theory as evidenced by the literature survey on Networked Control Systems [49].

Real-time tracking optimality: This line of research, e.g., see [2,8,9], focuses on
finding the optimal encoder-decoder pair for real-time tracking. For real-time tracking with
perfect channel feedback, Walrand and Varaiya [2] derive an optimal information structure
of the encoder. A discrete-time discrete-state Markov source is tracked over an unreliable
discrete-time channel with perfect feedback, i.e., the encoder knows exactly what has been
received by the decoder. Their cost function is defined as a measure over the true state and
estimated state. The measurability of the encoder in the current source state is shown to
be sufficient for optimal real-time tracking. This formulation is extended by Teneketzis [9]
with the channel feedback removed. The optimal encoder in [9] turns out to be a function
of current source state and the probability measure over the decoder memory (as a sufficient
statistic at the encoder for the decoder’s knowledge of the source). Our work in Section
2.1 adds to this literature on optimal real-time tracking [2,9] by analyzing the continuous-
time, continuous-state counterpart of the formulation in [9]. We assume a continuous-time
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scalar AWGN channel. This channel has been used extensively in information theory, e.g.,
see [1,27]. We also extend this one-to-one channel formulation to a multiple-access AWGN
channel.

Like us, Gupta and Murray [8] derive an optimal MMSE encoder for a discrete time lossy
channel similar to [5-7]. Their work is based on the packet formulation. A packet contains
a real number and carries the accumulated source state innovation. The arrival of the latest
packet gives all the past source innovation and washes away all previous channel errors.
This packet channel assumption makes the lossy channel an on-off switch delivering the
source information. Their optimal encoder [8] relies heavily on this assumption. We study
the same performance measure for the continuous time continuous state AWGN channel of
information theory. Since a real-number bearing packet carries infinite information in an
information-theoretic formulation, our encoder has a structure different from [8]. Finally, we
extend our results to a multiple-access channel while references [2,8,9] do not treat multiple
access channels.

In Section 2.1, we focus on finding the optimal encoder-decoder design for real-time
tracking. We start with a continuous-time, continuous-state source and formulate the MMSE
real-time tracking problem. Like [9], we study the formulation with no channel feedback.
We only study the case of a scalar AWGN channel. We show that an MMSE encoding of
the innovation of the source process at each time epoch gives the MMSE state estimates
for all time. For the case of tracking one source, we derive an optimal encoder-decoder pair
and the achievable MMSE. We obtain our results by borrowing from non-linear filtering
theory [11,12,17], an approach different from [2-9]. We then extend the one-to-one channel
results (shown in Figure 2.1) to a multiple-access AWGN channel (shown in Figure 2.2) with
multiple source processes being tracked in real-time. Again, the optimality of innovation
encoders is proven for the multiple-access channel. We establish stronger results for the
multiple-access channel with two identical linear sources to get more understanding of the
formulated problem. The optimal encoders are derived when the Signal-to-Noise Ratio (SNR)
of the channel is within a range decided by the correlation of two sources. Optimal tracking
performance is given when this SNR condition is satisfied. When this channel SNR condition
is not satisfied, upper and lower bounds of the optimal tracking performance are given.

This section is organized as follows: The formulation of tracking one source over an
AWGN channel is presented in Subsection 2.1.1 along with our main results: the MMSE
optimal encoder-decoder pair and its tracking performance. The multiple-access AWGN
channel formulation is presented Subsection 2.1.2 along with a case study of tracking two
identical linear sources. Subsection 2.1.3 summarizes this section.

2.1.1 One-to-One Channel Formulation

Figure 2.1 shows the analyzed framework. We consider a finite time horizon problem
with time t ∈ [0, 1]. Let C be the Banach space of all continuous functions z : [0, 1] → R
with norm ‖z‖ = max{|z(t)| : 0 ≤ t ≤ 1}, where |r| is the Euclidean norm of r ∈ R. Let
Γt be the smallest σ-field of subsets of C which contains all sets of the form {z|z(τ) ∈ β}
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Figure 2.1. Analyzed one-to-one channel formulation: the real-time tracking of a
scalar linear process over an AWGN channel without feedback

where τ ∈ [0, t] and β is a Borel subset of R. Let Γ = Γ1. Let B be the set of the Borel
measurable subsets of [0, 1].

The source is a specific type of Itô process (e.g., see [12,16,21]) with the differential
structure in eq. (2.1). More specifically, the source process xt is a scalar linear continuous-
time process described by the stochastic differential equation:

dxt = atxtdt+ dwt, x0 ∼ N(0,Λ0) (2.1)

where t ∈ [0, 1] is the time, xt ∈ R is the process state, at ∈ R, at > 0 is the amplification
factor, and w0 = 0, wt ∈ R is a Wiener process [19,21] that steers the source process. For
0 ≤ s < t ≤ 1, wt − ws ∼ N(0, V (t − s)) for V > 0. The dwt in eq. (2.1) is defined as
dwt ≡ wt+dt − wt and thus dwt ∼ N(0, V dt). The trajectory of a Wiener process is known
to be continuous but not differentiable almost everywhere [19,21]. However, a generalized
sense of derivative (defined with the integration by parts) for Wiener process can be shown
to be a white Gaussian noise [21]. In other words, a Wiener process can be viewed as
the limiting behavior of a random walk consisting of small independent increments. In our
formulation, this Wiener process wt is equipped with a generalized sense of derivative d

dt
wt,

denoted as vt ≡ d
dt
wt for convenience. This white Gaussian process vt has E[vt] = 0 and

E[vtvs] = V δ(t − s), for t, s ∈ (0, 1]. Throughout this section, this process vt is referred as
the innovation of the source process. The initial condition x0 is assumed to be zero-mean
and Gaussian distributed with variance Λ0 > 0. In addition, the Wiener process w[0,1] and
the innovation process v(0,1] are assumed to be independent of the initial state x0.

The process xt in eq. (2.1) is a Gaussian process [21]. The probability measure on
the state trajectory x[0,t] is induced by the probability measure on the initial state x0 and
the Wiener measure on the trajectory w[0,t]. The probability measure on x[0,t] is absolutely
continuous with respect to the Wiener measure on the space C of all continuous functions
from [0, 1] into R (e.g., see Lemma 2 and Corollary 2 of [20]). The source process xt is
observed perfectly by the causal measurable encoder function at time t, denoted as f , which
produces ut as the input to the AWGN channel at time t. Let f : [0, 1]× C → R be causal,
i.e., f is not only B ⊗ Γ measurable but also measurable with respect to Γt for each fixed
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t ∈ [0, 1). The encoder f can be parameterized as:

ut = f(t, x[0,t]) (2.2)

where x[0,t] represents the trajectory of the source process as the full history up to time
t. The channel input ut ∈ R is chosen to deliver information to the decoder so that the
decoder can produce an estimate of the state of the source process. The encoder function
f can be time-varying and hence the parameter t. With the given trajectory of x[0,t], the
trajectory of w[0,t] can be perfectly reconstructed for each t (e.g., see the discussion on pp.
355-358 and Theorem 1 of [20]). Therefore, f(t, ·) is measurable with respect to the σ-algebra
generated by the trajectory of x[0,t] and the trajectory of w[0,t] (and thus v(0,t] according to
the generalized sense of derivative in [21]).

The AWGN channel output is the superposition of channel input ut and the channel
noise qt:

yt = ut + qt (2.3)

where yt ∈ R is the channel output at time t, and qt ∈ R is a white Gaussian noise process
independent of the source initial state x0, the Wiener process w[0,1], and the innovation
process v(0,1]. The noise process qt has E[qt] = 0 and E[qtqs] = Qtδ(t − s), Qt > 0, for
t, s ∈ [0, 1]. We choose the formulation in eq. (2.3) instead of a stochastic differential form
(e.g., eq. (2.1)) to match with most definitions of an AWGN channel [13-15]. The channel
output yt is observed by the decoder, denoted as g, which produces a real-time estimate
of current state of the source process xt. Let g : [0, 1] × C → R be causal, i.e., g is not
only B ⊗ Γ measurable but also measurable with respect to Γt for each fixed t ∈ [0, 1). The
decoder g can be parameterized as:

x̂t = g(t, y[0,t]) (2.4)

where x̂t ∈ R is the estimate of xt and y[0,t] is the full history of observed channel outputs
up to time t. In this real-time tracking formulation, causality is imposed on the encoder
f and decoder g. Once this estimate x̂t is produced at time t, it is final and can not be
improved later based on future channel outputs y(t,1]. This decoder function g can also be
time-varying and hence the parameter t.

The cost function J(1) is defined over a finite time horizon t ∈ [0, 1]:

J(1) ≡
∫ 1

0

E[|xt − x̂t|2]dt (2.5)

of which the expectation is taken with respect to the probability measure of the initial
condition x0, the Wiener process w[0,1], and the white Gaussian channel noise process q[0,1].
For a given encoder-decoder pair, the real-time MSE E[|xt− x̂t|2] can be calculated for each
t. This cost function J(1) ∈ R, J(1) ≥ 0 is essentially the Lebesgue integral of the real-time
MSE over the unit time interval [0, 1].

We define a finite time horizon optimization problem based on the cost function J(1) in
eq. (2.5) to find an encoder-decoder pair, denoted as {f, g}, minimizing the cost function
J(1):

{f ∗, g∗} = arg min
E[|ut|2]≤P t,∀t∈[0,1]

J(1) (2.6)
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where {f ∗, g∗} denotes the optimal encoder-decoder pair and P t < ∞ is the finite power
constraint on the channel input at each time t. The total transmission energy allowed is
also finite over the same time horizon t ∈ [0, 1], i.e.,

∫ 1

0
P tdt <∞. This power constraint P t

avoids the degenerate solution in which the encoder amplifies the channel input signal to an
arbitrarily large value to overwhelm the channel noise qt and the decoder can then restore
the signal with an arbitrarily small error.

Preliminaries for the One-to-One Channel Formulation

Let ḡ : [0, 1]×C → R be causal, i.e., ḡ is not only B⊗Γ measurable but also measurable
with respect to Γt for each fixed t ∈ [0, 1). We define a differential decoder for x̂t (the
real-time estimate of the source process) by the stochastic differential equation:

dx̂t = atx̂tdt+ ḡ(t, y[0,t])dt, x̂0 = ḡ(0, y0) (2.7)

where at is the same amplification factor in eq. (2.1) and the function ḡ(t, y[0,t]) steers the
evolution of x̂t. The similarity between eq. (2.1) and eq. (2.7) acknowledges the rationale
that the decoder output x̂t in eq. (2.7) incorporates the knowledge of the model of the source
process xt.

Lemma 2.1.1: For the real-time tracking problem in (2.6), there is no loss of optimality
(in the MMSE sense for each t ∈ [0, 1]) by assuming the differential decoder in eq. (2.7).

Proof : The form of the differential decoder in eq. (2.7) is MMSE optimal according
to the nonlinear filtering analysis by Clark [11], Frost and Kailath [12], and Lo [17] (e.g.,
see Theorem 3 in [11], Theorem 3-5 in [12], and Theorem 1 in [17]). The finite channel
input energy and Gaussian channel noise are the key elements guaranteeing the optimality
of the differential decoder form in eq. (2.7). See specifically the discussion of Gauss-Markov
Process and Linear Case on pp. 222 in [12].

Theorem 2.1.2: Let Σt ≡ E[(xt − x̂t)2] denote the tracking MSE at time t. For the
optimal differential decoder (defined in eq. (2.7)), denoted as ḡ∗(t, y[0,t]), the MMSE at time
t, denoted as Σ∗t, can be described by the following differential equation. For t ∈ (0, 1],

dΣ∗t = 2atΣ∗tdt+ E[(dwt − ḡ∗(t, y[0,t])dt)2] (2.8)

with the initial condition, Σ∗0 = E[(x0 − ḡ∗(0, y0))2].

Proof : Let et ≡ xt − x̂t. We get the differential equation of et based on eq. (2.1) and
eq. (2.7):

det = atetdt+ dwt − ḡ(t, y[0,t])dt. (2.9)

With eq. (2.9) and the definition Σt = E[(et)2], the differential of the MMSE Σ∗t for the
optimal differential decoder ḡ∗ can be derived as follows:
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dΣ∗t = Σ∗(t+dt) − Σ∗t

= E[(e∗t + de∗t)2]− E[(e∗t)2]
= 2E[e∗tde∗t] + E[(de∗t)2]
= 2atE[(e∗t)2]dt+ 2E[e∗t(dwt − ḡ∗(t, y[0,t])dt)] +E[(ate∗tdt+ dwt − ḡ∗(t, y[0,t])dt)2]
The last step is derived by substituting de∗t = ate∗tdt+ dwt − ḡ∗(t, y[0,t])dt.
= 2atE[(e∗t)2]dt− 2E[etḡ∗(t, y[0,t])dt] + (at)2E[(e∗t)2](dt)2 + E[(dwt − ḡ∗(t, y[0,t])dt)2]
−2atE[e∗tḡ∗(t, y[0,t])dt]dt

The last step is true because the Wiener process has independent increments and
thus dwt is independent of e∗t.
= 2atE[(e∗t)2]dt+ (at)2E[(e∗t)2](dt)2 +E[(dwt − ḡ∗(t, y[0,t])dt)2]
Due to a general form of Orthogonality Principle: the optimal tracking error is
orthogonal to any function of all the past observations, e.g., see pp. 268 in [18].
= 2atE[(e∗t)2]dt+ E[(dwt − ḡ∗(t, y[0,t])dt)2]
The last step is derived by neglecting the higher order term associated with (dt)2.

which leads to the differential equation in (2.8).

Corollary 2.1.3: For the real-time tracking problem in (2.6), an MMSE optimal differ-
ential decoder ḡ∗ can be expressed, for t ∈ (0, 1], as

ḡ∗(t, y[0,t]) = E[vt|y[0,t]] (2.10)

with the initial condition, ḡ∗(0, y0) = E[x0|y0].

Proof : It has been noted that conditional expectation given observations minimizes the
MSE (e.g., see the discussion on pp. 218 in [12]). From the differential form in eq. (2.8),
observe that the MMSE Σ∗t can be minimized if all the previous E[(dwτ − ḡ∗(τ, y[0,τ ])dτ)2]
are minimized for all 0 < τ ≤ t and E[(x0− ḡ∗(0, y0))2] is minimized for the initial condition.
The differential decoder function ḡ(t, ·) has all the channel observations y[0,t] and can be
chosen for each t independently. This ḡ(t, ·) does not depend on previous decoder functions
ḡ(τ, ·), 0 ≤ τ < t.

Because the conditional expectation E[dwτ |y[0,τ ]] minimizes this expectation for each
τ , we get ḡ∗(τ, y[0,τ ])dτ = E[dwτ |y[0,τ ]] and thus ḡ∗(τ, y[0,τ ]) = E[ d

dτ
wτ |y[0,τ ]]. Since the

innovation process vt is defined as the generalized sense of derivative of wt, i.e., vt ≡ d
dt
wt,

we get eq. (2.10). At the initial condition, t = 0, the decoder is the conditional expectation
of the source initial state x0 given the available channel observation y0.

Corollary 2.1.4: For the real-time tracking problem in (2.6) and at ≥ 0.5, for each t, it
is impossible to have asymptotic stable MSE, i.e., limt→∞Σt →∞ for any encoder-decoder
pair.

Proof : First partition infinite time line into segments of unit time length as in our
formulation. In each unit time segment, the same differential equation (2.8) for Σ∗t still
applies but with different initial conditions. Define the variable Ψt

1 by

dΨt
1 = 2atΨt

1dt,Ψ
0
1 = Σ∗0 (2.11)
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and thus Ψt
1 ≤ Σ∗t,∀t > 0 by comparing eq. (2.11) and eq. (2.8) and the fact that E[(dwt−

ḡ∗(t, y[0,t])dt)2] > 0 for nontrivial channel noise qt, ∀t > 0. Now define another variable Ψt
2

by
dΨt

2 = Ψt
2dt,Ψ

0
2 = Σ∗0 (2.12)

and thus, if 2at ≥ 1,∀t, Ψt
2 ≤ Ψt

1 ≤ Σ∗t, ∀t > 0. The solution of the differential equation
(2.12) can be expressed as Ψt

2 = exp(t)Ψ0
2. Since Ψ0

2 = E[(x0− ḡ∗(0, y0))2] > 0 for nontrivial
channel noise q0,

∞ = lim
t→∞

Ψt
2 ≤ lim

t→∞
Ψt

1 ≤ lim
t→∞

Σ∗t.

Therefore, in our formulation without channel feedback, if 2at ≥ 1, ∀t, no encoder-decoder
pair can achieve stable MSE tracking asymptotically.

Main Results for the One-to-One Channel Formulation

In this subsection, we state an optimal encoder-decoder pair for the one-to-one channel
formulation and the optimal tracking performance. With the Gaussian distributed source
innovation vt, the encoder is shown to be a linear innovation encoder and the associated
decoder is a differential decoder that steers the state estimate x̂t according to eq. (2.7).

Lemma 2.1.5: For the real-time tracking problem in (2.6), one optimal form of the
encoder function and the differential decoder function (defined in eq. (2.7)) can be expressed
as follows: for each t ∈ (0, 1], the encoder is a function of vt, denoted as f̄ ∗(t, vt), and the
associated differential decoder is denoted as ḡ∗(t, yt) = E[vt|yt]. For the initial condition,
t = 0, one optimal form can be written as f̄ ∗(0, x0) and ḡ∗(0, y0) = E[x0|y0].

Proof : Assume an optimal encoder-decoder pair at t: f ∗(t, ·) and ḡ∗(t, ·). The optimal
differential decoder form ḡ∗ from Corollary 2.1.3 is:

ḡ∗(t, y[0,t]) = E[vt|y[0,t]] = E[vt|yt]
Since vt is independent of x0, v(0,t), past channel outputs y[0,t) do not contain any
information about vt due to causality.
= E[vt|qt + ut]
= E[vt|qt + f ∗(t, {x0, v(0,t), vt})]
The source process, encoder f ∗, noisy channel output, and decoder ḡ∗ form a
Markov chain: {x0, v(0,t), vt} → ut → yt → E[vt|yt].
= E[vt|qt + f̄ ∗(t, vt)] for some function f̄ ∗(t, ·)
Since vt is independent of x0, v(0,t), vt is as informative as the set {x0, v(0,t), vt}
for the decoder estimating vt, e.g., see Theorem 3 and 4 in [24]. Thus one can
design another function f̄ ∗(t, ·) to focus on delivering vt without loss of optimality.

Therefore, without loss of optimality, the encoder at time t ∈ (0, 1] can focus on delivering vt

to help the decoder better estimate the innovation vt to steer the state estimate x̂t according
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to eq. (2.7). The decoder can be a function of current channel observation yt mainly due to
causality.

Theorem 2.1.6: For the real-time tracking problem in (2.6), one optimal encoder func-
tion f̄ ∗ and its matched differential decoder ḡ∗ can be expressed, for t ∈ (0, 1], as:

f̄ ∗(t, vt) = vt
√
P t

V
(2.13)

and

ḡ∗(t, yt) = yt
√
V P t

P t +Qt
. (2.14)

At the initial condition, t = 0, the optimal form can be written as f̄ ∗0(x0) = x0
√

P 0

Λ0 and

ḡ∗0(y0) = y0
√

Λ0P 0

P 0+Q0 .

Proof : Based on Lemma 2.1.5, the optimal encoder scales the Gaussian distributed
innovation vt to match with the channel input power constraint P t (see pp. 561-562, 564
in Goblick [13] and pp. 1153 in Gastpar [14]), and this direct transmission can minimize
the term E[(dwt − ḡ∗(t, y[0,t])dt)2] in eq. (2.8) for each t ∈ (0, 1] and thus achieves MMSE
optimal. The optimal differential decoder in eq. (2.14) is the conditional expectation of the
source innovation vt given yt and the linear innovation encoder in eq. (2.13). The initial
condition at t = 0 follows similarly.

Corollary 2.1.7: For the real-time tracking problem in (2.6), the optimal cost J∗(1)

achievable is given by

J∗(1) =

∫ 1

0

Σ∗tdt (2.15)

where Σ∗t can be described by the differential equation:

d

dt
Σ∗t = 2atΣ∗t + V (

Qt

P t +Qt
)2,Σ∗0 =

Λ0Q0

P 0 +Q0
. (2.16)

Proof : Based on the optimal encoder and differential decoder in Theorem 2.1.6,

E[(dwt − ḡ∗(t, y[0,t])dt)2]

= E[(dwt − (vt
√

P t

V
+ qt)

√
V P t

P t+Qt
dt)2]

= E[(dwt − vtdt P t

P t+Qt
− qtdt

√
V P t

P t+Qt
)2]

= E[(dwt Qt

P t+Qt
− qtdt

√
V P t

P t+Qt
)2]

= E[(dwt Qt

P t+Qt
)2] + E[(qtdt

√
V P t

P t+Qt
)2]

The last step is true because dwt is independent of the channel noise qt.

= ( Qt

P t+Qt
)2E[(dwt)2] + V P tQt

(P t+Qt)2
(dt)2 = ( Qt

P t+Qt
)2V dt

The last step is derived by neglecting the higher order term associated with (dt)2.
Apply the property of the Wiener process E[(dwt)2] = V dt.
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Combining the above with eq. (2.8), we get the differential form in eq. (2.16). The derivation
for the initial condition is as follows:

E[(x0 − ḡ∗(0, y0))2] = E[(x0 − (x0
√

P 0

Λ0 + q0)
√

Λ0P 0

P 0+Q0 )2]

= E[(x0 Q0

P 0+Q0 − q0
√

Λ0P 0

P 0+Q0 )2]

= E[(x0 Q0

P 0+Q0 )2] + E[(q0
√

Λ0P 0

P 0+Q0 )2]

The last step is true because x0 is independent of the channel noise q0.

= ( Q0

P 0+Q0 )2Λ0 + Λ0P 0

(P 0+Q0)2
Q0 = Λ0Q0

P 0+Q0

which leads to the Σ∗0 term in eq. (2.16).

The simple form of the optimal encoder-decoder pair in eq. (2.13) and eq. (2.14) is
mainly due to the fact that the Gaussian distributed source innovation vt and Gaussian
channel noise qt are matched (see pp. 1152-1153 in Gastpar [14]). One can also observe from
eq. (2.14) that, when the transmission power is zero (i.e., P t = 0, no communication at all),
the differential decoder will propagate the state estimate x̂t in eq. (2.7) with g∗ = E[vt] = 0
and the MMSE is given by d

dt
Σ∗t = 2atΣ∗t + V as derived in [21]. The reduction from V to

V ( Qt

P t+Qt
)2 in eq. (2.16) can be viewed as the benefit when the encoder communicates vt to

the decoder.

2.1.2 Multiple-Access Channel Formulation

In this subsection, we extend the one-to-one channel formulation in Subsection 2.1.1 to a
multiple-access channel formulation. There are two main differences: 1) n ∈ N, n ≥ 2 scalar
linear processes are observed by n encoders individually which produce n channel inputs
into a multiple-access AWGN channel; and 2) a single decoder reads the channel output and
produces a vector of estimates for all n source processes in real-time. We are looking for
an optimal set of encoders and decoder that achieves Minimum Sum of MSE (MSMSE) for
tracking all the source processes. Figure 2.2 illustrates this formulation for n = 2.

Similar to the Itô process defined in eq. (2.1), each source process xti, i = 1, ..., n, is a
scalar linear continuous-time process described by the stochastic differential equation:

dxti = atix
t
idt+ dwti , x

0
i ∼ N(0,Λ0

i ) (2.17)

where t ∈ [0, 1] is the time, xti ∈ R is the process state, ati ∈ R is the amplification factor,
and wti ∈ R is a Wiener process that steers the i-th source process. For 0 ≤ s < t ≤ 1,
wti −wsi ∼ N(0, Vi(t− s)) for Vi > 0. This Wiener process wti is equipped with a generalized
sense of derivative d

dt
wti , denoted as the i-th innovation process vti ≡ d

dt
wti . This white

Gaussian process vti has E[vti ] = 0 and E[vtiv
s
i ] = Viδ(t − s), for t, s ∈ (0, 1]. Within the n

sources, for the same time index t ∈ (0, 1] the vti can be correlated with vtj for i, j = 1, ..., n
with the correlation coefficient ρtij, i 6= j, and −1 ≤ ρtij ≤ 1. The initial condition x0

i is
assumed to be zero-mean and Gaussian distributed with variance Λ0

i > 0. Among n sources,
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Figure 2.2. Analyzed multiple-access channel formulation: the real-time tracking of
n = 2 linear processes over an AWGN channel without feedback

the initial condition x0
i can be correlated with x0

j for i, j = 1, ..., n with the correlation
coefficient ρ0

ij, i 6= j, and −1 ≤ ρ0
ij ≤ 1. The probability measure induced by each source xti

is similar to that of the single source xt in Subsection 2.2.1.

Each source process xti, i = 1, ..., n, is observed perfectly by the i-th causal measurable
encoder function fi which produces uti ∈ R as the i-th input to the AWGN channel. Let
fi : [0, 1]×C → R be causal, i.e., fi is not only B ⊗ Γ measurable but also measurable with
respect to Γt for each fixed t ∈ [0, 1). The encoder fi can be parameterized as:

uti = fi(t, x
[0,t]
i ) (2.18)

where x
[0,t]
i represents the trajectory of the i-th source process as the full history up to time

t. Note that the information structure of our formulation only allows the i-th encoder to
observe the i-th source process.

The AWGN channel output is the superposition of the sum of the channel inputs
∑n

i=1 u
t
i

and the channel noise qt:

yt =
n∑
i=1

uti + qt (2.19)

where yt ∈ R is the channel output at time t, and qt ∈ R is a white Gaussian noise process
independent of x0

i , i = 1, ..., n, w
[0,1]
i , i = 1, ..., n, and v

(0,1]
i , i = 1, ..., n. The noise process

qt has E[qt] = 0 and E[qtqs] = Qtδ(t − s), Qt > 0, for t, s ∈ [0, 1]. The channel output
yt is observed by the decoder g to produce a vector of estimates of xti, i = 1, ..., n. Let
g : [0, 1] × C → Rn×1 be causal, i.e., g is not only B ⊗ Γ measurable but also measurable
with respect to Γt for each fixed t ∈ [0, 1). The decoder g can be parameterized as:

[x̂t1, ..., x̂
t
n]′ = g(t, y[0,t]) (2.20)
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where each x̂ti ∈ R is the estimate of xti and y[0,t] is the full history of observed channel
outputs up to time t.

The cost function J(n) is defined over a finite time horizon t ∈ [0, 1]:

J(n) ≡
∫ 1

0

n∑
i=1

E[|xti − x̂ti|2]dt (2.21)

where n is the number of source processes and the expectation is taken with respect to the
probability measure of the initial condition x0

i , i = 1, ..., n, the Wiener processes w
[0,1]
i , i =

1, ..., n, and the channel noise process q[0,1]. With a given set of encoders-decoder, the
MSE E[|xti − x̂ti|2],∀i can be calculated for each t. This cost function J(n) ∈ R, J(n) ≥ 0
is essentially the Lebesgue integral of the sum of all the real-time tracking MSE over the
unit time interval [0, 1]. The subscript in J(n) denotes that this multiple-access formulation
considers the tracking of n sources, which is different from the cost function in eq. (2.5).

We define an optimization problem based on the cost function J(n) in eq. (2.21). It is
to find the set of encoders and decoder for t ∈ [0, 1], denoted as {f1, ..., fn, g}, such that the
cost function J(n) is minimized:

{f ∗1 , ..., f ∗n, g∗} = arg min
E[|uti|2]≤P ti ,∀i,∀t∈[0,1]

J(n) (2.22)

where f ∗i is the optimal encoder for the i-th source, g∗ is the optimal decoder, and P t
i <∞

is the finite power constraint on uti, the channel input producing the i-th encoder, at time

t ∈ [0, 1], and the total energy is also finite:
∑n

i=1

∫ 1

0
P t
i dt <∞. Again, the finite power and

energy constraints avoid the degenerate solution mentioned in Subsection 2.1.1.

Preliminaries for the Multiple-Access Channel Formulation

Let xt ≡ [xt1, ..., x
t
n]′ denote the vector of the source states and similarly wt ≡ [wt1, ..., w

t
n]′.

The source processes can then be described by the stochastic differential equation:

dxt = atxtdt+ dwt (2.23)

with at ≡ diag(at1, ..., a
t
n) where diag represents a diagonal matrix with the indicated diagonal

elements.

Let ḡ : [0, 1] × C → Rn×1 be causal, i.e., ḡ is not only B ⊗ Γ measurable but also
measurable with respect to Γt for each fixed t ∈ [0, 1). We define a differential decoder for
the real-time estimate x̂t ≡ [x̂t1, ..., x̂

t
n]′ by the stochastic differential equation:

dx̂t = atx̂tdt+ ḡ(t, y[0,t])dt, x̂0 = ḡ(0, y0) (2.24)

where at is the same amplification factor in eq. (2.23) and the function ḡ(t, y[0,t]) produces
the n× 1 vector that steers the evolution of x̂t, the decoder output.

Lemma 2.1.8: Given the multiple-access real-time tracking formulation in (2.22), there
is no loss of optimality (in the MSMSE sense for each t ∈ [0, 1]) by assuming the differential
decoder in eq. (2.24).
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Proof : Similar to the proof of Lemma 2.1.1. The differential form of eq. (2.24) is MSMSE
optimal according to the nonlinear filtering analysis by Clark [11], Frost and Kailath [12],
and Lo [17].

Theorem 2.1.9: Let Σt ≡ E[(xt − x̂t)(xt − x̂t)′] denote the tracking error covariance
matrix at time t. The optimal error covariance Σ∗t (in the MSMSE sense) can be described
by the differential equation:

dΣ∗t = 2atΣ∗tdt+ E[Ψt(Ψt)′] (2.25)

where Ψt ≡ dwt− ḡ∗(t, y[0,t])dt. The vector wt is the vector of Wiener processes as defined in
eq. (2.23). The function ḡ∗(t, y[0,t]) is the optimal differential decoder with the form defined
in eq. (2.24).

Proof : Let et ≡ xt − x̂t denote the error vector. We get the differential equation of et

based on eq. (2.23) and eq. (2.24):

det = atetdt+ dwt − ḡ(t, y[0,t])dt. (2.26)

With eq. (2.26) and the definition Σt = E[et(et)′], the differential of Σ∗t with the optimal
differential decoder ḡ∗ can be expressed as eq. (2.25) using the similar arguments in the
proof of Theorem 2.1.2.

Theorem 2.1.10: Let tr(·) denote the trace of the input matrix. Given the multiple-
access real-time tracking formulation in (2.22), the optimal differential decoder ḡ∗ that
achieves the Minimum Sum of MSE (MSMSE) tr(Σ∗t) can be expressed, for t ∈ (0, 1],
as:

ḡ∗(t, yt) = E[vt|yt] (2.27)

where the innovation vector vt ≡ [vt1, ..., v
t
n]′. One set of optimal form of encoders is the

innovation encoders: for t ∈ (0, 1], f̄ ∗i (t, vti), i = 1, ..., n. For the initial condition, t = 0: one
optimal decoder is ḡ∗(0, y0) = E[x0|y0], and one optimal form of the encoders is f̄ ∗i (0, x0), i =
1, ..., n.

Proof : Based on the differential form of Σ∗t in eq. (2.25) and similar arguments as in
the proof of Corollary 2.1.3, to achieve MSMSE tr(Σ∗t), ḡ∗(t, y[0,t])dt = E[dwt|y[0,t]] and thus
ḡ∗(t, y[0,t]) = E[ d

dt
wt|y[0,t]]. Since vti ≡ d

dt
wti ,∀i, we get ḡ∗(t, y[0,t]) = E[vt|y[0,t]]. Based on the

arguments in the proof of Lemma 2.1.5, ḡ∗(t, y[0,t]) = E[vt|yt] due to causality. Since the
i-th source innovation can only be observed by the i-th encoder, one optimal set of encoders
is for each encoder to focus on delivering the innovation vti at each time t as in the proof of
Lemma 2.1.5. The initial condition at t = 0 follows similarly.

Theorem 2.1.10 says that, at each t, the i-th encoder can focus on communicating vti
to the decoder. However, how to design optimal encoders to communicate vti over a shared
channel to the decoder is an on-going research [25,26]. In the following, we study a simple
case of tracking two identical linear sources and apply recent results in [25] to get the optimal
encoders and the optimal tracking performance.
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Tracking Two Identical Linear Sources over a Shared AWGN Channel

In this subsection, we assume the same multiple access tracking formulation with two
identical linear sources and the same power constraint: ∀t, at1 = at2 = at, P t

1 = P t
2 = P t, V1 =

V2 = V , and Λ0
1 = Λ0

2 = Λ0. Theorem 2.1.11 characterizes the optimal encoders when the
Signal-to-Noise Ratio (SNR) P t/Qt is within a range decided by the source correlation factor
ρt (see eq. (2.28)). The optimal encoder of the i-th source uses the uncoded transmission of
the source innovation vti , i = 1, 2, i.e., a linear scaling of the innovation to match with the
power P t. The optimal MSMSE is given in Corollary 2.1.12.

Theorem 2.1.11: For the real-time tracking problem in (2.22) with two identical linear
sources and, ∀t ∈ [0, 1],

0 <
P t

Qt
<

|ρt|
1− |ρt|2

, (2.28)

one pair of optimal encoder functions f̄ ∗1 , f̄ ∗2 , and the associated differential decoder ḡ∗ (as
defined in eq. (2.24)) can be expressed, for t ∈ (0, 1], as,

f̄ ∗i (t, vti) = vti

√
P t

V
, i = 1, 2, (2.29)

and

ḡ∗(t, yt) = yt
√
V P t(1 + |ρt|)2

2P t(1 + |ρt|) +Qt
[1, 1]′. (2.30)

For the initial condition, t = 0, the optimal form can be written as f̄ ∗0i (x0
i ) = x0

i

√
P 0

Λ0 , i = 1, 2

and ḡ∗0(y0) = y0
√

Λ0P 0(1+|ρ0|)2
2P 0(1+|ρ0|)+Q0 [1, 1]′.

Proof : Based on Theorem 2.1.10, the optimal encoder can focus on transmitting the
source innovation vti for each t. With the analysis by Lapidoth and Tinguely [25] (see
specifically pp. 2720-2722 and Corollary IV.1 and IV.3), as long as the SNR P t/Qt satisfies
eq. (2.28), the uncoded transmission of innovation in eq. (2.29) is optimal to minimize
the distortion for each t. The optimal decoder in eq. (2.30) is the conditional expectation
(see pp. 2729 in [25]) given the encoders in eq. (2.29). The initial condition t = 0 follows
similarly.

Corollary 2.1.12: For the real-time tracking problem in (2.22) with two identical linear
sources, and ∀t ∈ [0, 1], SNR P t/Qt satisfies eq. (2.28), the optimal cost J∗(2) achievable is
given by

J∗(2) = 2

∫ 1

0

Σ∗tdt (2.31)

where Σ∗t can be described by the differential equation:

d

dt
Σ∗t = 2atΣ∗t + V

P t(1− |ρt|2) +Qt

2P t(1 + |ρt|) +Qt
,Σ∗0 = Λ0P

0(1− |ρ0|2) +Q0

2P 0(1 + |ρ0|) +Q0
. (2.32)

Proof : Based on Theorem 2.1.11 and Theorem 2.1.9, the achieved MSMSE can be
described as the differential form in eq. (2.32). The derivation of the distortion of vti for
each t can be found on pp. 2722 of [25]. The initial condition t = 0 follows similarly.
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When the SNR P t/Qt does not satisfy the condition in eq. (2.28), the form of the optimal
encoder is still under investigation, e.g., see [25,26]. We provide the upper and lower bounds
on the optimal real-time tracking performance.

Theorem 2.1.13: For the real-time tracking problem in (2.22) with two identical linear
sources, when the SNR P t/Qt does not satisfy the condition in eq. (2.28), the optimal cost
J∗(2) achievable is upper and lower bounded by

2

∫ 1

0

Σ∗tdt ≤ J∗(2) ≤ 2

∫ 1

0

Σ
∗t
dt (2.33)

where Σ
∗t

can be described by the differential equation:

d

dt
Σ
∗t

= 2atΣ
∗t

+ V
P t(1− |ρt|2) +Qt

2P t(1 + |ρt|) +Qt
,Σ
∗0

= Λ0P
0(1− |ρ0|2) +Q0

2P 0(1 + |ρ0|) +Q0
, (2.34)

and Σ∗t can be described by the differential equation:

d

dt
Σ∗t = 2atΣ∗t + V

√
Qt(1− |ρt|)2

2P t(1 + |ρt|) +Qt
,Σ∗0 = Λ0

√
Q0(1− |ρ0|)2

2P 0(1 + |ρ0|) +Q0
. (2.35)

Proof : This result is based on Theorem 2.1.10 and the analysis in [25] (see specifically

Corollary IV.1 and IV.3): The upper bound Σ
∗t

can be achieved by uncoded transmission
for each t as in Theorem 2.1.11. The lower bound Σ∗t can be achieved by a joint encoder
function that takes both source innovations as input.

It is not yet known theoretically how close a distributed encoder design (i.e., each encoder
only observes the corresponding source innovation) can approach the lower bound. However,
some distributed encoders have been proposed to approach this bound for high SNR [25,26].

2.1.3 Short Summary

We first analyzed the real-time tracking MMSE of a scalar linear continuous-time source
over a scalar AGWN channel without channel feedback. With the Gaussian distributed
source innovation, the optimality of the linear innovation encoder and associated optimal
tracking performance are proven for the one-to-one channel case. We then extend the one-
to-one channel formulation to the case of tracking multiple sources over a shared AWGN
channel and provideda stronger results for the case of tracking two identical linear sources.
Our formulation can be considered as the continuous-time, continuous-state counterpart
of the real-time tracking formulation by Teneketzis [9]. As a corollary, we show that it
is impossible to achieve finite asymptotic MSE for real-time tracking an unstable process
without feedback.
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2.2 Real-Time Tracking over an Unreliable Channel:

A Discrete-Time Continuous-State Approach with

a Queueing Framework

In this section, we examine the problem of real-time tracking of an unstable, scalar, linear
time-invariant (LTI) dynamical system over an unreliable queueing network. By unreliable,
we mean that the transferred information could be corrupted and, even with re-transmission
mechanisms, information delivery time (from the sender to the receiver) still has randomness.
This kind of real-time tracking or control problem is well established in the literature, e.g.,
[3,4,9,38]. The multiple access problem is less well understood and current in the literature
[8,37,41] with different assumptions on the network. [34,6,35] assume that state information
(a real number) can be transferred by a packet without distortion. In this section, we remove
this unrealistic assumption and try to understand how a network delay distribution impacts
the bit stream the stability of real-time tracking.

Unlike the literature [4], we model an unreliable network with a G/G/1-∞ communica-
tion server (see Figure 2.3). This communication server handles network unreliability and
re-transmits lost information based on network feedbacks. We do this to make the multiple
access case more tractable. Another reason for this approach is that there are well defined
statistical procedures to obtain the G/G/1-∞ queue model, e.g., [28,29,30], and its practical
application to model a TCP/IP connection over Internet [30]. Unlike [4], we also assume sep-
aration of source and channel coding and have no analysis of the associated loss of optimality.
However, under these assumptions, we are able to obtain necessary and sufficient conditions
for stable tracking and use them to analyze a slotted wireless channel with different multiple
access protocols.

More precisely, our results are as follows. The stability condition for real-time stable
tracking of an unstable, scalar, LTI system is a bound on the entropy rate of the process.
This bound is a function of the moment to be stabilized, encoder efficiency, quantization
accuracy, and network parameters. This bound is sufficient under all load conditions. This
bound is tight in the following sense: if the network is heavily utilized, this bound must be
satisfied for stable tracking. Finally, we show how to use this stability bound to track multiple
dynamical systems over a slotted wireless channel. For three commonly used channel access
protocols, we give stability bounds based on the source entropy rate.

The contributions of this work are a framework with G/G/1-∞ queue, that covers many
real-time tracking applications built on today’s queue-based networking devices, and our
quantitative discussion on stability conditions for real-time tracking over a multiple-access
channel. Note that, there are practical reasons to develop a theoretical understanding of
tracking unstable systems over multiple access networks. For our engineering work on track-
ing neighboring vehicles via a shared wireless channel, see [39,40,41]. Similar problems arise
in the formations of UAVs (unmanned aerial vehicles), e.g., [5,32].

The organization of this section is as follows: Subsection 2.2.1 describes our problem for-
mulation and main results. Subsection 2.2.2 is devoted to the analysis of three channel access
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Figure 2.3. Proposed model for tracking over an unreliable network.

schemes for multiple-access networks. Subsection 2.2.3 provides the proofs and derivations.
Subsection 2.2.4 summarizes this section.

2.2.1 Problem Formulation

In this subsection, we formulate the problem of tracking over an unreliable network (see
Figure 2.3) and our main results on stable tracking. We start by stating definitions and
properties from [27] for targeted unstable LTI process.

Definitions and Preliminaries

Def. 2.2.1: For a continuous random variable X with density function f(x), if f(x) is
Riemann integrable, differential entropy is defined as

h(X) ≡ −
∫
S

f(x) log2 f(x)dx (2.36)

where S is the support set of the random variable X.

Def. 2.2.2: For a random process X = {X t}, t ∈ N, its joint entropy h(X t, X t−1, ..., X1)
in a recursive form by the chain rule is

h(X t, X t−1, ..., X1) =
t∑
i=1

h(X i|X i−1, ..., X1). (2.37)

Def. 2.2.3: Our definition for unstable scalar linear time-invariant (LTI) process X =
{X t} with X t ∈ R, X1 = 0,

X t = a×X t−1 + εt−1 (2.38)

where amplification factor |a| > 1 and εt is i.i.d. bounded noise process such that |εt| ≤ W
almost surely for some W ∈ R+. This bounded noise assumption follows [3,4].

For the process (2.38), its conditional entropy for each t can be simplified to be
h(X t|X t−1, ..., X1) = h(X t|X t−1) since it has a Markov structure.

Def. 2.2.4: Entropy rate for a process X = {X t} is defined as the asymptotic conditional
entropy:

h′(X ) ≡ lim
t→∞

h(X t|X t−1, ..., X1). (2.39)

22



If we divide R (the domain of X t) into bins of length ∆ = 2−ρ such that ρ ∈ {0, 1, 2, ...},
i.e., ρ-bit quantization, the required number of bits is on the average ∼= h′(X )+ρ to describe
this process at each moment t as ∆ is sufficiently small (by applying weak law of large
number like the technique used in [27] for Asymptotic Equi-Partition).

Proposed Queueing Model for Remote Tracking

Figure 2.3 illustrates our proposed framework for tracking over a G/G/1-∞ queued com-
munication system. We assume there is an unstable LTI process (2.38) serving as information
source; the encoder releases state information at each moment and pushes those bits into a
queue, waiting to be transmitted to the remote estimator via an unreliable network.

For the estimator to track the unstable process {X t} in real-time, bits are transmitted

in the FIFO (first-in-first-out) order such that estimated states {X̂ t} could be sequentially
produced. If f represents the encoder function and g represents the estimator function, we
require that, when there is no delay in the system, the encoder-estimator pair (f, g) must
satisfy:

{x̂t} = g(f({xt})) and |x̂t − xt| ≤ ∆ = 2−ρ,∀t. (2.40)

At any time t, based on received information so far, this real-time estimator is forced to
produce its best estimates {x̂t} up to current time index t. Due to the delay introduced in
the network, the real-time tracking error could be larger than ∆.

A causal encoder has access to the observed process history X = {X t} and produces a
bit stream into the queue. Let νt(X ) represent the number of bits produced while encoding
xt given {xt−1, ..., x1} where {xt, ..., x1} is one sample path (realization) of X = {X t, ..., X1}.
To satisfy the encoder-estimator pair (f, g) in (2.40), EX [νt(X )] ≥ h′(X ) + ρ ≥ log2 |a| + ρ
bits to achieve ∆ = 2−ρ quantization accuracy (see [27], pp. 112-114). Let β ∈ (0, 1] denote
the efficiency of this encoder:

β ≡ h′(X )

EX [νt(X )]− ρ
where β = 1 is the optimal case: EX [νt(X )] = h′(X ) + ρ. We will use this specific definition
of coding efficiency in our discussion throughout this section.

In [4], a fixed rate and a variable rate source codes for encoding the unstable LTI (2.38)
have been proposed and both satisfy the requirement of (2.40). In general, the existence
of such an encoder-estimator pair depends on the structure of the targeted LTI process
and it needs to be analyzed in the future. For this work, we assume the existence of an
encoder-estimator pair that satisfies (2.40).

Stability Bound on Entropy Rate

Here, we state our main results. The proofs are in Subsection 2.2.3. We consider a
bit communication server in this subsection and then generalize it later in Subsection 2.2.2.
Theorem 2.2.1 gives a stability bound on the entropy rate for real-time tracking via an
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unreliable network. Corollary 2.2.1 comments on the trend of this bound with respect to
stability requirement, encoder efficiency, quantization accuracy, server performance.

Theorem 2.2.1: Stability bound on entropy rate for bit communication sys-
tems. Given bit service rate µbs > 0, bit service time variance σ2

bs > 0 of a communication
system with a FIFO queue of infinite buffer, an unstable LTI process (2.38) X = {X t}, an

encoder with quantization ∆ = 2−ρ and efficiency β such that it produces bit rate (h
′(X )
β

+ρ)

and inter-bit time variance σ2
bt ≥ 0. If (h

′(X )
β

+ ρ) ↑ µbs (i.e., high utilization of the server),
for η > 0,

h′(X ) < Ωb ⇒ Pr(|x̂t − xt|η <∞) = 1 (2.41)

and
h′(X ) < Ωb ⇐ E[|x̂t − xt|η] <∞ (2.42)

where, by letting ξ ≡ σ2
bs + σ2

bt, the entropy bound Ωb is given by

Ωb = β × {(ηρξ(ln 2) + µ−1
bs )2 + ηξ(ln 4)(1− ρµ−1

bs − ηρ2ξ ln 4)}−2 − (ηρξ(ln 2) + µ−1
bs )

ηξ ln 2
(2.43)

Else if 0 < (h
′(X )
β

+ ρ)� µbs, above is weakened to a sufficient condition,

h′(X ) < Ωb ⇒ Pr(|x̂t − xt|η <∞) = 1. (2.44)

For the special case µbs > 0 and σ2
bs = σ2

bt = 0, as long as 0 < (h
′(X )
β

+ ρ) < µbs,

Pr(|x̂t − xt|η <∞) = 1 for any η > 0 for all t.

This Ωb in (2.43) serves as a stability bound on the entropy rate h′(X ). This result is very
useful since µbs and σ2

bs can be measured empirically for many bit communication systems.
Given a communication system and the unstable LTI process, one can use this bound to
check if designed encoder can support real-time tracking with desired stability.

Corollary 2.2.1: Properties of the stability bound. For the communication system
and unstable LTI process described in Theorem 2.2.1, if we focus on stability instead of
quantization accuracy and let ∆ = 20, i.e., ρ = 0, the stability bound Ωb in (2.43) can be
simplified to

Ωb(η, β, µbs, ξ) = β × (1 + ηµ2
bsξ ln 4)

1
2 − 1

ηµbsξ ln 2
(2.45)

which has following properties:

1. 0 ≤ Ωb(µbs) < µbs;

2. η̂ > η̌ ⇔ Ωb(η̂) < Ωb(η̌), i.e., η ↑,Ωb ↓;

3. β̂ > β̌ ⇔ Ωb(β̂) > Ωb(β̌), i.e., β ↑,Ωb ↑;

4. µ̂bs > µ̌bs ⇔ Ωb(µ̂bs) > Ωb(µ̌bs), i.e., µbs ↑,Ωb ↑;

5. ξ̂ > ξ̌ ⇔ Ωb(ξ) < Ωb(ξ), i.e., ξ ↑,Ωb ↓;
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for the range: η > 0, µbs > 0, ξ = σ2
bs + σ2

bt > 0, and 0 < β ≤ 1. Note that these properties
also hold for any ρ > 0.

That is, this bound Ωb must be smaller than µbs, the service rate of the communication
server. With a higher stability requirement η, this bound becomes smaller and thus further
limits the entropy rate. With a higher coding efficiency β, this bound becomes lager. As the
variance of the encoder’s bit rate or service time variance increases, i.e., as ξ increases, this
bound decreases.

2.2.2 Tracking over a Multiple-Access Network

Modern networking devices exchange information in a series of packets, i.e., bundles of
bits, instead of a bit stream directly. In this subsection, we restrict our attention to the case
∆ = 20 as in Corollary 2.2.1 for ease of discussion.

In addition, for the packet stream produced by the encoder, inter-packet time variance
is assumed to be much less than this network delay variance. That is, we assume network
delay creates more randomness than the burstiness produced by the encoder (e.g., the fixed
rate source code in [4]). This assumption helps simplify our Theorem 2.2.2 and our following
discussions on tracking over a multiple-access channel.

Packet-Switched Formulation

We state a stability result for tracking an unstable LTI process (2.38) via a packet-
switched network. The results can be extended to cases with ρ > 0.

Theorem 2.2.2: Stability bound on entropy rate for packet-switched systems.
Given packet size L bits, packet service rate µps > 0, packet service time variance σ2

ps > 0
of a packet-switched system with a FIFO queue of infinite buffer, an unstable LTI process
(2.38), an encoder with quantization ∆ = 20 and efficiency β such that it produces packet

rate h′(X )/(βL) and inter-packet time variance σ2
pt � σ2

ps. If h′(X )
βL
↑ µps (i.e., high utilization

of the server), for η > 0,

h′(X ) < Ωp ⇒ Pr(|x̂t − xt|η <∞) = 1 (2.46)

and
h′(X ) < Ωp ⇐ E[|x̂t − xt|η] <∞ (2.47)

where

Ωp(η, β, µps, σ
2
ps) = βL×

(1 + ηµ2
psσ

2
ps × ln 4)

1
2 − 1

ηµpsσ2
ps × ln 2

. (2.48)

Else if 0 < h′(X )
βL
� µps, above is weakened to a sufficient condition,

h′(X ) < Ωp ⇒ Pr(|x̂t − xt|η <∞) = 1. (2.49)
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Figure 2.4. Theorem 2.2.2 can be applied to tracking over whatever inter-connected
network as long as µps and σ2

ps can be empirically measured. One possible solution is
to perform remote tracking by unitizing a TCP/IP connection over Internet.

This stability bound Ωp (13) has the same properties listed in Corollary 2.2.1. For the

special case µps > 0 and σ2
pt = σ2

ps = 0, as long as 0 < h′(X )
βL

< µps, Pr(|x̂t − xt|η < ∞) = 1
for any η > 0 for all t.

Figure 2.4 illustrates remote tracking over an inter-connected network. As long as µps
and σ2

ps of the communication server can be measured, we can calculate this bound Ωp and
understand what level of stability is achievable for tracking over the particular network.

Assumptions for Modeling a Slotted Wireless Channel

Our preliminary analysis [41] indicates that different channel access protocols have huge
impacts on tracking MSE (mean squared error) and stability over a shared channel. as the
model of a slotted wireless medium in [23], we use following assumptions in stability analysis
of three channel access protocols:

Channel data rate and slot: Let raw channel data rate be C bits per unit time, the
packet size be L bits, and a slot length of shared wireless medium be ζ = L/C.

Ternary feedback: At each time slot, the shared channel is assumed to provide instant
feedback to all nodes, indicating either a success of transmission, failure (due to either a
collision or channel error), or an idle slot.

Erasure probability: Even if a node wins channel access, its packet might still be erased
by the lossy channel with PER (Packet Error Rate) τp during transmission, τp = 1−(1−τb)L
where τb is the BER (Bit Error Rate) of physical layer modulation to support data rate C.

Re-Tx strategy: A bit within a packet can only be decoded after the whole packet is
successfully received. Otherwise, the whole packet will be re-transmitted by the server. The
packet header and redundancy bits are assumed to be negligible compared to its payload.
On the receiver side, packets will be unpacked and fed into the estimator.

No hidden terminal: There are a fixed number of n ≥ 2 nodes. All nodes are assumed
to be within transmission range and can hear each other.
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Stability Bounds for Three Channel Access Protocols

Three types of channel access schemes, i.e., decentralized, centralized, and hybrid cases,
are described below and analyzed for their stability bounds Ωp using (2.48).

Probabilistic (random access): This is a decentralized scheme. For j = 1, 2, ..., n,
node j broadcasts its own state information with a fixed probability pj at each time slot.
Its channel access time is a geometric random variable with success probability of (1 −
τp)pj

∏
i 6=j(1 − pi). One can get packet service rate µps(P, j) and service time variance

σ2
ps(P, j) for the j-th node:

µps(P, j) = (1− τp)pj
∏
i 6=j

(1− pi)× ζ−1 (2.50)

and

σ2
ps(P, j) =

1− (1− τp)pj
∏

i 6=j(1− pi)
(1− τp)2p2

j

∏
i 6=j(1− pi)2

× ζ2. (2.51)

If we further assume homogeneous nodes, pj = p, ∀j, packet service rate µps(P ) and
service time variance σ2

ps(P ) are given by

µps(P ) = (1− τp)p(1− p)n−1 × ζ−1 (2.52)

and

σ2
ps(P ) =

1− (1− τp)p(1− p)n−1

((1− τp)p(1− p)n−1)2
× ζ2. (2.53)

It can be shown that p = 1/n maximizes µps(P ) and minimizes σ2
ps(P ) at the same time.

From Corollary 2.2.1, we know p = 1/n also maximizes Ωp in (2.48) given η and β.

From (2.50), (2.51), we can get the stability bound Ωp(P, j) for this decentralized channel
access scheme:

Ωp(P, j) = βT (P, j)
(1 + η(1− (1− τp)pj

∏
i 6=j(1− pi))× ln 4)

1
2 − 1

η(1− (1− τp)pj
∏

i 6=j(1− pi))× ln 2
(2.54)

where T (P, j) = C × (1− τp)pj
∏

i 6=j(1− pi) is the effective bit throughput for the j-th node.

Deterministic (scheduling): As a centralized scheme, this design refers to the weighted
round-robin scheduling to serve each node. Let φj ∈ [0, 1] be the portion of channel usage
time for node j such that φ−1

j ∈ N and
∑n

j=1 φj = 1. The channel access time for node j is a

geometric random variable with success probability of (1− τp) at every other φ−1
j slots. One

can get packet service rate µps(D, j) and service time variance σ2
ps(D, j) for the j-th node:

µps(D, j) = φj(1− τp)× ζ−1 (2.55)

and
σ2
ps(D, j) =

τp
φ2
j(1− τp)2

× ζ2. (2.56)
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If we further assume homogeneous nodes, φj = 1/n,∀j, the same packet service rate

µps(D) = 1−τp
nζ

and service time variance σ2
ps(D) = τpn2

(1−τp)2
× ζ2 for all nodes. From (2.55),

(2.56), we can get the stability bound Ωp(D, j) for this centralized channel access scheme:

Ωp(D, j) = βT (D, j)
(1 + ητp × ln 4)

1
2 − 1

ητp × ln 2
(2.57)

where T (D, j) = C × φj(1− τp) is the effective bit throughput for the j-th node.

Hybrid (grouped channel access): As a combination of the two previous schemes, this
design bundles homogeneous nodes into one group and scheduled communication instants
are given to different groups separately. Within the same group, nodes contend for channel
access.

Assume that there are θ groups, the number of nodes in the r-th group, r = {1, 2, ..., θ},
is denoted as mr such that

∑θ
r=1mr = n. Since all nodes in the r-th group are assumed to

be homogeneous, the communication probability for each node is given by pr = 1/mr when
this group r is scheduled to use the channel. Otherwise, pr = 0 while certain other group is
assigned to use the channel.

Let φr ∈ [0, 1] be the portion of channel usage time for the r-th group such that φ−1
r ∈ N

and
∑θ

r=1 φr = 1. For a node in group r, its channel access time is a geometric random
variable with success probability of (1− τp)pr(1− pr)mr−1 at every other φ−1

r slots. One can
get packet service rate µps(H, r) and service time variance σ2

ps(H, r) for a node in the r-th
group:

µps(H, r) = (1− τp)pr(1− pr)mr−1φr × ζ−1 (2.58)

and

σ2
ps(H, r) =

1− (1− τp)pr(1− pr)mr−1

((1− τp)pr(1− pr)mr−1φr)2
× ζ2. (2.59)

From (2.58), (2.59), we can get the stability bound Ωp(H, r) for this hybrid channel access
scheme:

Ωp(H, r) = βT (H, r)
(1 + η(1− (1− τp)pr(1− pr)mr−1)× ln 4)

1
2 − 1

η(1− (1− τp)pr(1− pr)mr−1)× ln 2
(2.60)

where T (H, r) = C × φr(1 − τp)pr(1 − pr)mr−1 is the effective bit throughput for a node in
the r-th group.

From the form of (2.54), (2.57), (2.60), we see the bound Ωp is proportionate to the
effective bit throughput T , which depends on data rate C, the portion of channel usage time
φ, and PER τp. These bounds and Theorem 2.2.2 together provide conditions for stable
real-time tracking using these channel access protocols.

2.2.3 Derivations and Proofs

In this subsection, we present lemmas and proofs for the results in Subsections 2.2.1 and
2.2.2.
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Def. 2.2.5: Chernoff type delay random variable q with decay rate α, ∃M > 0,
∃δ ∈ (0, 1), satisfies below inequality for any k,

δ × 2−α×k ≤ Pr(q > k)

M
≤ 2−α×k. (2.61)

The FIFO queueing delay random variable has been shown to have this general form if
we assume general arrival and service time distributions G/G/1-∞ [29].

Fact 2.2.1: Kingman’s heavy-traffic approximation for G/G/1-∞ queue. Single
server with service rate µs, service time variance σ2

s , arrival rate λ, inter-arrival time variance
σ2
t , and a FIFO queue with infinite buffer. The waiting time in queue dominates end-to-end

delay under heavy traffic condition, i.e., when λ/µs ↑ 1, and this delay random variable q
has exactly an exponential distribution,

Pr(q > k) = exp(−k × 2(1− λ/µs)
λ(σ2

s + σ2
t )

). (2.62)

For non-heavy traffic condition, i.e., 0 < λ/µs � 1, there exists δ and M in the form (26)
such that decay rate α:

α ≥ log2 e×
2(1− λ/µs)
λ(σ2

s + σ2
t )
. (2.63)

See [28,29] for proof. In general, under non-heavy traffic condition, delay distribution
converges to zero faster (i.e., with a larger α value) than that under heavy traffic condition
for a FIFO queue.

Prop. 2.2.1: Given a stationary bit delay distribution qb in the form (2.61) with delay
rate α, the delay distribution qγ for a bundle of γ bits, γ ∈ N, has the same decay rate α.

Proof:

Pr(qγ > k) = 1− Pr(qγ ≤ k)
= 1− (Pr(qb ≤ k))γ = 1− (1− Pr(qb > k))γ

= a1 Pr(qb > k) + a2 Pr(qb > k)2 + ...+ aγ Pr(qb > k)γ

where ai are non-zero scalar coefficients, for i = 1, 2, ..., γ. We can see that the first term
a1 Pr(qb > k) dominates the decaying behavior of Pr(qγ > k). By plugging Pr(qb > k) of the
form (2.61) into (2.64), Pr(qγ > k) can be organized into the same form (26) with the same
α.

Since the same decay rate α works for either a single bit or a bundle of γ bits, from now
on, we ignore the actual delay distribution and use a general form (2.61) to understand how
decay rate α impacts the tracking error at estimator.

Prop. 2.2.2: Given a parameter Z and a stationary delay distribution of the form (2.61)
with decay rate α,

Ek[2
Z×k] <∞⇒ Z < α. (2.64)

Proof: If currently the latency between source and estimator is k, it means the delay
random variable q is at least larger than k, and its probability is given by Pr(q > k) in (2.61).
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Ek[2
Z×k] <∞

⇒
∑∞

k=0(2Z×k)× Pr(q > k) <∞
⇒
∑∞

k=0(2Z×k)× 2−α×k <∞
⇒
∑∞

k=0 2(Z−α)×k <∞
⇒ 2(Z−α) < 1
⇒ Z < α

Note that the expectation in (2.65) is taken with respect to the latency k.

Lemma 2.2.1: Given an unstable LTI process (2.38) with h′(X ), encoder efficiency β,
quantization size ∆ = 2−ρ, and a stationary delay distribution of the form (2.61) with decay
rate α, for η > 0,

h′(X ) < β(α/η − ρ)⇐ E[|x̂t − xt|η] <∞. (2.65)

Proof: Let νt(X ) represent the number of bits produced while encoding xt given
{xt−1, ..., x1}. Since the encoder efficiency is β, by our definition,

EX [νt(X )] = h′(X )/β + ρ > 0. (2.66)

Let {x̂t, ..., x̂1} represent the estimates of corresponding sample path (realization)
{xt, ..., x1}. If currently the latency between source and estimator is k, we denote estimated
states {x̂t, ..., x̂1} as {x̂t(k), ..., x̂t−k+1(k), x̂t−k(k), ..., x̂1(k)}. With (2.40), since the estimator
has received information bits up to time t− k, for 1 ≤ s ≤ t− k, |x̂s(k)− xs| ≤ ∆ = 2−ρ.

The supremum of |x̂t(k) − xt|, i.e., the maximum estimation error due to latency k, is
given by

supX |x̂t(k)− xt| ∼=
∏k−1

l=0 (2νt−l(X ))×∆ =
∏k−1

l=0 (2ν
t−l(X ))× 2−ρ = 2

∑k−1
l=0 (νt−l(X ))−ρ

which is the uncertainty space expanded by those delayed information bits. With-
out further information, the estimated state x̂t(k) is uniformly distributed over all possi-
ble bins, thus the probability of x̂t(k) falls in the i-th bin of quantization ∆i, for index

i ∈ {1, 2, ..., 2
∑k−1
l=0 νt−l(X )}, is given by

Pr(x̂t(k) ∈ ∆i) = (2
∑k−1
l=0 ν

t−l(X ))−1. (2.67)

Thus, we can calculate EX [|x̂t(k)− xt|], i.e., the expected tracking error over all possible
sample paths. By applying Jensen’s inequality,

EX [|x̂t(k)− xt|] ≥ D × 2EX [
∑k−1
l=0 ν

t−l(X )]

≥ D × 2EX [νt(X )]×k

where D is a constant. Similarly, for any η > 0, ∃D(η) ∈ R+ such that

EX [|x̂t(k)− xt|η] ≥ D(η)× 2EX [νt(X )]×k. (2.68)

Above expectation is taken with respect to the randomness of the process X = {X t},
and EX [|x̂t(k) − xt|η] is a function of latency k. Now take the expectation with respect to
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latency k, i.e., the time difference between source and estimator (due to re-transmission and
network delay),

E[|x̂t − xt|η] = Ek[EX [|x̂t(k)− xt|η]]

≥ D(η)× Ek[2EX [νt(X )]×k].(2.69)Apply Prop. 2 to (2.72), for η > 0,

E[|x̂t − xt|η] <∞⇒ Ek[2
EX [νt(X )]×k] <∞

⇒ EX [νt(X )] < α/η ⇒ h′(X ) < β(α/η − ρ).

We get desired result (2.66).

Lemma 2.2.2: Given an unstable LTI process (2.38) with h′(X ), encoder efficiency β,
quantization size ∆ = 2−ρ, and a stationary delay distribution of the form (2.61) with decay
rate α, for η > 0,

h′(X ) < β(α/η − ρ)⇒ Pr(|x̂t − xt|η <∞) = 1. (2.70)

Proof: Given {xt, ..., x1} and estimates {x̂t(k), ..., x̂t−k+1(k), x̂t−k(k), ..., x̂1(k)} for la-
tency k > 0 between source and estimator, from (2.68), we get below by applying Markov’s
inequality: for any π > 0,

Pr(supX |x̂t(k)− xt|η ≥ 2π)

= Pr((2η×
∑k−1
l=0 νt−l(X ))×∆η ≥ 2π)

= Pr(η ×
∑k−1

l=0 (νt−l(X ))− ηρ ≥ π)

= Pr(
∑k−1

l=0 (νt−l(X )) ≥ π/η + ρ) ≤ E[
∑k−1
l=0 νt−l(X )]

π/η+ρ

= EX [νt(X )]×k
π/η+ρ

=
(
h′(X )
β

+ρ)×k
π/η+ρ

≤ η
π
× 2(

h′(X )
β

+ρ)×k.

Now, we are ready to include the randomness of the stationary delay distribution in the
form of (2.61):

Pr(supX |x̂t − xt|η ≥ 2π)

=
∑t−1

k=0 Pr(supX |x̂t(k)− xt|η ≥ 2π)× Pr(q > k)

≤ η
π

∑t−1
k=0 2(

h′(X )
β

+ρ)×k × Pr(q > k)

≤ η
π

∑t−1
k=0 2(

h′(X )
β

+ρ)×k ×M × 2−α×k

= ηM
π

∑t−1
k=0 2((

h′(X )
β

+ρ)−α)×k

Since (h
′(X )
β

+ ρ) < α,
∑t−1

k=0 2((
h′(X )
β

+ρ)−α)×k <∞, and

Pr(supX |x̂t − xt|η ≥ ∞)
= limπ→∞ Pr(supX |x̂t − xt|η ≥ 2π)

≤ limπ→∞
ηM
π

∑t−1
k=0 2((

h′(X )
β

+ρ)−α)×k = 0.

Therefore, h′(X ) < β(α/η − ρ)⇒ Pr(|x̂t − xt|η <∞) = 1. We get desired result (2.73).

Proof of Thm. 2.2.1: From Fact 2.2.1, under heavy traffic condition, i.e., λ = (h
′(X )
β

+

ρ) ↑ µbs, with ξ = σ2
bs + σ2

bt, we have
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h′(X ) < β(α/η − ρ)

⇔ η
β
× h′(X ) < log2 e×

2(1−(h′(X )/β+ρ)/µbs)
(h′(X )/β+ρ)×ξ − ηρ

⇔ ηξ
2 log2 e

(h
′(X )
β

)2 + ( 1
µbs

+ ηρξ
log2 e

)h
′(X )
β

< 1− ρ
µbs
− ηρ2ξ

2 log2 e

and thus we get the bound Ωb in (8). From Lemmas 2.2.1 and 2.2.2, we get the necessary
and sufficient conditions in (2.41) and (2.42). For non-heavy traffic condition, i.e., 0 <

(h
′(X )
β

+ ρ)� µbs,

h′(X ) < Ωb

⇔ ( η
β
× h′(X ) + ηρ) < log2 e×

2(1−(h′(X )/β+ρ)/µbs)
(h′(X )/β+ρ)×ξ ≤ α

⇒ ( η
β
× h′(X ) + ηρ) < α⇒ h′(X ) < β(α/η − ρ)

⇒ Pr(|x̂t − xt|η <∞) = 1

and we get the sufficient condition from Lemma 2.2.2.

Proof of Cor. 2.2.1: Property 1) can be shown by simple algebra. Property 3) is
obvious. Now, take partial derivatives of (2.45) with respect to η, µbs, and ξ:

∂Ωb
∂η

= β × (1+ηµ2bsσ
2
bs×ln 4)

1
2−1−ηµ2bsσ

2
bs×ln 2

η2µbsσ
2
bs×(1+ηµ2bsσ

2
bs×ln 4)

1
2×ln 2

,

∂Ωb
∂µbs

= β × 1−(1+ηµ2bsσ
2
bs ln 4)−

1
2

ηµ2bsσ
2
bs ln 2

,

∂Ωb
∂ξ

= β × (1+ηµ2bsξ×ln 4)
1
2−1−ηµ2bsξ×ln 2

ηµbsξ2×(1+ηµ2bsξ×ln 4)
1
2×ln 2

.

Given the considered range of (η, β, µbs, ξ), we get strictly ∂Ωb
∂η

< 0, ∂Ωb
∂µbs

> 0, ∂Ωb
∂ξ

< 0 and

thus properties 2), 4), 5). Note that ξ = σ2
bs + σ2

bt in (41).

Proof of Thm. 2.2.2: Apply Theorem 2.2.1 and Corollary 2.2.1.

2.2.4 Short Summary

We derive a condition for stable real-time tracking of an unstable, scalar, LTI dynamical
system. In particular, we use a G/G/1-∞ queue to model a broad class of unreliable net-
works. The communication server re-transmits lost information bits until they are received
by the estimator. The stability condition is a bound on the entropy rate of the unstable
process. The derived bound is a function of the moment to be stabilized, encoder efficiency,
quantization accuracy, and network parameters. Finally, we show how to use this bound for
stable real-time tracking of multiple dynamical systems over a slotted wireless medium using
three channel access protocols.
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Chapter 3

How Multiple Dynamical Systems
Should Track Each Other in
Real-Time over a Shared Channel

In this chapter, we address the question of how multiple dynamical systems should track
each other in real-time over a shared channel with the additional assumption that a real scalar
or a real vector can be delivered in a message with negligible distortion. This assumption
is valid since practical applications usually do not require infinite precision of the source
state. This assumption is dramatically different from that in Chapter 2 and used mainly
to model the packet-switched nature of modern communication networks. In Section 3.1
and Section 3.2, we model with a slotted ALOHA channel and multiple LTI (linear time-
invariant) dynamical systems. Non-adaptive channel access schemes are analyzed in Section
3.1 for the tracking stability and MSE (mean squared-error) tracking performance. Adaptive
(error-dependent) transmission control schemes are analyzed in Section 3.2.

With preliminary Matlab simulations, a comparison is made in Section 3.3 for decen-
tralized communication policies and a transmission rate control is proposed for intelligent
vehicles to broadcast state information and to track each other in real-time for active safety.
A microscopic traffic simulator and a network simulator are used to compare the tracking
performance of the proposed design and the currently proposed 100-millisecond beaconing
design. This error-dependent transmission rate control will be enhanced with a transmission
power control for vehicular safety communications in Chapter 4.

3.1 The Tracking Performance of Non-Adaptive Chan-

nel Access Schemes over a Slotted ALOHA

In recent years, many control applications of distributed systems are built on top of
networks for information exchange, such as AHS (Automated Highway Systems) and UAV
(Unmanned Aerial Vehicles). Those systems are called Networked Control Systems (NCSs)
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in which sensors, actuators, controllers communicate through a data network. In NCSs,
estimation is known to be a critical step, and its accuracy directly affects the control per-
formance. For example, imagine that there is a group of intelligent vehicles equipped with
wireless transceivers, traveling on the highway. Each vehicle can estimate neighboring ve-
hicles’ position and speed information, via a shared channel, and uses this information to
facilitate certain safety applications, such as collaborative collision avoidance and the elec-
tronic brake light system.

For control over lossy channel, a decade of research [3,4,5,32,42,43] shows that the right
approach is probably to insert a model-based estimator in between controller and the sensor.
If the channel does not deliver sensor measurements on time, the estimator uses its model to
provide the controller with its best estimate of the state. When measurements are success-
fully received, the estimator uses them to improve its estimate for the state of the remote
system. The controller is always fed by the estimator.

In NCSs, the question of how to use minimum bit rate to control/stabilize a system
through feedback was first introduced in [44,45]. Towards better modeling of today’s digital
networks, i.e. state information is transferred via packets instead of bit streams, the mini-
mum packet rate problem was investigated in [6,7,34,46]. In existing literature, estimation
problem is usually formulated as the sender-receiver pair with one-to-one channel scenario.
Channel losses are usually assumed to be independent events. However, this assumption is
not realistic for most multiple-access networks since a collision happens when more than one
node transmits data at the same time.

To better understand the performance of estimation/tracking over a multiple-access net-
work, we propose a framework and analyze MSE (mean squared error) of model-based es-
timation on top of slotted ALOHA [23], a simple multiple-access network. Specifically, we
compare the estimation performance of three channel access designs: 1) probabilistic design
that utilizes fully random access to the channel; 2) deterministic design in which nodes are
perfectly scheduled to transmit; and 3) hybrid design that is combined from probabilistic and
deterministic channel access. Among three communication methods, probabilistic channel
access is easier to implement in a decentralized fashion but would inevitably incur collisions.
On the other hand, deterministic scheme can avoid collisions by scheduling but it may require
out-of-band signaling for coordination or at least consensus among nodes. In our analysis,
asymptotic behavior and stability conditions for estimation MSE using those channel access
schemes are also derived.

The contribution of this study is its quantitative discussion on model-based estimation
in a multiple-access channel setting. The organization of this section is the following: Sub-
section 3.1.1 states related work, and Subsection 3.1.2 describes our problem formulation.
Subsection 3.1.3, 3.1.4, and 3.1.5 are devoted to the analysis of probabilistic, deterministic,
and hybrid channel access designs respectively. Subsection 3.1.6 concludes this section with
a summary.
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3.1.1 Related Work on Networked Control Systems

Stability constraints for partial observations are investigated in [6,35]. In the problem
formulation [6], raw sensor measurements are transmitted to remote estimators and the
channel drops packets according to i.i.d. Bernoulli trials. On the receiver side, intermittent
observations are processed with a time-varying Kalman filter. The threshold of channel loss
probability to stabilize estimation error is also derived. In [8], multiple description (MD)
codes, a type of network source codes, are designed to compensate for packet-dropping and
communication delay for Kalman filtering.

In [34], the sender keeps track of successfully transmitted state information as well as
performs estimation of its local process, which is assumed to reach the same estimation
results by the receiver. Long-term average cost problem is formulated for this scenario. Op-
timal controlled communication policy is derived with the cost function defined as weighted
summation of estimation MSE and packet rate. The optimal decision to broadcast status
update at each moment turns out to be decided by the current estimation error. The optimal
communication policy is also proved to be a threshold policy, in which a region is defined for
the estimation error. When the error exceeds this region/threshold, a broadcast is triggered
to update the state information on remote estimators.

In [7], authors suggest that each node should process raw measurements with a Kalman
filter before sending them out. The stability condition of such pre-processing is compared
with [6]. The minimum packet rate to stabilize the estimation error to the stochastic moments
is given in [34,46] for uncontrolled communication logic triggered by one fixed-rate Poisson
process. Controlled communication logic is also proposed based on the Doubly Stochastic
Poisson Process (DSPP) [47] to trigger the transmission. At each moment, jump intensity of
the DSPP is a function of current estimation error. This error-dependent policy is proven to
effectively keep all finite moments of estimation errors and the communication rate bounded.

Classical information theory [27] deals with the encoding of long sequences of data and
thus inherently needs to tolerate long latency. However, due to the interactivity of real-time
control, the state information to be communicated is not known ahead in time and it is used
to control the very process being encoded. A new metric for evaluating channels in terms of
reliability, called Anytime Capacity, is defined on a sense of reliable transmission in [4] and
extended to multiple-access channels in [48]. A summary of recent advances in NCSs can be
found in [49].

3.1.2 Problem Formulation

In this section, we describe our mathematical framework of model-based estimation on
top of multiple-access channel as foundation for analysis in following three sections.
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Figure 3.1. Node internal structure in analyzed real-time tracking problem.

NCS over a Multiple-Access Channel

Suppose there are n nodes sharing a slotted ALOHA network, n = 2, 3, ..., and each node
contains a discrete-time LTI scalar process (3.1), a transmission control logic, and a bank of
synchronized model-based estimators (see Figure 3.1). Each node will try to estimate the
state on other nodes using received information from the shared channel.

In our setting, the dynamics of those spatially distributed processes are assumed to be
completely decoupled. For notational convenience, let node j ∈ {1, 2, ..., n} represent the
j-th sender,

xj(t) = ajxj(t− 1) + εj(t− 1) (3.1)

where xj(t) is the scalar state of node j and εj(t) is i.i.d. zero-mean noise process with finite
variance σ2

j , and t is the time index, t ∈ N .

Similar to the minimum packet rate formulation in [34,7], at each time index, the true
state (a real number with acceptable distortion) of the sender j could be transferred to a
receiver i 6= j, i ∈ {1, 2, ..., n}, via the shared and possibly lossy network. The transmis-
sion control logic decides whether to broadcast its own state information to others at each
moment. Furthermore, the transmission time of state information, i.e. one slot length, is
assumed to be the same as one discrete step of the process (3.1).

Model-Based Real-Time Tracking/Estimation

Let x̃ij(t) be the estimated state of sender j at receiver i. And, this estimated state is
the expectation conditioned on all the previous received information from the lossy channel,

x̃ij(t) = E[xj|Y 1
i , Y

2
i , ..., Y

t−1
i ] (3.2)

where Y t
i , t = 1, 2, ..., is the received information at moment t at the receiver i.
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When channel is idle or has a collision at t, Y t
i = ∅. Otherwise, Y t

i = xs(t) from a certain
successful sender s 6= i, s ∈ {1, 2, ..., n}. In our formulation, channel loss is only due to
collisions. Neither fading nor hidden terminal problem are modeled for the multiple-access
channel. Therefore, each node is assumed to get the same information from the channel.

Our performance metric is MSE (mean squared error) of the estimation process at the
receiver side. The optimal MMSE model-based estimator, e.g., see [34,46,49], at receiver i
switches between two modes:

• If no information regarding node j is received at t − 1, i.e. Y t−1
i 6= xj(t − 1), use

previous estimate x̃ij(t− 1) and the known model (3.1) to carry on,

x̃ij(t) = aj × x̃ij(t− 1) (3.3)

• Else if state information of j is received at t− 1, i.e. Y t−1
i = xj(t− 1), use it to reset

estimation error,
x̃ij(t) = aj × xj(t− 1) (3.4)

Note that x̃ij(t) in (3.3), (3.4) is the optimal estimate, in MMSE sense, because noise process
in (3.1) has zero mean.

For the estimator on node i, if an update is only received k steps before, k = 1, 2, ...t− 1,
when σ2

j > 0 and aj 6= 0, the best estimate of xj is

x̃ij(t) = akjxj(t− k) (3.5)

Let ϕij(t) denote the MSE of above estimation process, i.e. node j tries to estimate node i
based on received information. ϕij(t) is given by definition,

ϕij(t) = E[(xj(t)− x̃ij(t))2] (3.6)

By substituting x̃ij(t) derived in (3.5), conditioned on elapsed time step k since receiving
the last update from j, we obtain

ϕij(t) = E[E[(xj(t)− akjxj(t− k))2|k < t]] (3.7)

The inner part of (3.7) can be expressed as

xj(t)− akjxj(t− k) =
k∑
l=1

ak−lj εj(t− (k − l + 1)) (3.8)

where εj(t) is the noise process at moment t for node j.

Since the noise process εj(t) are i.i.d. zero-mean random variables with finite variance
σ2
j , then (3.7), i.e. node i’s estimate MSE for state j, can be organized as

ϕij(t) = E[E[
k∑
l=1

a
2(k−l)
j |k < t]]× σ2

j (3.9)
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where E[
∑k

l=1 a
2(k−l)
j |k < t] can be further specified once the channel access design and the

probability distribution of inter-arrival time k is known. In the following three sections, we
will analyze the estimation performance of three different channel access schemes, namely
probabilistic, deterministic, and hybrid methods, based on (3.9). Throughout this section,
we further assume the process on each node is identical, i.e. aj = a and σj = σ for all j.

3.1.3 Probabilistic Channel Access

In this section, we consider a purely random access scheme. Let each node broadcast its
own state information with a fixed probability pj at each time slot. To derive the optimal
uniform probability p∗ for all nodes, i.e. pj = p∗ for all j, we need to consider several cases.
Specifically, we denote the estimation MSE, defined in (3.6), while using the probabilistic
method as ϕPj . (We drop subscript i since all nodes can get the same copy of information
from the channel and achieve the same estimation for node j.)

Case |a| = 1

Consider process (3.1) with bounded noise variance σ2 > 0 and |a| = 1. First, let’s focus
on the case when a = 1,

xj(t) = xj(t− 1) + εj(t− 1) (3.10)

which can be seen as a one-dimensional random walk with each step decided by the noise
process. Without any broadcast of state information, i.e. pj = 0 for all j, the best estimate
of the state is given by

x̃j(t) = E[xj(0) +
t−1∑
l=0

εj(l)] = xj(0) (3.11)

if initial state xj(0) is given. However, estimation MSE of this process without any broadcast,
denoted as ϕ̄j(t), is given by

ϕ̄j(t) = E[(xj(t)− x̃j(t))2] = E[
t−1∑
l=0

ε2
j(l)] = t× σ2 (3.12)

Thus, as t → ∞, the estimation MSE will go unbounded, i.e. ϕ̄j(t) → ∞, which shows the
necessity for each node to broadcast state information to eliminate the estimation error, i.e.
0 < pj ≤ 1.

To find the optimal broadcast probability pj = p∗ for all j, let’s focus on the estimation
MSE for node j since all nodes are identical. In this case, (3.9) can specified as

ϕPj (t) = E[E[
t−1∑
l=t−k

ε2
j(l)|k < t]] = E[k|k < t]× σ2 (3.13)
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Considering t → ∞, (3.13) implies the optimal probability p∗ is the minimizer of mean
inter-arrival time k of state information of j delivered to node i, i.e.

p∗ = arg min
0<p≤1

E[k] (3.14)

Since all nodes share a slotted ALOHA network, the probability for receiver i to get an
update from node j successfully, received at k slots ago, can be written as

Pij(k = K) = p(1− p)n−1 × [1− p(1− p)n−1]K−1 (3.15)

where K = 1, 2, ..., t− 1. With (15), E[k|k < t] can be given by definition,

E[k|k < t] =
t−1∑
k=1

k × p(1− p)n−1 × [1− p(1− p)n−1]k−1.

which can be organized into a closed form if t→∞,

E[k] = (p(1− p)n−1)−1.

Therefore, to find the stationary solution p∗, (3.14) can be rewritten as

p∗ = arg min
0<p≤1

(p(1− p)n−1)−1 (3.16)

The optimal (stationary) solution to above problem is the well-known result for slotted
ALOHA [23]:

p∗ =
1

n
(3.17)

which maximizes the per node throughput p(1− p)n−1. For the case a = −1, (3.17) can also
be shown to be optimal.

Case 0 < |a| < 1

Now consider the process (3.1) with bounded noise variance σ2 > 0 and 0 < |a| < 1.
From (3.9), the general form of estimation MSE can be specified as

ϕPj (t) = σ2(
1

1− a2
− E[a2k|k < t]

1− a2
) (3.18)

Since a2 < 1, to minimize MSE, we focus on finding pj = p∗, for all j, to maximize E[a2k|k <
t] in (3.18). Now considering t→∞, we want to find p∗ to maximize E[a2k],

p∗ = arg max
0<p≤1

E[a2k]. (3.19)

where the stationary formulation as t→∞,

E[a2k] =
∞∑
k=1

Pij(k)× a2k (3.20)
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Substituting (3.15) into (3.20), we get

E[a2k] = p(1− p)n−1 ×
∞∑
k=1

[1− p(1− p)n−1]k−1 × a2k.

Because [1− p(1− p)n−1]× a2 < 1, above can be organized to a closed form,

E[a2k] =
p(1− p)n−1 × a2

1− [1− p(1− p)n−1]× a2
(3.21)

Now let q = p(1− p)n−1, which denotes the per node steady-state throughput in slotted
ALOHA system. From the throughput analysis in [23], we know

0 < q ≤ 1

n
(1− 1

n
)n−1 < 1 (3.22)

Thus (3.21) can be expressed as

E[a2k] =
q × a2

1− (1− q)× a2
(3.23)

Let ha(q) be a function of q with fixed a as its parameter,

ha(q) = (1 +
1− a2

qa2
)−1 = E[a2k] (3.24)

The fact that 0 < a2 < 1 together with (3.22) implies that ha(q) is monotone increasing as
q increases. With (3.24), now the maximization problem (3.19) is equivalent to

q∗ = arg max
0<q≤ 1

n
(1− 1

n
)n−1

ha(q) (3.25)

where optimal solution exists at q∗ = 1
n
(1− 1

n
)n−1, which is the maximum per node through-

put achieved in slotted ALOHA network. Therefore, the optimal broadcast probability is
given by (3.17) for the case 0 < |a| < 1.

Case 1 < |a| <∞

Now consider the process (3.1) with bounded noise variance σ2 > 0 but 1 < |a| < ∞.
Since 1 < a2 <∞, from (3.9) we can get the general form of MSE as (3.18). To get bounded
MSE as t→∞, i.e. limt→∞ ϕ

P
j (t) <∞, E[a2k] must be bounded. Similar to previous case,

let q = p(1− p)n−1, we have

E[a2k] = q ×
∞∑
k=1

(1− q)k−1 × a2k.

To have E[a2k] bounded, q and a must satisfy below condition,

(1− q)× a2 < 1 (3.26)
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Here we get a relationship between the per node steady-state throughput q and the
parameter a if the estimation MSE is bounded for t → ∞. Together with (3.22), to have
limt→∞ ϕ

P
j (t) bounded, a has to satisfy below condition:

|a| < (1− 1

n
(1− 1

n
)n−1)−

1
2 (3.27)

where n is the number of nodes. This upper bound monotonically converges down to 1 when
n is sufficiently large. If a satisfies (3.27), optimal broadcast probability can be shown to

be (3.17). Otherwise, when |a| ≥ (1 − 1
n
(1 − 1

n
)n−1)−

1
2 , the estimation process cannot have

bounded MSE, as t→∞, by using a fixed broadcast probability for all nodes.

3.1.4 Deterministic Channel Access

Probabilistic design explored in Subsection 3.1.3 can be viewed as the completely random-
ized channel access. For multiple-access channel, one can also choose TDMA (Time Division
Multiple Access) scheme for each node to broadcast state information without collisions in
the shared channel.

In this section, deterministic design refers to the round-robin scheduling that fairly serves
each node. All nodes are assumed to have this TDMA scheduling knowledge. At each
moment, there will be only one node scheduled to broadcast its own state information and
thus there is no collision (loss). In the following analysis, we denote the estimation MSE,
defined in (3.6), while using round-robin scheme as ϕDj .

Case |a| = 1

For the process (3.1) with bounded noise variance σ2 > 0 and |a| = 1. Similarly, (3.9)
can be specified as the form in (3.13). Now, with a deterministic communication scheduling,
and the estimation MSE is bounded by

σ2 ≤ ϕDj (t) ≤ n× σ2 (3.28)

depending on the moment t and scheduled communication instants for node j.

Recall that, from (3.13), (3.15) and (3.17), the steady-state minimum estimation MSE
for probabilistic design, denoted as ϕPj (t)∗, is given by

ϕPj (t)∗ = n(1− 1

n
)1−n × σ2 (3.29)

When n is sufficiently large, (3.29) can be approximated by

ϕPj (t)∗ → ne× σ2 (3.30)

which reveals that ϕPj (t)∗ increases with the number of nodes n. By comparing (3.28) and
(3.29), we can see that,

ϕPj (t)∗ > ϕDj (t)

which shows that, in this simple case |a| = 1, using a deterministic channel access can achieve
lower estimation MSE than that of probabilistic design as t→∞.
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Case 0 < |a| < 1

Now consider the process (3.1) with bounded noise variance σ2 > 0 and 0 < |a| < 1.
From (3.9) we can get the general form of estimation MSE,

ϕDj (t) =
1− a2Lj

1− a2
× σ2 (3.31)

where Lj is the time from last transmission for node j, Lj = 1, 2, ..., n. Thus, the estimation
MSE is bounded by

ϕDj ≤ ϕDj (t) ≤ ϕDj (3.32)

where lower bound is given by ϕDj = σ2 and upper bound is given by ϕDj = 1−a2n
1−a2 × σ

2.

From (3.17), (3.18) and (3.21), the minimum steady-state estimation MSE for probabilis-
tic channel access, denoted as ϕPj (t)∗, is given by

ϕPj (t)∗ =
σ2

1− a2 + 1
n
(1− 1

n
)n−1 × a2

(3.33)

when n is sufficiently large, (3.33) can be approximated by

ϕPj (t)∗ → ne

a2 + ne(1− a2)
× σ2 (3.34)

By comparing (3.32) and (3.33), numerical analysis shows that, for 0 < |a| < 1,

ϕDj < ϕPj (t)∗ ≤ ϕDj .

Therefore, when 0 < |a| < 1, estimation MSE while using probabilistic design falls in the
same range of that of using deterministic channel access as t→∞.

Case 1 < |a| <∞

For the process (3.1) with bounded noise variance σ2 > 0 and 1 < |a| <∞, one can get
(3.32) and (3.33) by going through similar derivation in previous case. Numerical analysis
shows that, for the case |a| > 1,

ϕPj (t)∗ > ϕDj (t)

which shows that, as t→∞, using a deterministic channel access can achieve strictly lower
estimation MSE than that of probabilistic design when |a| > 1.

3.1.5 Hybrid Channel Access

A combined method from previous two designs may sometimes be proposed for scalability
and flexibility reasons. In this section, the hybrid design bundles several nodes into one
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group and scheduled communication instants are given to every group fairly in a round-
robin fashion. Within the same group, each node use equal broadcast probability to contend
for channel access.

Assume there are n nodes and θ groups, then the number of nodes in one group m is
given by m = n

θ
. Of course, n, θ, m must be chosen to be positive integers to make this

formulation meaningful. The communication probability pθ for each node in the group is
given by pθ = 1

m
when this group is scheduled to use the channel; otherwise, pθ = 0. We

denote the steady-state estimation MSE, defined in (3.6), while using the Hybrid-θ method
as ϕHθj .

Case |a| = 1

For the process (3.1) with bounded noise variance σ2 > 0 and |a| = 1. Since nodes within
the same group will contend for channel access every θ slots, the probability for receiver i to
get an update from node j successfully, received at k slots ago, can be written as

P θ
ij(k = Lj + r × θ) = pθ(1− pθ)m−1 × [1− pθ(1− pθ)m−1]r (3.35)

where r = 0, 1, 2, ... and Lj depends on the group communication instants of node j, Lj =
1, 2, ..., θ. With (3.35), mean inter-arrival time E[k] is bounded by

1− θ + n× (1− θ

n
)1−n

θ ≤ E[k] ≤ n× (1− θ

n
)1−n

θ .

As usual, (3.9) can be specified as similar form in (3.13). Therefore, the steady-state
estimation MSE is bounded by

ϕHθj ≤ ϕHθj (t) ≤ ϕHθj (3.36)

where lower bound is given by

ϕHθj = (1− θ + n(1− θ

n
)1−n

θ )× σ2 (3.37)

and upper bound is given by

ϕHθj = n(1− θ

n
)1−n

θ × σ2 (3.38)

When n is sufficiently large, the lower bound (3.37) can be approximated by

ϕHθj → (1− θ + ne)× σ2 (3.39)

and upper bound (3.38) can be approximated by

ϕHθj → ne× σ2 (3.40)
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If θ = 1, i.e. the probabilistic scheme, (3.37) and (3.38) reduce to (3.29). If θ = n, i.e. the
deterministic scheme, (3.36) reduces to (3.28).

Comparing (3.28), (3.29), and (3.36), numerical analysis shows that, when |a| = 1,

ϕPj (t)∗ > ϕHθj (t) > ϕDj (t)

which says that, deterministic channel access is the one that minimizes MSE among three
methods.

Case 0 < |a| < 1

Now consider the process (3.1) with bounded noise variance σ2 > 0, 0 < |a| < 1. Plugging
(3.35) into the same form of (3.20), and let t→∞, we can get the range of E[a2k]

E[a2k] ≤ E[a2k] ≤ E[a2k] (3.41)

where lower bound is

E[a2k] =
a2θ × pθ(1− pθ)m−1

1− (1− pθ(1− pθ)m−1)× a2θ
(3.42)

and upper bound is

E[a2k] =
a2 × pθ(1− pθ)m−1

1− (1− pθ(1− pθ)m−1)× a2θ
(3.43)

With (3.9) and (3.41), and the steady-state estimation MSE is bounded by

ϕHθj ≤ ϕHθj (t) ≤ ϕHθj (3.44)

where lower bound is given by

ϕHθj =
σ2

1− a2
× (1−

a2 × θ
n
(1− θ

n
)
n
θ
−1

1− a2θ + a2θ × θ
n
(1− θ

n
)
n
θ
−1

) (3.45)

and upper bound is given by

ϕHθj =
σ2

1− a2
× 1− a2θ

1− a2θ + a2θ × θ
n
(1− θ

n
)
n
θ
−1

(3.46)

When n is sufficiently large, lower bound (3.45) can be approximated by

ϕHθj →
σ2

1− a2
× (1− a2 × θ

ne(1− a2θ) + a2θ × θ
) (3.47)

and upper bound (3.46) can be approximated by

ϕHθj →
σ2

1− a2
× ne(1− a2θ)

ne(1− a2θ) + a2θ × θ
(3.48)

44



Similar to previous case, if θ = 1, i.e. the probabilistic scheme, (3.45) and (3.46) reduce to
(3.33). If θ = n, i.e. the deterministic scheme, (3.44) reduces to (3.32).

Now comparing (3.32), (3.33) and (3.44), numerical analysis shows that, for the case
0 < |a| < 1,

ϕDj < ϕHθj ≤ ϕPj (t)∗ ≤ ϕHθj ≤ ϕDj

which shows that, as t → ∞, three channel access designs have estimation MSE roughly
within the same range.

Case 1 < |a| <∞

Now consider the process (3.1) with bounded noise variance σ2 > 0, 1 < |a| < ∞. One
may go through similar derivation as previous case to get (3.44), (3.45) and (3.46). But note
that, similar to (3.26), those results are valid only when

(1− pθ(1− pθ)m−1)× a2θ < 1.

In other words, to have bounded estimation MSE for hybrid design, parameters a, n, θ must
satisfy below condition,

|a| < (1− θ

n
(1− θ

n
)
n
θ
−1)−

1
2θ (3.49)

where 1 ≤ θ < n. (3.49) gives a relaxed condition than the limitation of probabilistic design
given in (3.27). In Hybrid-θ channel access, the contention from all nodes, as what happens
in probabilistic design, has been distributed to several small scale contentions within a group.

Comparing (3.32), (3.33) and (3.44), numerical analysis shows that, for the case |a| > 1,

ϕPj (t)∗ > ϕHθj (t) > ϕDj (t).

That is, deterministic channel access can achieve strictly lower estimation MSE as t→∞.

3.1.6 Short Summary

Model-based estimation/tracking over the multiple-access network is studied in this sec-
tion. A mathematical framework is proposed and the estimation MSE of three channel
access schemes is analyzed. Asymptotic behavior and stability condition are also derived.
Our results suggest that, while designing NCSs, the channel access scheme should be chosen
based on |a| of the dynamic process (3.1). If |a| ≥ 1, the deterministic design (round-robin
scheduling) can achieve strictly lower estimation MSE. Otherwise, for 0 < |a| < 1, three
methods have roughly the same range of MSE as t → ∞. Meanwhile, [37] proves that, for
a sender-receiver pair, optimal communication design should incorporate estimation error
and such correlation can help improve estimation accuracy. We will explore this kind of
error-dependent communication design for estimation in a multiple-access channel setting in
next section.
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3.2 The Tracking Performance of Error-Dependent

Channel Access Schemes over a Slotted ALOHA

In this section, we compare the asymptotic time-averaged MSE (mean squared error)
while using controlled and uncontrolled communication policies. Here, controlled communi-
cation means the decision to broadcast state information takes current estimation error as
input. On the other hand, uncontrolled communication policy follows a pre-defined scheme
instead of being dynamically adjusted by current estimation error.

Among three uncontrolled communication methods analyzed in Section 3.1, probabilistic
design is easier to implement in a decentralized manner but would incur unnecessary colli-
sions. On the other hand, deterministic scheme can avoid collisions by perfect scheduling
but it may require out-of-band signaling for coordination or at least consensus among nodes.

The contribution of this section is its quantitative discussion on estimation performance of
different communication policies in a multi-access channel setting. We show that it is possible
for a decentralized policy to have estimation performance stayed close to a centralized one
by properly choosing its parameter. An improved controlled communication policy is also
proposed based on the analysis.

The organization of this section is the following: Subsection 3.2.1 describes our problem
formulation. Subsection 3.2.2 and Subsection 3.2.3 are devoted to the analysis of uncontrolled
and controlled communication policies respectively. Subsection 3.2.4 summarizes this section.

3.2.1 Problem Formulation with a Revised Performance Metric

In this subsection, we describe our mathematical framework and the performance metric
for model-based estimation over a multi-access channel. A new performance metric, the
Asymptotic Time-Averaged MSE defined in eq. (3.58), is used in this section and it is slightly
different from the performance metric used in Section 3.1 so that different communication
policies can be compared.

Scalar LTI Dynamical Systems

Suppose there are n nodes, n = 2, 3, ..., and the dynamics of those spatially distributed
LTI processes are assumed to be completely decoupled. For notation convenience, for each
node j ∈ {1, 2, ..., n}, its state transition is given by

xj(t) = aj × xj(t− 1) + εj(t− 1) (3.50)

where xj(t) is the scalar state of node j and εj(t) is i.i.d. zero-mean noise process with finite
variance σ2

j , and t is time index, t ∈ N .

Similar to the minimum packet rate formulation in [7,46], at each time index, the true
state (a real number with acceptable distortion) of the sender j could be transferred to a
receiver i 6= j, i ∈ {1, 2, ..., n}, via the shared and possibly lossy network. Furthermore, one

46



discrete step of the process (3.50) is adjusted to be the same as the transmission time of
state information, i.e. one slot length.

Real-Time Tracking/Estimation over a Multi-Access Network

As illustrated in Figure 3.1, those n nodes share a slotted wireless channel, and each node
contains a discrete-time LTI scalar process (3.50), a communication logic, and a bank of syn-
chronized model-based estimators. The communication logic decides whether to broadcast
its own state information at each moment. Each node will try to estimate the states on other
nodes by received information.

Let x̃ij(t) be the estimated state of sender j at receiver i. And, this estimated state is
the expectation conditioned on all the previous received information from the lossy channel,

x̃ij(t) = E[xj|Y 1
i , Y

2
i , ..., Y

t−1
i ] (3.51)

where Y t
i , t = 1, 2, ..., is the received information at moment t at the receiver i.

When channel is idle or has a collision at t, Y t
i = ∅. Otherwise, Y t

i = xs(t) from a
certain successful sender s ∈ {1, 2, ..., n}. In our formulation, channel loss is only due to
collisions. Neither fade effect nor hidden terminal problem is modeled for the multi-access
channel. Therefore, each node is assumed to get the same copy of information from the
channel. Besides, all information contained in collided packets is treated as lost and there is
no retransmission for lost packets.

As discussed in Section 3.1, the optimal model-based estimator at receiver i, e.g., see
[34,46,49], switches between following two modes:

• If no information regarding node j is received at t − 1, i.e. Y t−1
i 6= xj(t − 1), use

previous estimate x̃ij(t− 1) and the known model (3.50) to carry on,

x̃ij(t) = aj × x̃ij(t− 1) (3.52)

• Else if state information of j is received at t− 1, i.e. Y t−1
i = xj(t− 1), use it to reset

estimation error,
x̃ij(t) = aj × xj(t− 1) (3.53)

Note that x̃ij(t) in (3.52), (3.53) is the optimal estimate, in MMSE sense, due the fact that
noise process has zero mean.

The estimation error eij(t), i-th node’s estimation error for state j, is defined as

eij(t) = xj(t)− x̃ij(t) (3.54)

From the (3.52) and (3.53), if an update is only received k steps before, k = 1, 2, ...t− 1,
the best estimate of xj at receiver i is given by

x̃ij(t) = akj × xj(t− k) (3.55)
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Assuming latest measurement arrives at receiver side at the t− k moment, now let ϕij(t) be
the MSE of above estimation process, i.e. node j tries to estimate node i based on received
information at time t. Thus, ϕij(t) is given by definition,

ϕij(t) = E[eij(t)
2] (3.56)

By substituting x̃ij(t) in (3.55), conditioned on elapsed time step k since receiving an update
from j-th node, (3.56) becomes

ϕij(t) = E[E[(xj(t)− akjxj(t− k))2|k < t]]

and its inner part can be expressed as

xj(t)− akjxj(t− k) =
k∑
l=1

ak−lj εj(t− (k − l + 1))

where εj(t) is the noise process at moment t for node j.

Since the noise process εj(t) are i.i.d. zero-mean random variables with finite variance
σ2
j , then (3.56), i.e. i-th node’s estimation MSE for state j, can be organized as

ϕij(t) = E[
k∑
l=1

a
2(k−l)
j |k < t]× σ2

j (3.57)

where E[
∑k

l=1 a
2(k−l)
j |k < t] can be further specified once the communication design and the

probability distribution of inter-arrival time k is known. In following analysis, we further
assume the process on each node is identical, i.e. aj = a and σ2

j = σ2 for all j = 1, 2, ..., n.

From now on, we use notation ϕj instead of ϕij for all i since we assume all nodes can get
the same copy of information from the channel. Throughout this section, the performance
metric is Asymptotic Time-Averaged MSE of the estimation process,

Φj = lim
T→∞

∑T
t=1 ϕj(t)

T
, (3.58)

so that different communication policies can be compared later in Subsection 3.2.2 and 3.2.3.

3.2.2 Uncontrolled Transmission Policies: a Summary

In Section 3.1, we analyzed different types of uncontrolled communication schemes and
results are summarized here.

Probabilistic (random access): Each node broadcasts its own state information with
a fixed probability p at each time step. We denote its tracking MSE as ΦP

j for (3.58). With
bounded noise variance σ2 > 0, the stability condition to have ΦP

j <∞ is given by

0 < |a| < (1− 1

n
(1− 1

n
)n−1)−

1
2 . (3.59)

48



Based on (3.59), when n is large enough, the channel can only support stable tracking of
scalar dynamical systems with |a| ≤ 1 if this policy is used. Under condition (3.59), the
optimal broadcast probability is proven to be p∗ = 1

n
for all nodes. Otherwise, there is no

bounded tracking MSE for this scheme. The minimum achievable ΦP
j by this policy, denoted

as ΦP ∗
j , exists almost surely, ∀j = 1, ..., n,

ΦP ∗

j = (1− a2 +
1

n
(1− 1

n
)n−1 × a2)−1 × σ2, (3.60)

if |a| satisfies the stability requirement in (3.59).

Deterministic (round-robin): Deterministic design refers to the round-robin schedul-
ing to fairly serve each node. All n nodes are assumed to have this TDMA (time-division
multiple access) scheduling knowledge and be perfectly synchronized. At each moment, there
will be only one node scheduled to broadcast its own state information and thus there is
no collision (message loss) in the channel. Since each node will definitely get a chance to
broadcast its own state information after waiting a finite time (i.e., n slots), no finite |a| will
make tracking error grow unbounded between measurement arrivals. Therefore, there is no
such upper-bound for |a| as that in (3.59). We denote its tracking MSE as ΦD

j for (3.58).
Its asymptotic time-averaged MSE exists almost surely, ∀j = 1, ..., n, for |a| = 1,

ΦD
j =

n+ 1

2
× σ2, (3.61)

and for |a| 6= 1 and |a| <∞,

ΦD
j =

n−
∑n

l=1 a
2l

n(1− a2)
× σ2. (3.62)

Hybrid (grouped channel access): This semi-centralized design bundles several nodes
into one group and scheduled communication instants are given to each group fairly in a
round-robin fashion. Channel contention only exists inside a group. This policy is sometimes
used to reduce collisions and increase scalability when the node number is large. Assume
there are n nodes and θ groups, and then the number of nodes in one group is given by
m ≡ n

θ
. Of course, n, θ, m must be chosen to be positive integers. The communication

probability pθ for each node in the same group is given by pθ = 1
m

= θ
n

when this group is
scheduled to use the channel. Otherwise, pθ = 0 when other groups are using the channel.

This Hybrid-θ policy can be viewed as a multiple interleaved version of Probabilistic
policy, and we denote its tracking MSE as ΦHθ

j for (3.58). Similar to (3.59), the stability

condition to have ΦHθ
j <∞ is given by

0 < |a| < (1− θ

n
(1− θ

n
)
n
θ
−1)−

1
2θ (3.63)

where 1 ≤ θ ≤ n. Here, (3.63) gives a relaxed condition than the limitation of Probabilistic
policy in (3.59) and these upper-bounds all monotonically converge down to 1 when n is
sufficiently large, i.e., only stable plants can be tracked with bounded MSE by using these
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Figure 3.2. Performance comparison of three uncontrolled policies for |a| = 0.8, |a|
= 1, and |a| = 1.01 (with σ2 = 1).
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randomized-access policies. The asymptotic time-averaged MSE of this Hybrid-θ policy
exists almost surely, ∀j = 1, ..., n, for |a| = 1,

ΦHθ
j = (n(1− θ

n
)1−n

θ +
1− θ

2
)× σ2, (3.64)

and for |a| 6= 1 and it satisfies the stability requirement in (3.63),

ΦHθ
j = {1− Ω} × σ2

1− a2
(3.65)

where

Ω ≡
a2(1− a2θ)× θ

n
(1− θ

n
)
n
θ
−1

θ(1− a2){1− a2θ + a2θ × θ
n
(1− θ

n
)
n
θ
−1}

.

Three examples of tracking MSE are plotted in Figure 3.2. By analyzing (3.60), (3.62),
and (3.65), we learn the following facts: 1) when 0 < |a| < 1, three uncontrolled policies
have roughly the same tracking performance, ΦD

j ≤ ΦHθ
j ≤ ΦP

j ; 2) when |a| ≥ 1, strictly

ΦD
j < ΦHθ

j < ΦP
j . One may notice the huge performance difference between Probabilistic

policy and round-robin scheduling in Figure 3.2. However, round-robin scheduling requires
perfect coordination, by either consensus among nodes or out-of-band signaling, and thus
might not be feasible in some distributed systems, e.g., our CASS problem setting. In next
subsection, we will show that it is possible for a decentralized policy, that utilizes a feedback
control concept (inspired by [46]) to dynamically adapt its communication rate based on
perceived tracking error, to achieve much better tracking performance than the Probabilistic
policy.

3.2.3 Error-Dependent Transmission Control

In this subsection, we analyze a controlled communication policy, originally proposed in
[46] for one-to-one channel setting, that takes current estimation error as input to decide its
transmission probability. Using this policy, each node decides its own rate in a decentralized
fashion. Based on analysis, we also propose an improved version of this policy and confirm
its robustness by Matlab simulations.

Controlled Communication Policy

Error-Dependent: At the beginning of each slot, the communication probability is
calculated in the following way. First, the communication intensity λj(t) for node j at slot
t is a function of the current estimation error ej(t),

λj(t) = π × e2
j(t) (3.66)

where 0 < π <∞ is a positive real number, representing the sensitivity to estimation error
ej(t). The calculation of ej(t) is possible because each node also keeps track of all successfully
broadcast information and runs an estimator for its local plant to understand the estimation
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error on other nodes. (This way, one node can know what other nodes think about its own
state.)

As in [46], the communication intensity λj(t) in (3.66) is then converted to the per slot
transmission probability pj(t) by a continuous mapping from a non-negative real to [0, 1],

pj(t) = 1− exp(−λj(t)) (3.67)

where the extreme case pj(t) = 1 happens with probability measure zero for all t. We denote
the estimation MSE while using this policy as ϕEj and ΦE

j . By Theorem II of [7], the existence
of ϕEj (t) for all t is guaranteed for the process (1) with bounded noise variance σ2 > 0 and
0 < |a| <∞.

Minimum Asymptotic Time-Averaged MSE

In this and next subsections, we first assume 0 < |a| < 1 in discussion. As in last section,
we start with asymptotic time-averaged MSE for error-dependent policy, i.e.

ΦE
j = lim

T→∞

∑T
t=1 ϕ

E
j (t)

T
.

Let Zs
j be the time of s-th successful transmission from node j where s ∈ N . For

simplicity, we assume initial state xj(0) is known and Z0
j = 0 for all j. Let ωj(s) be defined

as sum of ϕEj (t) between two successful transmissions,

ωj(s) =

Zsj∑
t=Zs−1

j +1

ϕEj (t) (3.68)

Let KN = inf{s : Zs
j > N}. Since the estimation error ej has identical statistical behavior

after each successful transmission of state information, we can further apply the theorem for
renewal reward processes [19] and get a.s. convergence of ΦE

j , i.e.

ΦE
j = lim

N→∞

1

N

KN∑
s=1

ωj(s) =
E[
∑Z1

j

t=Z0
j+1

ϕEj (t)]

E[Z1
j − Z0

j ]
(3.69)

With (3.62), (3.69) can be written as

ΦE
j =

σ2

1− a2
× E[

∑Z1
j

l=1(1− a2l)]

E[Z1
j ]

≥ σ2

1− a2
×
∑E[Z1

j ]

l=1 (1− a2l)

E[Z1
j ]

(3.70)

where inequality is due to Jensen’s inequality.

On the other hand, by elementary renewal theorem [19], j-th node’s successful transmis-
sion probability, denoted as P suc

j , converges a.s. to E[Z1
j ]−1. Since the channel is shared by
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n nodes and successful transmission is mutually exclusive among nodes, we can apply the
normalization condition,

0 <
n∑
j=1

P suc
j ≤ 1 (3.71)

which, by symmetric argument, implies 0 < P suc
j ≤ 1

n
for all j. Thus, the range for expected

inter-arrival time can be written as

n ≤ E[Z1
j ] <∞ (3.72)

A piece of analysis of (3.70) shows that lower bound of ΦE
j monotonically increases as

E[Z1
j ] increases. Together with (3.72), we can see that

ΦE
j ≥

σ2

1− a2
×
∑n

l=1(1− a2l)

n
(3.73)

of which the RHS is the ΦD
j given in [41]. By (3.73), we show that error-dependent policy

cannot outperform round-robin scheduling, i.e. ΦE
j ≥ ΦD

j , and the equality is possible only
when E[Z1

j ] = n. Otherwise, ΦE
j > ΦD

j when E[Z1
j ] > n. The same observation can also be

made for |a| = 1 and 1 < |a| <∞.

In fact, above analysis does not assume any specific communication policy, thus what we
show is that the performance of round-robin scheduling ΦD

j is the lower bound of all possible
communication policies for the problem formulation descried in Subsection 3.2.1.

Optimal Sensitivity to Error

Intuitively, when π is too small, the communication logic is insensitive to error and thus
not enough state information would be delivered to remote estimators. On the contrary, if
π is too large, the communication logic is too sensitive to error and frequent transmissions
from all nodes would cause unnecessary collisions in the shared channel and thus less state
information is successfully delivered to remote estimators. Both extreme cases should be
avoided.

In this subsection, we derive necessary range of π for ΦE
j = ΦD

j and approximated form
for optimal sensitivity π∗ such that ΦD

j ≤ ΦE
j � ΦP

j . Here, we start with the calculation of
time-averaged communication probability for node j, denoted as Pj,

Pj = lim
T→∞

∑T
t=1 pj(t)

T
(3.74)

where pj(t) is the expected transmission probability at time t. Besides, with (3.61) and
concave property of the mapping in (3.67), we can have below inequality for all t,

pj(t) = 1− E[exp(−π × ej(t)2)] ≤ 1− exp(−π × ϕEj (t)).

With (3.74), we can get the upper bound of Pj,

Pj ≤ 1− exp(−π × lim
T→∞

∑T
t=1 ϕ

E
j (t)

T
) = 1− exp(−π × ΦE

j ) (3.75)

53



Figure 3.3. Optimal sensitivity and MSE tracking performance of Error-Dependent
communication policies (with n = 10 and σ2 = 0.01).

Since P suc
j ≤ Pj < 1, there exists δ and 1 < δ < E[Z1

j ] s.t.

1

E[Z1
j ]
≤ 1− exp(−π × ΦE

j ) ≤ δ

E[Z1
j ]

(3.76)

which is true for any 0 < π <∞ in (3.66).

From analysis in previous subsection, we know E[Z1
j ] = n is the necessary condition for

ΦE
j = ΦD

j . Therefore, at the optimal condition, (3.76) can be written as

1

n
≤ 1− exp(−π × ΦD

j ) ≤ δ

n

where 1 < δ < n and we get the range of π s.t. ΦE
j = ΦD

j is possible,

π∗ ≤ π ≤ π∗ +
1− a2

σ2
×

ln(n−1
n−δ )

1− 1
n

∑n
l=1 a

2l
(3.77)
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where π∗ is the lower bound for π,

π∗ =
1− a2

σ2
×

ln( n
n−1

)

1− 1
n

∑n
l=1 a

2l
(3.78)

Matlab simulations (see Figure 3.3) show that π∗ is very close to optimal π. Above analysis
can be readily generalized to cases |a| = 1 and 1 < |a| <∞.

However, one can tell from the form of (3.78) that π∗ ↓ 0 as n increases. In practice,
the number of active nodes in the network might not be a constant and thus there is no
fixed π∗. For example, in the active safety design for ITS mentioned in introduction, the
number of neighboring vehicles might change with time, e.g. during peak or off-peak hours,
and locations, e.g. on a highway or arterial. To address this problem, an improved policy is
proposed.

Improvement to Error-Dependent Policy

Err-Coll-Dependent: This policy is modified from error-dependent method, and its
communication intensity λj(t) for node j at slot t is decided by a similar form of (3.66),

λj(t) = ξ(t)× ej(t)2 (3.79)

with ξ(t) as a function of channel collision ratio c(t),

ξ(t) =
π

1 + β × c(t)
(3.80)

where 0 < π <∞ is a fixed positive real as defined in (3.66), 0 < β <∞ is the sensitivity to
collisions, and 0 ≤ c(t) ≤ 1 is the time-averaged channel collision ratio for immediate past γ
time slots, γ ∈ N ,

c(t) =
1

γ

t−1∑
s=t−γ

I(s) (3.81)

with I(s) representing channel status of the s-th time slot: when there is a collision, I(s) = 1;
otherwise, I(s) = 0. Similarly, λj(t) is then converted to pj(t) by (3.67).

The idea behind (3.79) and (3.80) is that, when more nodes join in the shared network,
potentially more collisions would happen and thus the sensitivity should be adjusted to
account for such a change. As in many stabilization algorithms for multi-access networks
[23], c(t) is used as a indicator for the sender to infer the change of number of nodes in the
network.

Matlab simulation parameters are (a, σ2, π, β, γ) = (−0.5, 0.01, 20, 29, 10). During 10
to 20 seconds, more nodes are joining in the network to share the limited bandwidth as
shown in Figure 3.4(a). Figure 3.4(b) shows the robustness of Err-Coll-Dependent method
against the channel congestion in terms of moderating its transmission probability to reduce
collisions (see Figure 3.4(c) and 3.4(d)). Other sets of simulations also confirm the same
observation: Err-Coll-Dependent policy can achieve a rather smooth estimation MSE curve
and less fluctuation in packet rate and collision ratio than those of error-dependent policy.
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Figure 3.4. Tracking performance of Error-Dependent and Err-Coll-Dep policies with
a time-varying number of active nodes.
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3.2.4 Short Summary

A mathematical framework is proposed and the estimation MSE of error-dependent com-
munication policy is analyzed and compared with uncontrolled ones. Based on analysis, Err-
Coll-Dependent policy is proposed to achieve robust estimation performance. This result
suggests that, while designing communication logic for vehicular safety applications, joint
consideration of NCS system dynamics and channel congestion can lead to better estima-
tion. This understanding will serve as the rationale behind our transmission rate control for
vehicular safety communications.

3.3 Transmission Message Rate Control for Real-Time

Vehicular Tracking over a Shared Channel

In this section, we apply the analysis in Section 3.1 and 3.2 to design an inter-vehicular
communication control for vehicles to track each other in real-time and thus enhancing active
safety.

Technology has always been the centerpiece of new developments for transportation sys-
tems. Advances in passive safety systems, such as the airbag and anti-lock brake system
(ABS), contributed to a safer driving environment. Besides those passive safety mechanisms
which protect the driver and passengers during a crash, active safety designs are proposed to
prevent crashes from happening. For example, computer vision and associated filter designs
are proposed to assist a driver in detecting critical motion of neighboring cars [67], identifying
lanes and road boundaries [69], and even monitoring other drivers’ attentiveness to predict
their intentions [68]. However, the biggest promise yet is that of Intelligent Transportation
Systems (ITSs) empowered by wireless technologies. Based on matured IEEE 802.11 stan-
dard, 802.11p transceivers [72], dubbed as DSRC (Dedicated Short Range Communication)
or WAVE (Wireless Access in Vehicular Environments), are put on cars and make informa-
tion exchange possible either in vehicle-to-vehicle (V2V) or vehicle-to-infrastructure (V2I)
fashion. This kind of inter-vehicle communications (IVC) and Vehicular Ad hoc Networks
(VANETs) have drawn much attention in recent years due to their important role in hosting
safety, navigation, traffic management, and automation applications [55,76].

One of the most challenging mechanism planned for deployment over IVC is the Coop-
erative Active Safety System (CASS). See an illustration of proposed CASS in Figure 3.5.
Each vehicle contains a communication control logic, a bank of estimators to track other
vehicles, a plant (vehicle dynamics), a Global Positioning System (GPS) receiver, and other
on-board sensors (producing vehicle state measurements. In this CASS concept, each vehicle
broadcasts self-information (e.g., GPS position, speed, and heading) in the form of safety
messages to neighboring vehicles via the DSRC channel. These V2V safety messages are in
the format of WAVE short message (WSM) defined in IEEE 1609.3 for rapid and efficient
information exchange [73]. The receiving vehicle can then use incoming messages to track
the sending vehicle in real time. The estimated states of all neighboring vehicles (e.g., in a
radius of 150 meters), called Vehicle Neighborhood Mapping in Figure 3.5, will be fed into ac-
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Figure 3.5. Functional blocks of proposed CASS in-vehicle unit.

tive safety applications, e.g., Cooperative Collision Warning (CCW), Electronic Emergency
Brake Light (EEBL), and Slow/Stopped Vehicle Alert (SVA) [55]. These safety applications
then provide warnings to the driver or take emergency control of the vehicle in case of an
imminent danger. Note that our proposed rate control algorithm (illustrated in the upper
right corner of Figure 3.5) works on top of the 802.11p transceiver and will be specified later
in Subsection 3.3.3.

In Section 3.1 and 3.2, we already propose a mathematical framework where multiple
scalar LTI dynamical systems can track each other over a multi-access channel and analyze
different communication policies for self-information dissemination. This specific type of
tracking problem is interesting because it is real-time and over a shared channel just like
our CASS problem setting. Tracking performance is studied for three uncontrolled commu-
nication policies: probabilistic (random access), deterministic (round-robin scheduling), and
combined (grouped channel access). In addition, two controlled communication policies are
analyzed and their performances are compared using preliminary Matlab simulations. This
theoretical exercise gives us insights into how to design CASS communication logic (i.e., the
dashed box) in Figure 3.5.

Based on the analysis, we propose a decentralized transmission control algorithm to
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decide how state information of a vehicle should be broadcast to neighboring vehicles for
safety/tracking purposes. This algorithm has an on-demand nature since: 1) it increases
communication rate when a vehicle suspects the estimation error of neighboring vehicles
toward itself has increased; 2) it throttles rate during channel congestion to avoid further
collisions (efficiency degradation and message losses). This simple yet intuitive design allows
all vehicles to properly share available channel resource. Our proposed algorithm is shown
to achieve tracking accuracy and robustness for different traffic scenarios. Its performance
has been evaluated through realistic simulations, involving vehicle trajectories generated by
SHIFT [74] traffic simulator and large-scale wireless network simulations using OPNET [75]
with the best-known DSRC channel model reported in [54]. Our algorithm outperforms the
standard solution suggested by Vehicle Safety Communications Consortium (VSCC) [76].

This section is organized as follows: Subsection 3.3.1 provides an overview of related
work on IVC. Subsection 3.3.2 presents preliminary Matlab simulation results of different
polices analyzed in Section 3.2 and provides insights into how to design a proper rate control
in a shared channel. Subsection 3.3.3 describes our proposed transmission rate control algo-
rithm. Subsection 3.3.4 states large-scale traffic/network simulation settings, implemented
algorithms, and simulation results. Subsection 3.3.5 summarizes this section.

3.3.1 Related Work on Inter-Vehicle Communications

In [56,57], IVC is used to relay down-stream traffic information to up-stream drivers to
expand their perception horizon. This kind of early warning system gives the driver more
time to react to a hazardous situation and thus reduces injury/casualty rates. In [70], IVC
is used to improve lane-level positioning based on Markov localization. In [58], an adaptive
space-division multiplexing protocol is proposed for vehicles to share DSRC channel without
control messages and to mitigate DoS (denial of service) attacks. A feasibility examination of
V2V collision warning based on Differential GPS (DGPS) is provided in [59]. In this section,
we assume such modestly accurate positioning information (e.g., sub-meter accuracy) is
available on board and focus on the design of CASS communication logic.

For information propagation in wireless ad hoc networks, the analysis in [53] gives a
fundamental bound on the product of rate and distance. The implication of such a capacity
notion is that, when the network becomes denser, one needs to either throttle data rate or
reduce transmission power so that limited channel resource can be properly shared by all
nodes. Therefore, most existing designs for broadcasting safety messages focus on either rate
or power adaption for different vehicular traffic conditions.

One such design trend is on transmission range (power) control for safety messages.
For example, [60] proposes to fairly allocate transmission power across all cars in a max-
min fashion, which helps reduce beacon load at every point of a formulated 1-D highway
and thus reserves bandwidth for emergency messages with higher priorities. This method
assumes a pre-defined maximum load as the target. By utilizing water-filling concept, [60]
proves a centralized algorithm that achieves this fairness goal and gives a decentralized
algorithm that approximates operations of the centralized one. Another work on transmission
range adaptation is [61] in which estimated local vehicle density and traffic engineering
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intuitions are used as algorithm inputs. The goal in [61], however, is to reduce DSRC
channel interference while maintaining network connectivity among vehicles.

Another design trend for safety messages is on rate control. Since many applications
require the same data elements from neighboring vehicles, the message dispatcher in [62]
is proposed to reduce required data rate by removing duplicate elements. The message
dispatcher at the sender side will group data elements from application layer (i.e., the infor-
mation source) and decides how frequently each data element should be broadcast. At the
receiver side, the message dispatcher pushes received data elements to designated applica-
tions (i.e., the sink). This design is similar to compression ideas in source coding [27].

For IVC-based CASS which relies heavily on tracking accuracy, our approach is to corre-
late communication behaviors with tracking error magnitude, which is fundamentally differ-
ent from any previous designs. In [63,64], error threshold crossing is used as the transmission
trigger; communication of the state information happens only when threshold is violated.
However, this threshold crossing policy only works for a very reliable (lossless) channel and
thus is not feasible for VANETs when the market penetration of on-board wireless devices
is high (i.e., more contentions and packet collisions in the shared channel). Our on-demand
design in this section follows the same rationale but adopts a stochastic rate control policy
that considers both real-time tracking error and potential message losses. Unlike previous
designs, our proposed algorithm is easy to implement; it also works in a decentralized fashion,
which makes it more suitable for CASS.

3.3.2 Preliminary Matlab Simulations and Discussions

In this subsection, we analyze different communication policies to get insights into how
tracking accuracy can be improved through controlling the rate of information dissemina-
tion in a shared channel. Since we are aiming at the design for VANETs and CASS, only
decentralized policies are considered in this subsection: Probabilistic, Error-Dependent,
and Err-Coll-Dep policies. They will be compared in terms of tracking accuracy, resulted
collisions in the channel, and statistical multiplexing gain (i.e., channel sharing behaviors).

Monte Carlo simulations of different communication policies are conducted in Mat-
lab/Simulink. Discrete time step length is set to 50 milliseconds. There are n = 10 nodes
for the entire 100-second simulation duration. The same channel assumptions in Section
3.2 continue to hold here. As formulated in Section 3.1 and Section 3.2, all nodes contain
an identical plant, with different RNs (random numbers) as simulation seeds, and a bank
of model-based estimators. For the plant state, xj is a scalar with aj = 0.5 and j follows
Gaussian distribution N(0, 10−2) for all j. Each node kejpg tracking other nodes and broad-
casting its own state information according to specified stochastic policy. Throughout Matlab
simulations, values of (β, γ) in (3.79) and (3.80) are fixed at (30,10). By tuning the error
sensitivity α in (3.66) and (3.79), we get different average packet rates for Error-Dependent
and Err-Coll-Dep policies.
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Time-Averaged Tracking Performance

The tracking performance (MSE in the sense of equation (3.56)) is plotted in Figure 3.6
with each point representing the statistics from one simulation run. First of all, three policies
exhibit U-shape curves: 1) when the average rate is too low, tracking MSE is large because
less state information is transmitted to remote estimators; 2) when the average rate is too
high, MSE becomes large again because many transmitted packets get collided in the shared
channel and thus the amount of available state information to remote estimators decreases.
The observation that more state information transmitted results in higher tracking accuracy
in [46] is not valid in a multi-access channel because of collisions. Corresponding collision
ratios are also plotted in Figure 3.6 for comparison. Secondly, for Probabilistic policy, the
minimum tracking MSE is achieved with average rate 2 pkt/node/sec (packets per node per
second). This corresponds to transmission probability pj = 1

10
, for all j, which matches with

previous analysis p∗ = 1
n

where n is the node number. Thirdly, the Probabilistic policy, i.e.,
no rate control, cannot achieve the same minimum MSE as that of Error-Dependent and
Err-Coll-Dep policies. Error-Dependent and Err-Coll-Dep policies achieve lower minimum
MSE with a lower average rate (0.4 pkt/node/sec) than the Probabilistic policy.

Similar to the analysis in [46], controlled communication policies result in better tracking
performance because timely delivered state information eliminates large estimation error.
With the same average packet rate, Err-Coll-Dep policy can achieve lower MSE compared
with that of Error-Dependent policy, especially when its packet rate is high. As shown in
Figure 3.6, Err-Coll-Dep policy also achieves MSE close to the minimum for a wide range of
rates (0.4 to 3 pkt/node/sec), i.e., that curve acts as if tracking MSE is not affected by the
increasing packet rate and the gradually congested channel.

Collision Response in the Shared Channel

We compare short-term collision response while using different communication policies,
which is a key performance indicator of a multi-access channel. Higher collision ratio means
lower probability of successful transmission and thus lots of bandwidth wasted. Figure
3.7 shows the collision occurrence in 2000 time slots for three policies respectively. Their
average packet rates are all around 0.2 pkt/node/sec, which means that the channel is only
lightly loaded. In Figure 3.7, Error-Dependent policy has higher collision ratio and more
consecutive collisions, which can also be observed in Figure 3.6 when the rate is small. For
Error-Dependent, when a collision happens, it means that at least two nodes want to send
out state information at the same slot because their estimation errors are relatively large. In
next time slot, those nodes would still have high broadcast probabilities since their estimation
errors are still large (because no state information is successfully transmitted due to previous
collision). The same situation may go on, i.e., consecutive collisions, until all involved nodes
can successfully transmit their state information.

The Error-Dependent design does not consider possible channel collisions and aggressively
kejpg sending more packets until one successful transmission, which is the main cause of
frequent consecutive collisions even when the channel is in lightly loaded condition. On
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Figure 3.6. Tracking performance (MSE in the sense of equation (3.56)) and averaged
collision ratio for three decentralized communication policies.

Figure 3.7. Collision occurrence for three decentralized policies in 2000 time slots with
average rate around 0.2 pkt/node/sec, i.e., channel is only lightly loaded. Respective
collision ratios are 0.95%, 2.55%, and 1.30%.
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the contrary, Err-Coll-Dep policy alleviates this problem by considering channel collisions:
when there is a collision, all nodes throttle their rates and collaboratively reduce consecutive
collisions. Therefore, the collision ratio of Err-Coll-Dep design is always lower than that of
Error-Dependent in Figure 3.7. Note that, although Figure 3.7 shows that Error-Dependent
and Err-Coll-Dep policies have higher collision ratio in a lightly loaded channel, they still
achieve lower tracking MSE than that of Probabilistic policy (compare their performance
in Figure 3.7 when average rate is below 0.5 pkt/node/sec). Again this shows that, the
effectiveness of using a controlled communication policy comes from the timely delivery of
state information to eliminate large error even though some channel bandwidth is sacrificed.

Statistical Multiplexing Gain

Here, we study how efficient these communication policies can be in sharing the finite
channel resource. Here, statistical multiplexing gain is defined as the tracking performance
(MSE in the sense of equation (3.56)) improvement of using a shared channel with full
bandwidth (i.e., accessed in an uncoordinated manner) instead of assigning a dedicated
channel with equally partitioned bandwidth to every node (i.e., perfectly scheduled access).
This multiplexing gain of three policies is compared in Figure 3.8. For each communication
policy, we compare its performance in the following two scenarios: 1) 10 dedicated channels,
each with 10% bandwidth, are assigned individually to 10 nodes for them to broadcast state
information; 2) a multi-access channel, with 100% bandwidth, is simultaneously shared by
all 10 nodes. A communication design that works well in the second scenario (i.e., it has
statistical multiplexing gain in a shared channel) is more suitable for IVC-based CASS.

Figure 3.8 shows that there is no multiplexing gain for Probabilistic policy due to the
lack of rate control and excessive collisions in the channel. On the contrary, the multiplexing
gain exists when Error-Dependent’s packet rate is less than 0.6 pkt/node/sec, and when
Err-Coll-Dep’s packet rate is less than 1.5 pkt/node/sec. Once average rate is higher than
these values, channel collisions become dominant and their tracking performance degrades.
The multiplexing gain for Error-Dependent and Err-Coll-Dep policies exists because plants
on different nodes are decoupled, their tracking error magnitudes are different, and therefore
not all nodes need to broadcast state information at the same time. This behavior comes
from our design of on-demand rate control in (3.66) and (3.79).

In Figure 3.8, the Err-Coll-Dep policy also has a wide rate range of multiplexing gain
than that of Error-Dependent policy because of lower collision ratio in the shared channel.
By properly selecting parameters (β, γ) in (3.79) and (3.80) for Err-Coll-Dep, its tracking
performance could be made very close to the case that each node is assigned a dedicated
channel (as shown in Figure 3.8). Therefore, Err-Coll-Dep policy has a better rate control
structure for tracking multiple dynamical systems to track each other over a shared channel
and is more suitable for CASS.
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Figure 3.8. Tracking performance for three decentralized policies under dedicated
channel (with 10% bandwidth) for each node (in total 10 nodes) and a shared channel
(with 100% bandwidth) for all 10 nodes.
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3.3.3 Proposed Vehicular Transmission Rate Control for Safety
Messages

In this subsection, we propose a transmission rate control for CASS communication logic
(i.e., the dashed box in Figure 3.5). Our rate control algorithm follows the same spirit of
Err-Coll-Dep policy discussed in Subsection 3.2. Some minor modifications are introduced
to address the fact that there is no explicit ACK (acknowledgment) for broadcast messages
in DSRC [72]. Performance of our proposed algorithm will be evaluated in Subsection 3.3.4.

Our rate control algorithm runs on each vehicle every 50 milliseconds, which is due to
the usual 20 Hz sampling frequency of on-board sensors [39]. At each time step t ∈ N,
i.e., multiples of 50 milliseconds, the j-th vehicle gets a measurement of its own state and
calculates transmission probability pj(t) based on suspected tracking error ẽj(t) on neigh-
boring vehicles toward its own position in Euclidean sense (i.e., the usual distance definition
for Cartesian coordinate system). The calculation of ẽj(t) will be specified later. Similar
to the rate control in (3.79), we use this scalar measure ẽj(t) to calculate the transmission
probability by vehicle j at time step t, denoted as pj(t),

pj(t) = 1− exp(
−α

1 + β
γ

∑t−1
s=t−γ Λj(s)

× ẽj(t)2) (3.82)

where α and β are sensitivity parameters as those in (3.79) and (3.80), and γ = 20 is
the one-second time window to evaluate recent channel utilization. Later in simulations
(Subsection 3.3.4), we use β = 0 for Error-Dependent and β = 30 for Err-Coll-Dep policy
respectively. In (3.82), Λj(s) represents CCA (Clear Channel Assessment) [72] reported by
the j-th 802.11p MAC/PHY module: when channel is sensed busy, Λj(s) = 1; otherwise,
Λj(s) = 0. Since a DSRC transceiver cannot detect collision, we use channel utilization in
(3.82) as a substitute for c(t) in (3.81). This substitution is adequate since collision ratio is a
monotonically increasing function of channel utilization. Based on the pj(t) given by (3.82),
the j-th vehicle stochastically generates a packet (i.e., a safety message) with its latest state
information and places this packet in 802.11p MAC queue for transmission.

At each moment, the suspected error ẽj(t+ 1) (used in (3.82)) propagates from previous
ẽj(t

+) based on the known plant model. Since there is no explicit ACK for broadcast-type
transmission in DSRC, a subject vehicle uses perceived channel Packet Erasure Rate (PER)
at time t, denoted as Ωj(t), to stochastically decide the suspected error ẽj(t

+) right after
each message transmission,

ẽj(t
+) = (1− ζj(t))× ẽj(t) (3.83)

where ζj(t) is the Bernoulli trial with the failure probability Pr(ζj(t) = 0) ≡ Ωj(t). If
the outcome ζj(t) = 1, this suspected error ẽj(t

+) is reset, i.e., ẽj(t
+) = 0; otherwise,

ẽj(t
+) = ẽj(t). Note that, this suspected error ẽj(t) is not the actual tracking error; it is

merely a measure used by the j-th vehicle to infer/simulate the tracking error evolution on
its neighbors and to adjust its own message transmission rate in (3.82) accordingly.

The estimated PER, Ωj(t), used by the Bernoulli trial in (3.83) is derived on-the-fly by
checking the inconsistency in sequence number of recently received packets from all corre-
sponding neighbors within 1-second history log of vehicle j. That is, the j-th vehicle uses the
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number of lost packets divided by the number of total packets sent from a certain neighbor
to estimate recent channel loss rate and Ωj(t) is this empirical measure averaged over all
its neighbors. Assuming network symmetry, Ωj(t) tells the j-th vehicle the likelihood of its
previous transmitted packet being erased in the channel.

The on-demand nature of (3.82) responds to the fact that a higher transmission rate, thus
probability, is required for a subject vehicle that has more unexpected movements, which
translate to higher tracking error at the neighboring vehicles. Besides, (3.82) takes channel
status into account, as discussed in Subsection 3.3.2, to temporarily reduce the message rate
of all vehicles in the same geographical area when channel congestion is detected, and thus
this design increases the successful reception probability of messages from all vehicles.

3.3.4 Evaluations Using Large-Scale Traffic/Network Simulations

This subsection presents large-scale traffic/network simulations for IVC-based CASS and
discussions on simulation results. We focus on the tracking performance while using different
decentralized communication policies. Simulation results confirm that proposed algorithm
in Subsection 3.3.3 achieves better accuracy than the standard solution by VSCC [76] and
robustness under various traffic conditions.

Simulation Settings and Implemented Communication Policies

Our main simulation stage is a straight 1-Km highway. For vehicle dynamics, 20 Hz
trajectory profiles of [position, speed, heading] are produced by SHIFT [74], a microscopic
traffic simulator. Total simulation time is 30 seconds for each run. In the first part of our
evaluations, we consider four lanes of identical traffic flows with an averaged velocity of 30
mph (miles per hour) and a mean gap of 0.8 second between vehicles in longitude direction.
During the simulation, every 50 milliseconds, each vehicle gets a measurement of its own
status and decides whether to generate a message or not, according to specified policy,
to disseminate its own state information. The on-board measurement noise is modeled
exactly the same way as in [63,64], which was in turn based on experimental data [39].
Upon receiving information from the channel, each vehicle updates its estimated states of
neighboring vehicles using a first-order kinematic model, i.e., a constant speed predictor.
Based on this model, a sending vehicle is assumed to run with the same speed and heading
after its last safety message was received by the predictor on a receiving vehicle.

For OPNET [75] simulations, we modify the 802.11a PHY module to work at 5.9 GHz
with 10 MHz bandwidth. We follow the DSRC channel model reported in [54] and simplify
the far distances as Rayleigh fading, instead of pre-Rayleigh. The reason for this simpli-
fication is that we are considering a straight highway scenario while [54] considers urban
scenarios with intersections and corners, which lead to pre-Rayleigh fading observations. We
specify path loss exponent to be 2.31 (as suggested by [54]). The transceiver operates with
3 Mbps raw data rate, -87 dBm receiver sensitivity, and 600 mW transmission power. The
payload size of each safety message is 300 bytes. Implemented algorithms run at every 50
milliseconds on top of 802.11p MAC/PHY (as depicted in Figure 3.5), namely the following:
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• Beaconing at 100-millisecond interval, as suggested by VSCC [76];

• Probabilistic policy, which uses fixed transmission probability to generate messages;

• Threshold policy, which triggers communication when perceived tracking error vio-
lates a pre-defined threshold [63,64];

• Proposed on-demand rate control: 1) Error-Dependent (with β = 0), 2) Err-Coll-
Dep (with β = 30) policies.

Simulation Results and Performance Comparison

Here, we present simulation results and compare the performance of different decentral-
ized policies. The proximity or neighborhood of a subject vehicle is defined as the circular
area of 150-meter radius to satisfy most safety applications identified in [76].

After each simulation run, statistics are collected from neighboring vehicles and we cal-
culate Euclidean positioning error over all vehicles to explore the law of large number. See
Figure 3.9 for a typical tracking error distribution. Specifically, 95% cut-off error (as indi-
cated by the arrow in Figure 3.9) means that 95% of Euclidean error population fall below
this number (i.e., only 5% error population is larger than 1.07 meter), which represents the
tracking accuracy of used communication policy. In this subsection, we use this measure,
95% Euclidean cut-off error, as the main performance metric for CASS simulations.
This metric is different from the MSE definition given in (3.56). The main advantage of this
performance measure over (3.56) and others (e.g., mean or standard deviation of tracking
error) is that it possesses a statistical sense similar to a Confidence Interval (CI). Note that
presented error statistics in Figure 3.9 and Figure 3.10 is the ground-truth tracking error (in
meters) collected during our simulations instead of the suspected error ẽj(t) perceived by
vehicle j and used in formula (3.83).

The tracking performance (i.e., 95% cut-off error) of Beaconing in Figure 3.9 is used as the
baseline for comparison. In Figure 3.10, the performance of different policies is plotted with
second-order least squares fitting to indicate the trend. For Probabilistic policy, its tracking
accuracy is shown with respect to different transmission probabilities; observed accuracy has
a U-shape curve (similar to those in Figure 3.6) and the optimal probability for this traffic
scenario is 0.6 with minimum 95% cut-off error around 0.8 meter. Probabilistic policy, though
an uncontrolled policy, achieves better tracking performance than Beaconing by introducing
randomness in its transmission behavior. For Threshold policy, its packet transmission rate
is dependent on the selected error threshold. When this threshold decreases, it triggers more
broadcasts and causes more collisions in the channel. Its 95% cut-off error also shows a U-
shape curve and optimal threshold for this scenario is 0.4 meter with minimum 95% cut-off
error around 0.6-0.7 meter, which is a further improvement from Probabilistic policy.

Performance of the Error-Dependent policy (i.e., proposed algorithm with β = 0) is also
shown in Figure 3.10 with different error sensitivity α values and corresponding tracking ac-
curacy. As we increase α, we increase the packet rate; optimal rate is around 4 pkt/node/sec
when α = 5. Its 95% cut-off error also shows a U-shape curve and this accuracy degrades
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Figure 3.9. Statistical distribution of Euclidean tracking error while using 100-
millisecond Beaconing proposed by [76].

as the average rate increases. Error-Dependent policy achieves similar minimum 95% error
(i.e., 0.6-0.7 meter) as that of Threshold policy. Finally, the last plot in Figure 3.10 shows
the tracking performance of Err-Coll-Dep policy (i.e., proposed algorithm with β = 30). Its
95% cut-off error has similar curve as that of Error-Dependent policy and achieves the same
minimum 95% cut-off error when rate is around 4 pkt/node/sec. Compared with Beacon-
ing, controlled communication policies (i.e., Threshold, Error-Dependent, and Err-Coll-Dep
policies) all achieve significant improvement in tracking accuracy. However, the benefit of
using Err-Coll-Dep policy needs to be understood from the following design perspective.

Although the 802.11p MAC layer helps reduce collisions, considered rate controls still
have similar behaviors as those policies analyzed in Subsection 3.3.2. The reason is that
collision still exists for broadcast-type safety messages and the hidden node phenomenon
[53] degrades the effectiveness of CSMA/CA (Carrier Sense Multiple Access with Collision
Avoidance) of the 802.11p MAC [72]. Therefore, the advantages of a controlled communica-
tion policy discussed in Subsection 3.3.2 still apply to VANETs here. Both Error-Dependent
and Threshold policies could outperform Beaconing and Probabilistic policies if one properly
chooses their parameters.

However, as suggested by (3.78), optimal sensitivity or threshold may vary greatly with
vehicle densities; thus these parameters cannot be easily chosen by off-line calculations. Err-
Coll-Dep policy alleviates above design problem and makes parameter selection easier. By
comparing α values in Error-Dependent and Err-Coll-Dep policies in Figure 3.10, one can
notice that, when β = 30, as long as we pick α ≥ 20, the tracking accuracy of Err-Coll-Dep
policy can operate around optimal performance for a wide range of α.
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Figure 3.10. Tracking performance (95% cut-off error, in meters) of Probabilistic,
Threshold, Error-Dependent (proposed algorithm with β = 0), and Err-Coll-Dep
(proposed algorithm with β = 30) policies.

69



Figure 3.11. Tracking performance (95% cut-off error) of 100-millisecond Beaconing
and Proposed algorithm with fixed parameters (α, β) = (20, 30) under different traffic
conditions in TABLE 3.1.
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Table 3.1. Simulated Bidirectional Highway Traffic Scenarios

Case ID Dir#1 status (flow speed) Dir#2 status (flow speed)

H1 congested (14 mph) congested (14 mph)
H2 low speed (30 mph) low speed (30 mph)
H3 medium speed (53 mph) medium speed (53 mph)
H4 free flow (74 mph) free flow (74 mph)
M1 congested (14 mph) low speed (30 mph)
M2 congested (14 mph) medium speed (53 mph)
M3 congested (14 mph) free flow (74 mph)
M4 low speed (30 mph) medium speed (53 mph)
M5 low speed (30 mph) free flow (74 mph)
M6 medium speed (53 mph) free flow (74 mph)

Robustness of Proposed Algorithm

To further verify the robustness of the Err-Coll-Dep policy, in the second part of our
evaluations, we simulate 10 different traffic scenarios in a bi-directional 1-Km highway with
four lanes of identical traffic in each direction (that is, eight lanes in total). As listed in
Table 3.1, cases H1-H4 have homogeneous traffic in both directions, whereas cases M1-M6
have different traffic conditions for each direction (mean flow speed is listed for reference).
Again, 100-millisecond Beaconing is used as the performance baseline; Figure 3.11 shows
that it does not scale well in different traffic conditions due to excessive channel collisions.
Our proposed algorithm, with fixed parameters (α, β) = (20, 30), is seen to be robust in
achieving better tracking accuracy in all scenarios and its 95% cut-off error is always below
2 meters.

In addition, the worst-case scenario, in terms of tracking accuracy, is case M3 where one
direction is congested and the other is free-flowing. This is the most challenging case because,
on one hand, the high density of cars on the congested side means that the wireless medium
is heavily loaded with huge amount of safety messages; on the other hand, vehicles on the free
flow side are moving very fast and their states may change very quickly. In such situations,
the already saturated DSRC channel is unable to support the more frequent information
exchanges required by cars on the free flow side. Therefore, cars on the free flow side
experience a poor tracking performance (see case M3 in Dir#2 of Figure 3.11). Interestingly,
case M3 happens quite often during commute hours in metropolitan areas. With results
in Figure 3.11, we show that it is possible to achieve a better tracking performance (than
the uncontrolled, 100-ms beaconing proposed by VSCC [76]) using the proposed design with
a fixed set of parameters (α, β). However, the appropriate values for (α, β) need further
investigation and empirical tuning.
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3.3.5 Short Summary

In Section 3.1 and 3.2, we first analyze the problem of how multiple scalar LTI dynamical
systems track each other over a multi-access channel, which is motivated by the IVC-based
Cooperative Active Safety System (CASS). Based on the analysis, we propose a transmission
rate control algorithm in Section 3.3 for each vehicle to disseminate its state information.
The proposed algorithm has an on-demand nature and adapts the V2V message rate for
each vehicle in a decentralized fashion. Performance evaluations, both in Matlab and in
large-scale traffic/network simulations, confirm that the proposed algorithm achieves better
tracking accuracy than existing solutions and is more robust against channel congestion.

Throughout this section, we assume a uniform transmission power for all vehicles and
adjust their individual message rates to enable statistical multiplexing and a better shar-
ing of the wireless channel. As enlightened by [53,83], there could be further performance
improvement if a variable transmission power is used by each vehicle to reduce interference
and explore channel spatial reuse. In Chapter 4, we will explore such a joint design to adapt
rate and power simultaneously for safety-driven information dissemination in VANETs.
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Chapter 4

Transmission Rate and Power Control
for Vehicle-to-Vehicle Safety
Communications

In this chapter, we describe our real-time tracking formulation, assumptions, and pro-
posed design for V2V (Vehicle-to-Vehicle) safety communications. In Section 4.1, we state
our understanding of the V2V safety communications problem and our approach to adapt
both transmission rate and power simultaneously. In Section 4.2, a transmission rate and
power control is proposed for V2V safety communications and its performance is verified
by a network simulator integrated with a microscopic traffic simulator. In our design, the
error-dependent rate control in Chapter 3 is enhanced with an adaptive transmission power
control for each out-going safety message. The power control on each vehicle is done based
on sensed channel utilization (i.e., channel busy ratio) which serves as a side-information
for each vehicle to infer the channel congestion. Its tracking accuracy is again shown to
outperform the currently proposed 100-millisecond beaconing of messages. The prototype
implementation of the proposed design along with small-scale real-world evaluations and
protocol enhancements will be reported in Chapter 5.

4.1 Design Approach to Vehicular Safety Communica-

tions for Real-Time Tracking over a Shared Chan-

nel

In this section, we summarize our theoretical understanding of V2V safety communica-
tions problem and our approach to design our transmission rate and power control. The
basic idea of safety communication is to put wireless radio and GPS on each vehicle so that
all the vehicles on road can exchange vehicle state information. That is, wireless radio is
used as an omni-directional sensor to provide proximity awareness to a host vehicle (HV)
and to extend the perception horizon of the driver. To that purpose, each vehicle needs to
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Figure 4.1. Proposed tracking framework for V2V transmission rate and power control

perform the following two tasks: 1) it needs to broadcast its own state information as safety
messages to other vehicles in proximity; 2) it needs to listen to the channel and perform
real-time tracking of all the neighboring vehicles based on received safety messages. Figure
4.1 depicts our view of this real-time tracking problem. Figure 4.1 is similar to Figure 3.5
except Figure 4.1 proposes a joint transmission rate and power control. Our design in this
chapter is an extension of the proposed rate control in Section 3.3. An additional dimension
of transmission control is the transmission power for each vehicle to broadcast each safety
message. This specific view of V2V safety communication for tracking is quite different from
other work in the literature, e.g. [56,57,58,60,61,62].

As shown in Figure 4.1, each vehicle is designed to contain a communication control logic,
a bank of estimators to track other vehicles, and a plant (producing vehicle state informa-
tion). The estimated states of neighboring vehicles will be fed to active safety applications,
which in turn provide warnings to the driver or take emergency control of the vehicle in case
of an imminent danger. The proposed rate and power control scheme is implemented in the
communication control logic. The internal architecture of the communication control logic
is shown in the upper right corner of Figure 4.1. Note that, produced safety messages are in
WSM format [73], which allows specifying per-message power level for 802.11p radio. The
detail of WSM format can be found in Chapter 5. For the rest of this section, we describe
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Figure 4.2. Illustration of proposed measure: 95% percentile of tracking error [25]

our design approach for V2V transmission control based on the framework in Figure 4.1.
More details of our design and its implementation can be found in Chapter 5.

With the real-time tracking framework in Figure 4.1, there is one crucial question: How
to allow multiple dynamical systems (i.e., intelligent vehicles) to track each other in real-
time over a shared channel. As analyzed in Section 3.1 and Section 3.2, different message
arrival patterns to a RV usually result in different real-time tracking error of a HV by this
RV. Therefore, it is important to design a message generation mechanism that minimizes the
tracking error. We have the following assumptions in our design: 1) A more accurate real-
time tracking of other vehicles (i.e., better proximity awareness) results in better operations
of V2V safety applications; 2) Each car is assumed to measure its own position by using
GPS; 3) Nearby neighboring vehicles (RVs) should have better tracking accuracy towards
a HV than farther vehicles (since nearby RVs are more physically involved with a HV and
thus more critical to the safety of a HV).

Unlike other designs in the literature, e.g., [60,62], we use the real-time tracking accuracy
as the performance metric instead of the message reception probability or the channel bea-
coning load. More specifically, we use a statistical measure called 95% percentile tracking
error illustrated in Figure 4.2. This tracking error is the Euclidean distance between 1) the
true position of a HV and 2) the estimated position of this HV by a RV:

e(t) =
√
|x(t)− x̂(t)|2 + |y(t)− ŷ(t)|2

where e(t) is the tracking error, (x(t), y(t)) are (long, lat) position of a HV, and (x̂(t), ŷ(t))
are (long, lat) position of this HV estimated by a RV. As explained in Section 3.3, the
rationale behind this 95% cut-off error is that 95% of the real-time tracking error population
is below or equal to this number and it gives a sense of reliability and accuracy of the vehicle
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Figure 4.3. (a) Delivered message rate vs. 95% cut-off tracking error (Left) and (b)
Illustrated transmitted message rate vs. 95% cut-off tracking error (Right)

Figure 4.4. IDR: Rate of successful message delivery to all the neighboring vehicles

tracking. The same performance measure has been used in Section 3.3 for evaluating our
V2V rate control design.

The relationship between the delivered message rate and this 95% cut-off tracking error
is similar to the Rate-Distortion function in Information Theory [27]. One example is shown
in Figure 4.3 (Left). As it is analyzed in Section 3.1 and Section 3.2, error dependent
transmission is better than the uncontrolled probability transmission. Different message
generation methods result in different tracking performance curves. However, Figure 4.3(a)
does not consider the shared nature of the wireless channel. If one considers the network and
the fact that all nodes need to contend to send out messages, the performance is illustrated
in Figure 4.3(b). When all nodes generate too many messages at the same time (i.e., high
message rate), the resulting tracking performance does not improve. Instead, the tracking
error goes up due to too many message collisions in the shared channel and insufficient
successful message arrival rate at the receiver side.

To understand the effect of a shared network, we analyzed the broadcast throughput,
called Information Dissemination Rate (IDR), in [80,83]. This IDR is essentially the rate of
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Figure 4.5. Our two-step approach of deciding Transmission rate and range

successful message delivery to all the neighboring vehicles (i.e., the broadcast throughput):

IDR =
∑

i∈{Neighboring Vehicle within D}

R× Psucc(i).

For a given traffic density, IDR can be simulated and plotted as the example in Figure 4.4
for different transmission Rate (R) and transmission Range (D) [83]. This IDR plot gives
us a characterization of how the information broadcast behavior is constrained by a wireless
channel shared by all nodes. As one can observe from Figure 4.4, for certain combinations
of Rate (R) and Range (D), IDR can reach the peak (the red part of the plot). More details
can be found in [83].

Based on the understanding of rate-distortion model in Figure 4.3 and the channel broad-
cast throughput (IDR) in Figure 4.4, our design follows two steps to first decide the message
rate and then decide the transmission range (thus power). This idea is illustrated in Figure
4.5. For safety considerations, we propose to first control the message rate (R) based on vehi-
cle dynamics and sensed tracking errors. Given a message rate, for network considerations,
we propose to control the transmission range (D) to maximize IDR (i.e., the information
broadcast throughput) for the current network condition. What is implied in this two step
design is that our design assumes that accurate tracking at nearby vehicles is more desirable
than poor tracking over a large neighborhood.

Therefore, our design responds to channel congestion by maintaining the same state
information intensity (i.e., keeping the same message rate) to the nearest neighbors
and (temporarily) stopping communication to farther vehicles (i.e., reducing transmission
range/power). In essence, our design tries to maximize the number of neighbors that can
track a HV with a specified accuracy. Our proposed V2V transmission rate and power con-
trol in Section 4.2 incorporates this design rationale and its implementation and evaluations
can be found in Chapter 5.
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4.2 Proposed Transmission Rate and Range Control

and Simulation Verification

In this section, we state our transmission control for vehicular safety communications
and the large-scale traffic/network simulation results. The simulations show that our design
has a better structure and is more robust in different traffic conditions than the currently
proposed 100 millisecond beaconing.

Intelligent Transportation Systems (ITSs), empowered by wireless communication, are
expected to significantly improve the safety and efficiency of our transportation network. The
idea is to inter-connect all the physical components of a transportation system in the cyber-
space. Vehicles equipped with IEEE 802.11p transceivers [72], dubbed as DSRC (Dedicated
Short Range Communication) or WAVE (Wireless Access for Vehicular Environments), can
exchange information either in vehicle-to-vehicle (V2V) or vehicle-to-infrastructure (V2I)
fashion. While V2I communication requires huge infrastructure investment, V2V communi-
cation is a more viable solution for the near future. Such V2V communication is the basis
for the setup of Vehicular Ad-hoc Networks (VANETs). VANETs are expected to host new
safety, navigation, and automation applications in vehicular environments.

The DSRC technology, based on IEEE 802.11p, is the centerpiece of VANETs. Formally,
IEEE 802.11p defines high-speed short-range wireless communication among vehicles and
surface transportation infrastructure. Similar to IEEE 802.11a, 802.11p radio is based on
matured Orthogonal Frequency-Division Multiplexing (OFDM) technology. The MAC layer
functionality is slightly modified to include provision for rapid communication of DSRC de-
vices with no need for authentication or authorization processes as in the original 802.11
standard. In addition to the 802.11p standard, IEEE 1609 [73] defines higher layer function-
alities such as networking and multi-channel operations for VANETs. The protocol stack
depicted in Figure 4.6 describes how different protocols are involved in enabling vehicular
communication. As part of these standards, a new type of message, WSM (WAVE Short
Message) is defined in 1609.3, which supports frame-by-frame power and modulation assign-
ment and thus provides new possibilities for cross-layer optimization. To ensure that DSRC
applications are inter-operable, other standards may be employed in this architecture, e.g.,
SAE J2735, which is a message set dictionary (i.e., common language) for DSRC applications
to understand each other, that describes DSRC message content. The standardization effort
is equally supported by industry and government entities.

More related work on Inter-Vehicle Communication (IVC) and ITS applications can be
found in Subsection 3.3.1. For the rest of this subsection, we will focus on the V2V safety
communications for active safety.

DSRC and Cooperative Active Safety

Currently, prototype DSRC based applications are under test by different car manufactur-
ers and research institutions. While these efforts show that DSRC based technology works in
principle, deployment and performance issues are still under investigation, especially for high
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Figure 4.6. Protocol stack for WAVE (Wireless Access for Vehicular Environ-
ments), mainly composed of IEEE 802.11p [72] and IEEE 1609 family standard [73]:
1609.1 (resource manager), 1609.2 (security), 1609.3 (networking services), and 1609.4
(multi-channel operations). Note that, 1609.2 works jointly with 1609.3 and thus is
not shown in above architecture.

market penetration case. For example, the issues facing cooperative safety applications are
still active research subjects. Unlike research on Mobile Ad hoc Networks (MANETs) which
focuses more on maximizing throughput or maintaining network connectivity, the distinct
mission of VANETs is to enhance roadway safety through V2V communication [39,76]. To
name a few, active safety applications include Cooperative Collision Warning (CCW), Elec-
tronic Emergency Brake Light (EEBL), and Slow/Stopped Vehicle Alert (SVA). In general,
these active safety applications require that a subject vehicle have a good estimate of the
position and state of the cars in its proximity. The availability of such proximity-awareness
allows various safety applications to provide advisory services to the driver (via audio or
visual human-machine interfaces) or perform emergency reactions to avoid hazardous situa-
tions.

For this safety/tracking purpose, each vehicle is assumed to be equipped with DSRC
radio, GPS (Global Positioning System) receiver, and on-board sensors. Each vehicle is de-
signed to continuously report its own status, e.g., position, speed, and heading, by broadcast-
ing safety messages in WSM format. At the same time, each vehicle also tracks movements
of neighboring vehicles based on information received from them over the shared channel.
The question of how often and how far should these messages be broadcast, is one that drives
this research.

In this section, we propose a joint rate-power control algorithm that describes how state
information of a vehicle should be broadcast to its neighbors. Specifically, for different
traffic scenarios, we compare the tracking accuracy of proposed algorithm with that of the
currently proposed solution (beaconing with a constant interval, e.g., 100-millisecond or 500-
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millisecond) suggested by Vehicle Safety Communications Consortium (VSCC) [76]. Sim-
ulation results indicate that our proposed algorithm is robust and achieves better tracking
accuracy than the beaconing method in almost all traffic scenarios. In the context of safety-
driven communication design for VANETs, this work provides a new perspective different
from the existing methods that try to maximize throughput, achieve fairness or reduce mes-
sage rate; the objective of our design is to reduce tracking error and improve the robustness
and performance of the cooperative vehicle safety systems under different traffic conditions.

Overview of Existing Approaches for V2V Safety Communications

For information propagation in wireless ad hoc networks, the work in [53] gives a funda-
mental bound on the product of rate and distance (due to the shared nature of considered
wireless medium). The implication of such a capacity notion is that, when the network
becomes denser, one needs to either throttle data rate or reduce transmission power so
that limited channel resource can be properly shared by all nodes. This bound applies to
VANETs too and most existing designs for broadcasting safety messages focus on either rate
or power adaption so that the network could operate properly when traffic density (number
of vehicles) changes.

For safety applications in VANETs, [60] proposes to fairly allocate transmission power
across all cars in a max-min fashion, which helps reduce beacon load at every point of a
formulated 1-D highway and thus reserves bandwidth for emergency messages with higher
priorities. This method assumes a predefined maximum load as the target. By utilizing
water-filling concept, [60] proves a centralized algorithm that achieves this fairness goal and
gives a decentralized algorithm that approximates operations of the centralized one.

Since many applications require the same data elements from other vehicles, message
dispatcher in [62] is proposed to reduce required data rate by removing duplicate elements.
The message dispatcher at the sender side will group data elements from application layer
(i.e., the source) and decides how frequently each data element should be broadcast. At the
receiver side, the message dispatcher pushes received data elements to designated applications
(i.e., the sink). This design is similar to compression ideas in source coding.

Since our primary focus is on cooperative vehicle safety, our approach is to correlate
communication behaviors with tracking error magnitude. In [63], error threshold crossing
is used as the transmission trigger; broadcast of the state information happens only when
threshold is violated. In [66], we propose a rate-control design that has advantages over
others in a shared channel: 1) it increases communication rate when a vehicle suspects
the estimation error of neighboring vehicles toward itself has increased; 2) it throttles rate
during channel congestion to avoid further efficiency degradation and message loss. These
two principles and their combined effect govern transmission behaviors on each vehicle and
provide improved robustness to the tracking process. Our proposed rate-power control in
this section follows this line of design rationale, and adds another adaptation dimension: the
transmission range.
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4.2.1 VANET Tracking Problem and Proposed Design

Channel access in DSRC, especially for safety applications, is performed in a random
manner, following CSMA/CA (Carrier Sense Multiple Access with Collision Avoidance)
rules [72] with no centralized coordination. Therefore, vehicle tracking problem is essentially
a remote estimation problem over a random access channel. In this section, we will first
state VANET tracking problem at an abstract level and then describe our proposed design.

As shown in Figure 4.1, each vehicle is designed to contain a communication control logic,
a bank of estimators to track other vehicles, and a plant (producing vehicle state informa-
tion). The estimated states of neighboring vehicles will be fed to active safety applications,
which in turn provide warnings to the driver or take emergency control of the vehicle in case
of an imminent danger. The proposed rate and power control scheme is implemented in the
communication control logic. The internal architecture of the communication control logic
is shown in the upper right corner of Figure 4.1. Note that, produced safety messages are
in WSM format, which allows specifying per-message power level for 802.11p radio. For the
rest of this section, we describe our proposed algorithm for decentralized self-information
dissemination based on the design in Figure 4.1.

Tracking over a Multiple-Access Network

To better understand the problem at hand, assume that a number of vehicles (n ≥ 2)
share the same wireless channel, and each vehicle contains a transmission control logic, a
plant generating state information xj(t), and a bank of model-based estimators for tracking
neighboring vehicles. On each vehicle, there are a balanced control input uj(t) to model
driver’s accelerating/decelerating behavior and a noise input εj(t) to model the mechanical
disturbance within a car. The transmission control logic decides whether to broadcast self-
information vector xj(t) (i.e., the state) at each moment. Each subject vehicle will try to
estimate the states of other cars based on received information from the shared channel.

The estimated state (e.g., position) of sender j at receiver i, x̃ij(t), is the expectation
conditioned on all the previous received information over the lossy channel. Packet loss in the
channel could be due to collision, or channel error and fading. For presentation convenience,
let’s assume the dynamics of a vehicle can be sampled at discrete time step and approximated
as a LTI (linear-time invariant) system of appropriate dimensions as follows:

xj(t) = aj × xj(t− 1) + bj × uj(t− 1) + εj(t− 1) (4.1)

where aj, bj represent the mechanical characteristics and physical laws that govern vehicle j.
The model-based estimator at a receiver i switches between two modes. At time t−1, if state
information of vehicle j is received, the receiver uses this information to reset the estimate:
x̃ij(t) = aj×xj(t−1). Otherwise, if no information regarding vehicle j is received, the receiver
i uses known model (4.1) to carry on and estimate the new state: x̃ij(t) = aj × x̃ij(t− 1).

In the tracking problem described above, the arrival of a new measurement from sender
j to a receiver i resets the tracking error similar to that in a renewal process. Between
measurement arrivals, the real-time tracking error could grow due to noise and disturbance.
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Note that the above calculation of x̃ij(t) is MMSE (minimum mean squared error) optimal
estimate, if we assume uj(t) and εj(t) have zero mean. The tracking error eij(t), i-th vehicle’s
estimation error toward vehicle j, is defined as eij(t) = xj(t) − x̃ij(t). Due to hidden node
problem or channel fading, this tracking error might vary for different vehicles.

Given the multi-access nature of the DSRC channel, the packet loss ratio and therefore
the real-time tracking error depend on the number of vehicles that share the channel. This
dependence means that at high transmission rates and ranges, the random access channel
will become congested and consecutive collisions will make the channel useless. On the other
hand, higher transmission rate and range, if successfully achieved, will directly result in bet-
ter tracking performance and lower error. The question is, therefore, how to control each
vehicle’s transmission behavior to avoid channel collision failure while maximizing the use of
the wireless medium for tracking purpose. Moreover, the maximum achievable values of rate
and range before excessive collision happens are different for different vehicular traffic den-
sities. This fact motivates the need for adaptive transmission control protocol or algorithm
which is described in the next subsection.

Proposed Adaptive Vehicular Transmission Control for Safety Messages

In this subsection, we present a joint rate-power control algorithm for the VANET track-
ing problem. The algorithm is comprised of two parts: 1) rate control, i.e., a message
generation control, which decides how frequently a subject vehicle should broadcast its own
state information; 2) power control, which decides how far the state information should be
broadcast to, thus determining the power level for the 802.11p radio. The functional com-
ponents of the proposed algorithm are shown in Figure 4.1. The following describes these
methods formally and in more detail:

Transmission Rate Control: At each time step t ∈ N , the j-th vehicle’s communi-
cation logic calculates transmission probability pj(t) based on suspected tracking error ẽj(t)
on neighboring vehicles toward its own position in Euclidean sense (i.e., usual distance def-
inition for Cartesian coordinate system). If suspected error ẽj(t) is smaller than eth (the
error threshold), there is no transmission at all from vehicle j, i.e., pj(t) = 0. This threshold
design leaves the channel to be used by other vehicles when the suspected error by vehicle
j is within the tolerable range. Else if suspected error is larger than this threshold, the
probability of transmission in that time step t is computed as follows:

pj(t) = 1− exp(−α× |ẽj(t)− eth|2) (4.2)

where α > 0 is the sensitivity to suspected tracking error. The rationale behind this formula
is that, a subject vehicle j increases transmission probability pj when it suspects tracking
error on other vehicles (toward its own state) has exceeded the threshold. The more this
error violates the threshold, the higher the transmission probability becomes.

The on-demand nature of (4.2) responds to the fact that a higher transmission rate,
thus probability, is required for a subject vehicle that has more unexpected movements (as
estimated by other vehicles). In information theoretical terms, a vehicle with higher entropy
(a measure of surprise) needs higher communication rate to describe its stochastic behavior.
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On the contrary, when the suspected error is small or under the threshold, a vehicle tends to
stay quiet, and this allows the channel to be used by those vehicles having larger suspected
error. This design also implicitly acts as transmission error correction as explained below.

Since there is no explicit ACK (acknowledgment) for broadcast in DSRC, after each
transmission, we use the PER (Packet Erasure Rate) to stochastically decide the suspected
error ẽj(t) in (4.2): ẽj(t

+) = (1 − ζ) × ẽj(t) where ζ is a Bernoulli trial (similar to coin
tossing) with success probability 1-PER to address potential channel loss. If successful, the
suspected error is reset; otherwise, suspected error accumulates from ẽj(t) based on known
state model, e.g., (4.1). Note that, this suspected error is not the actual estimation error;
instead, it is only a measure used by a subject vehicle to adjust its own communication
rate (the higher this probability, the higher the communication rate of the vehicle). Based
on pj(t) in (4.2), a subject vehicle stochastically generates a packet (i.e., a safety message
containing its own state information) and places it in the queue of the 802.11 MAC layer.

Finally, the PER used by the above Bernoulli trials is estimated on-the-fly by checking
the inconsistency in sequence number of recently received packets (by a subject vehicle) from
all corresponding senders (with at least two messages received) within a 1-second history log.
That is, a subject vehicle uses the number of lost packets divided by the number of total
packets initiated from a certain sender to infer recent channel loss rate; PER is this measure
averaged over all its senders within a geographical area. Assuming network symmetry, PER
tells a subject vehicle the likelihood of the loss of its previous transmission at the receivers.
Note that this PER is in fact an average and rough measure of the real error probability
of individual links between the subject vehicle and other vehicles within the spatial neigh-
borhood. The exact value of link error probability is not practically measurable under the
assumptions of proposed active safety systems in Figure 4.1 since all safety messages are in
the broadcast mode.

Transmission Power Control: The transmission range Lj(t) is adjusted based on
the observed channel status. Here, instead of using explicit feedback, usually done through
piggy-back information exchange as in [60], we propose a simple design to scale transmis-
sion range linearly with averaged channel occupancy. This method is scalable and easy to
implement. The average channel occupancy, Uj(t), is a real number between 0 and 1. Uj(t)
is computed for each vehicle j by observing the CCA (Clear Channel Assessment) reports
that are available from PHY to the MAC layer of 802.11. This occupancy measure is the
time-average of recently sampled CCA within 1-second time window. Since there is no ex-
plicit ACK for broadcast in DSRC, we use this side information, channel occupancy, to infer
channel status and adjust targeted communication range.

In the proposed algorithm, if channel occupancy is higher than Umax, minimum transmis-
sion range Lmin is used; else if channel occupancy is lower than Umin, maximum transmission
range Lmax is used; otherwise, the range is selected as follows:

Lj(t) = Lmin +
Umax − Uj(t)
Umax − Umin

× (Lmax − Lmin). (4.3)

In (4.3), Lmin and Lmax are communication range lower/upper bounds, which are usually
determined from safety specification for vehicular environments. Besides, Umin and Umax
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represent the desired linear operating range of channel occupancy and are selected based
on experimental or analytical data. Since the granularity of power levels for DSRC is 0.5
dBm [72], to convert Lj(t) to power, we apply a power-range mapping (with step size 0.5
dBm) based on the empirical channel model reported in [54]. The basic assumption of
proposed power control is that vehicles in proximity would perceive roughly the same CCA
and the same amount of averaged channel occupancy. Therefore, in our design, vehicles in
proximity coordinate their transmission power by using the same side information (i.e., the
observed channel occupancy). In [80,83], we show that for different combination of message
rate and vehicular traffic density, optimal information dissemination exists between channel
occupancy 0.4 and 0.8, which will be used as Umin and Umax in our simulations later.

The idea behind our rate-power control algorithm is that nearby vehicles are assumed to
be physically more related to a subject vehicle. In fact, it is potentially more dangerous if a
subject vehicle does not know the state (e.g., position and speed) of its immediate neighbors.
In proposed power control, when channel is congested, a vehicle tries to make sure that its
nearby cars can still hear its state information by reducing the transmission power, which
results in temporarily giving up far-away cars. According to [53], adapting power properly
can help reduce interference and increase successful reception probability of nearby nodes. In
short, the proposed algorithm does not compromise information rate intensity while facing
channel congestion; instead, it reduces power to maintain decent tracking accuracy of its
immediate neighboring vehicles to ensure safety.

4.2.2 Evaluations Using Large-Scale Traffic/Network Simulations

To evaluate the performance of the proposed design, we have conducted several simula-
tion experiments with realistic settings using a network simulator and a microscopic traffic
simulator. The main stage for simulations is a bidirectional 2-Km highway, with each direc-
tion containing 4 lanes of identical traffics. We only collect statistics from vehicles within 0.5
Km to 1.5 Km segment to avoid boundary effects in simulations. Our simulations consider
traffic scenarios listed in Table 3.1: Cases H1-H4 represent scenarios with homogeneous traf-
fic flows in both directions while Cases M1-M6 contain mixed traffic conditions. Mean flow
speed, in the unit of miles per hour (mph), is also listed in Table 3.1 for reference.

Simulation Settings

For network simulations in OPNET [75], we use modified 802.11a PHY module working
at 5.9 GHz with 10 MHz bandwidth. We follow the DSRC channel model reported in [54]
and simplify the far distances as Rayleigh fading, instead of pre-Rayleigh. The reason for this
simplification is that we are considering a straight highway scenario while [54] considers urban
scenarios with intersections and corners, which lead to pre-Rayleigh fading observations. In
addition, we assume that path loss exponent is always 2.31. The transceiver operates with
-87 dBm receiver sensitivity, 3 Mbps raw data rate, and a fixed 28 dBm transmission power
(which roughly covers the radius of 250 meters) for 100-millisecond (ms) and 500-millisecond
beaconing, which is the standard solution suggested by VSCC [76]. The payload size of each
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Figure 4.7. (a) Histogram of tracking error (in meters) collected within 150-meter
radius of each subject vehicle while using 100-ms beaconing (in H4 case). (b) Per-
centage of consecutive losses collected within 30-meter radius of each subject vehicle
during simulation (in M3 case). (c) Samples of three vehicles’ adaptive transmis-
sion probability for 10 seconds (in M3 case). (d) Samples of three vehicles’ adaptive
transmission power for 10 seconds (in M3 case).
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safety message is 300 bytes. Throughout OPNET simulations, the CSMA/CA of the 802.11
MAC layer is kept intact.

For vehicle dynamics, we use trajectory files of [position, speed, heading] sampled at 20
Hz, produced by a microscopic traffic simulator, SHIFT [74]. Total simulation time is 30
seconds for each run. During the simulation, at 50-millisecond time step, each vehicle gets
a measurement of its own status from on-board sensors and decides whether to generate a
packet or not, according to the specified communication policy. The on-board measurement
noise is modeled exactly the same way as in [40], which was in turn based on experiment data
[39]. Upon receiving information from the shared channel, each vehicle updates its estimation
of cars in proximity. We choose a simple first-order kinematic model, i.e., a constant speed
predictor, for tracking neighboring vehicles. By using this predictor, a vehicle is assumed
to run with the same speed and heading after its last successful information broadcast is
received by this predictor.

Tracking Accuracy Measure

After each simulation run, statistics are collected from neighbors within indicated dis-
tance interval in Figure 4.8 and we calculate Euclidean tracking error over all vehicles
to explore law of large number. See Figure 4.7(a) for an example of typical tracking er-
ror distribution. Specifically, 95% cut-off error (indicated by the arrow in Figure 4.7(a))
means that 95% of Euclidean errors fall below this number (i.e., only 5% population is on
the right side of the arrow), which represents the tracking accuracy of used communication
policy. We will use this measure, 95% cut-off error, as the main performance metric for
comparisons in Figure 4.8. The main advantage of this performance measure over others
(e.g., mean or standard deviation of error) is that it gives a statistical sense similar to that
of a confidence interval. Note that presented tracking error in Figure 4.7(a) and Figure 4.8 is
the ground-truth tracking error (in meters) during simulations instead of the suspected error
ẽj(t) perceived by vehicle j in (4.2).

Robustness of the Proposed Design

In this subsection, we present simulation results and compare the performance of the
100-ms and 500-ms beaconing of safety messages with that of the proposed communication
algorithm for different traffic conditions listed in Table 3.1. The following parameters are
used for the proposed rate-power control: α = 2 meter−2, eth = 0.2 meter, Lmin = 50 meters,
Lmax = 250 meters, Umin = 0.4, and Umax = 0.8 in (4.2) and (4.3). In this subsection, we
focus on the robustness of proposed design: with a fixed set of parameters, our design can
work well in different traffic scenarios compared with the non-controlled beaconing.

Figure 4.7(b) shows a typical distribution of consecutive losses in one particular simu-
lation run for each communication design respectively. Note that the shown percentage is
calculated based on all communication losses instead of all communication instants. The
reason for analyzing this data is to understand how efficient the channel is shared by all
vehicles and how effective broadcasting behaviors of vehicles are. It is seen that the 100-ms
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beaconing method causes significantly more consecutive losses because each vehicle keeps
transmitting the same amount of messages without considering whether the channel could
support such high volume of data or not. Using our proposed design, there are fewer con-
secutive losses in the channel. Figure 4.7(c) and 4.7(d) show an example of the adaptive
behavior of transmission rate and power for three vehicles in proximity for 10 simulation
seconds. For simplicity of presentation, only values on integer seconds are plotted in Figure
4.7(c) and 4.7(d); during simulation, the transmission power and rate for each vehicle is
adapted every 50 millisecond based on our algorithm.

The tracking accuracy (95% cut-off Euclidean error, see an illustration in Figure
4.7(a)) for both 100-ms/500-ms beaconing and our proposed solution is plotted in Figure
4.8 with respect to various traffic conditions in Table 3.1. Each subplot shows the tracking
accuracy of three communication policies at different distances, presented in 30-meter bins
between 0-240 meters. The reason for such presentation is to illustrate how tracking accuracy
degrades as the distance from a subject vehicle increases. Due to space limitation, only
results from cases H1, H2, M3, M5, and M6 are presented in Figure 4.8. For cases H1 and
H2, only tracking accuracy in direction#1 is presented since traffics in both directions are
homogeneous; for cases M3, M5, and M6, tracking accuracy in both direction#1 (left) and
direction#2 (right) is presented.

The message rate for 100-ms beaconing is fixed at 10 packet per second (pkt/sec) while
that is 2 pkt/sec for 500-ms beaconing. The message rate of our proposed design is also
shown in Figure 4.8 for each case, ranging from 2 to 3 pkt/sec. On average, our proposed
design achieves better (or equal) tracking accuracy than beaconing. As it is observed from
Figure 4.8, the 100-ms beaconing method does not scale well when facing different traffic
conditions, especially when there is a high density of cars. This uncontrolled method suffers
from more consecutive losses (as indicated by Figure 4.7(b)) and thus higher tracking error.

For the 500-ms beaconing, it does not suffer channel congestion in most cases (see one
example in Figure 4.7(b)) because its transmission behaviors is not as frequent as that of
100-ms beaconing. Therefore, in some cases, 500-ms beaconing achieves a better tracking
performance than 100-ms beaconing due to fewer collisions in the channel. However, its
sending interval (one message every 0.5 second) is too long and thus not enough information
intensity available for neighboring vehicles to track a subject vehicle in real-time. Therefore,
tracking error of 500-ms beaconing is still larger than our proposed algorithm in most sce-
narios. Although the channel congestion level of our proposed algorithm is similar to that
of 500-ms beaconing (e.g., see Figure 4.7(b)), our proposed algorithm is more efficient and
uses timely transmission of state information to eliminate large tracking error on neighboring
vehicles. A higher transmission probability is utilized when a subject vehicle suspects other
vehicles have higher error toward itself; otherwise, a subject vehicle leaves the shared channel
to other vehicles that have larger suspected tracking error to broadcast safety messages.

Furthermore, our proposed design adapts its power according to channel occupancy and
thus its tracking error stays flat for a certain range or distance (this range depends on
vehicular traffic condition and network congestion). Take H1 case (in Figure 4.8) for example,
the 95% Euclidean tracking error stays roughly the same within 90-meter radius; beyond
that, the tracking error goes up quickly as distance increases. In other words, the immediate
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Figure 4.8. Tracking Accuracy (95% Euclidean error, in meters) in 8 distance ranges
for 1) the 100-ms beaconing method (Blue Dash curve), 2) the 500-ms beaconing
method (Pink Dash curve), 3) the proposed rate-power control (Green Solid curve).

88



neighbors have better tracking accuracy than others. This result is simply because the
proposed design temporarily gives up far-away cars during channel congestion and tries to
maintain the same amount of state information available to its closer neighbors. Our design
pays the price of higher tracking error on remote vehicles to gain better tracking accuracy
on nearby vehicles to ensure safety.

4.2.3 Short Summary

Cooperative active safety applications are among the most important services provided
by ITSs. Such cooperative safety systems require that each vehicle track its neighboring
vehicles in real-time and detect hazardous situations. The uncontrolled transmission of state
information by each vehicle is shown to produce excessive data traffics that could choke the
vehicular wireless network and fail all applications. In this section, we propose a joint rate-
power control algorithm for broadcast of self-information which enables neighbor tracking
in VANETs. We evaluated the presented solution through realistic network and microscopic
traffic simulations. We also defined a statistical performance measure for tracking accuracy.
To verify the robustness of the algorithm, we simulate the tracking performance of the
proposed algorithm that adapts transmission power and rate in different traffic scenarios.
Simulation results confirm that the proposed design is robust and can considerably reduce
the tracking error compared to that of the currently proposed solution (beaconing with
100-millisecond or 500-millisecond interval).
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Chapter 5

Implementation and Evaluations of
Proposed Vehicle-to-Vehicle Safety
Transmission Control

In this chapter, we present the prototype implementation, real-world evaluations, and
enhancements of the V2V (Vehicle-to-Vehicle) communications design proposed in Chap-
ter 4. The implementation details are presented in Section 5.1 as message generation and
power assignment functional blocks. Section 5.2 provides our evaluations for outdoor vehicle
mobility and scalability. The real-world evaluations conducted in General Motors Technical
Center show that our design works well in practice and is a promising solution to address the
scalability of V2V safety communications. In Section 5.3, we provide updated performance
metrics, identified challenging traffic scenarios, and our updated simulation results for these
challenging scenarios. Overall, the prototype evaluations and simulation results prove the
robustness of our V2V transmission control and its superior tracking performance over the
currently proposed 100-millisecond beaconing design.

5.1 Implemented Functional Blocks

We have implemented the proposed rate and range control algorithms for this deliverable
following the software architecture and implementation plan. We have used Denso Wireless
Safety Units (WSUs) [81,82] as the platform to implement and compare different algorithms.
The cross compile build environment for the WSU was set up and the implmentation code is
written in C. We have used the API provided by Denso to access various WSU functionalities
for positioning and radio parameters. In this section, we will describe the functional software
blocks in detail.

Similar to Figure 4.1, Figure 5.1 summarizes the rate and range control framework while
introducing all the critical blocks like sensor inputs, neighborhood vehicle mapping, radio
interface, the message generator and the range controller. Figure 5.2 and Figure 5.4 show
the Message Generation and Power Assignment functional blocks respectively along with the
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Figure 5.1. High level illustration of our transmission rate and power control

member functions. Figure 5.5 combines the Message Generation blocks (as in Figure 5.2)
and Power Assignment blocks (as in Figure 5.4) to provide an overview of the transmission
rate/power framework along with the interaction between the various functional blocks and
the device. Now with the overall software hierarchy presented, we describe the individual
functional blocks in further details.

Message Generation Functional Blocks

1) Function: Local Estimator for HV (Host Vehicle). Member of: Message Generation
Functional (see Figure 5.2). This functional block estimates the current state information
for a HV. Based on the latest GPS sensory data, current state of a HV is calculated based
on constant speed and constant heading assumptions, i.e., coasting. This coasting operation
can take many forms and one example is given below for ease of discussion. Let t be the
time of latest state information with x(t), y(t), v(t), θ(t) as the longitudinal position, lateral
position, speed, and heading of this HV measured at time t. Let t′ be current time and

x̂(t′) = x(t) + v(t) cos(θ(t))× (t′ − t)
ŷ(t′) = x(t) + v(t) sin(θ(t))× (t′ − t)
v̂(t′) = v(t)

θ̂(t′) = θ(t)

where x̂(t′), ŷ(t′), v̂(t′), θ̂(t′) are the estimated longitudinal position, lateral position, speed,
and heading of this HV at time t′. The reason of this coasting formula is that there is usually
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Figure 5.2. Functional blocks of proposed transmission rate (message generation) control

a small time difference between the moment when GPS measurement is taken (e.g., at t) and
the moment when current state information is required (e.g., at t′) to make a transmission
decision.

2) Function: Calculate Channel PER (Cal Ch PER). Member of: Message Generation
Functional (see Figure 5.2). This functional block estimates the DSRC channel quality and
derives a channel packet error rate (PER) for every pre-defined interval, e.g., one second.
Due the outdoor environment and different scales of fading in DSRC channel, it is in general
hard to apply any mathematical model to get this PER. Therefore, this functional block uses
an empirical approach described below. First, by inspecting the missing sequence number of
received messages from all neighboring vehicles within a defined range, e.g., a radius of 100
meters,

π(t) =
1

N(t)

N(t)∑
i=1

missed seq. number from vehicle i during (t−, t]
total seq. number from vehicle i during (t−, t]

where δ is the length of the evaluation interval, ı(t) is the estimate channel unreliability
for the time interval from t − δ to t , N(t) is the number of neighboring vehicles within
a defined range at time t. This π(t) from above formula is then smoothened by an Auto-
Regressive-1 (AR-1) model below to further filter out temporal noise or disturbance in this
measurement:

Π(t) = λ× π(t) + (1− λ)× Π(t− δ)
where λ is the weight factor (e.g., λ = 0.9 ), Pi(t) is the PER metric that will be used by
the next functional block.
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3) Function: Channel Simulator (Ch. Simulator). Member of: Message Generation
Functional (see Figure 5.2). This functional block helps a HV guess the latest state informa-
tion received by RVs in its proximity. By using the PER metric Π(t) from the Cal Ch PER
functional block, after each transmission, this functional block uses a uniform random num-
ber generator to infer whether a previous transmission is successful or not. After each
transmission, a Bernoulli trial with Π(t) is used to infer whether this previous transmission
is successful. If the outcome of this Bernoulli trial is positive, this functional block assumes
previous transmission is successful and updates the latest received information by RVs as
the state information contained in previous transmission. Otherwise, if the outcome of this
Bernoulli trial is negative, this function block treats the previous transmission as a failure
and does not update the latest state information received by RVs.

To express the idea more precisely, let


t
x
y
v
θ


Latest

be the HV’s assumed latest state

information received by RVs and


t
x
y
v
θ


Pre−Tx

be the HV’s state information contained in

the message of its previous transmission (where t is the time when the longitudinal position
x , lateral position y , speed v , and heading θ are measured). The HV’s assumed latest state
information received by RVs is updated after each transmission based on below formula:


t
x
y
v
θ


Latest

= 1(rand() ≥ Π(t))×


t
x
y
v
θ


Pre−Tx

+ 1(rand() < Π(t))×


t
x
y
v
θ


Latest

where rand() is a uniform random number generator and Π(t) is the estimated channel PER
from the Cal Ch PER functional block. Note that, above calculation only helps a HV guess
the latest state information received by RVs. The actual latest state information received
by RVs might be different for each RV due to different scales of fading and unreliability
in wireless channel and they might also be different from this HV’s assumed latest state
information received by RVs. The derived latest state information from above formula only
serves as the simulated tracking error perceived by a HV and is used for a HV to adapt its
transmission rate.

4) Function: Remote Estimator for HV (Host Vehicle). Member of: Message Gener-
ation Functional (see Figure 5.2). This functional block uses constant speed and constant
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Figure 5.3. WSM format and where HV data will be put in

heading assumptions to calculate the HV’s current state being estimated by other RVs, i.e.
coasting. That is, this functional block helps an HV to infer what RVs think about its own
state based on the outcome of the Ch. Simulator functional block. The formula used
here is basically the same as the formula used in the Local Estimator for HV. Let the
latest state information assumed to be received by RVs contains x(t), y(t), v(t), θ(t) as the
longitudinal position, lateral position, speed, and heading of the HV at time t. Let t′ be
current time and

x̃(t′) = x(t) + v(t) cos(θ(t))× (t′ − t)
ỹ(t′) = x(t) + v(t) sin(θ(t))× (t′ − t)
ṽ(t′) = v(t)

θ̃(t′) = θ(t)

where x̃(t′), ỹ(t′), ṽ(t′), θ̃(t′) are the estimated HV’s longitudinal position, lateral position,
speed, and heading of this HV at time t′ by RVs. The reason of the coasting in above cal-
culation is that there is usually a significant time difference (due to channel access delay,
transmission delay, and possible channel losses) between the moment when GPS measure-
ment is taken (e.g., at t) and the moment when an HV’s state information is received by
RVs and used to update state estimation towards that HV (e.g., at t′). Due to this longer
latency between assumed message receptions, the accuracy of the position calculation in
this functional block is usually poorer than that of the position calculation in the Local
Estimator for HV functional block.

5) Function: Message Generator. Member of: Message Generation Functional (see
Figure 5.2). This functional block calculates the suspected tracking error and then uses that
to decide a transmission probability that will be used to generate a message by the Message
Generator functional block. The suspected tracking error is calculated as the Euclidean
distance between (x̂(t), ŷ(t)) from formula (1) and (x̃(t), ỹ(t)) from formula (5):

ẽ(t) =
√
|x̂(t)− x̃(t)|2 + |ŷ(t)− ỹ(t)|2

where ẽ(t) is the suspected tracking error, (x̂(t), ŷ(t)) are (longitudinal, lateral) position from
the Local Estimator for HV functional block, and (x̃(t), ỹ(t)) are (longitudinal, lateral)
position from the Remote Estimator for HV functional block.

This suspected tracking error ẽ(t) from above formulation is then used to decide the
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Figure 5.4. Functional blocks of proposed transmission range (power assignment) control

Figure 5.5. Overall functional blocks of both transmission rate and power control
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Figure 5.6. Range to Power mapping based on empirical channel model in [54]

transmission probability based on formula:

p(t) =

{
1− exp(−α× |ẽ(t)− T |k) if ẽ(t) ≥ T
0 otherwise

}
where T is the error threshold (e.g., T=0.2 meter), α is the error sensitivity that decides how
sensitive a HV responds when the suspected tracking error violates the threshold T (e.g.,
α=10 ), and k is error exponent (e.g., k=2 ) for the magnitude of threshold violation.

As explained in Section 4.2, the design rationale of this transmission probability formula
is that, when the suspected tracking error ẽ(t) is below a pre-defined threshold T , a HV does
not broadcast any state information at all and leaves the channel to be used by other HVs
with larger suspected tracking error. When the suspected tracking error ẽ(t) violates this
threshold, the larger the magnitude of violation results in a higher transmission probability.
Since not all HVs have the same suspected tracking error, they will use different levels of
transmission probabilities to broadcast self-state information. This design thus alleviates
the synchronized collisions when multiple HVs find their suspected tracking errors violating
the threshold at the same time. As for the safety message, HV’s state information will be
put into the Variable field in WSM format as indicated in Figure 5.3.

Power Assignment Functional Blocks

6) Function: Calculate Channel Utilization (Cal Ch Utl). Member of: Power Assign-
ment Functional (see Figure 5.4). This functional block calculates the channel utilization
metric. The calculation of channel utilization is based on Clear Channel Assessment (CCA)
which is an indicator function provided by the IEEE 802.11 protocol stacks [71]. This CCA
reports 1 when the channel is sensed busy (i.e., the reception power level is above a thresh-
old) and it reports 0 when the channel is sensed idle (i.e., the reception power level is below
a threshold). Our channel utilization metric is essentially a time-average of CCA for a
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Table 5.1. Overall Mapping from Channel Utilization to Tx Power

HV’s Sensed Channel Utilization Tx Power to be Used

> 77.4% 10 dBm
74.2% to 77.4% 11 dBm
71.0% to 74.2% 12 dBm
67.8% to 71.0% 13 dBm
64.6% to 67.8% 14 dBm
61.4% to 64.6% 15 dBm
58.2% to 61.4% 16 dBm
55.0% to 58.2% 17 dBm
51.2% to 55.0% 18 dBm
47.2% to 51.4% 19 dBm

< 47.2% 20 dBm

pre-defined interval. More precisely, the calculation of channel utilization is given in below
formulas:

u(t) =
1

σ

∫ t

t−σ
CCA(s)ds

where σ is the length of the evaluation interval, CCA(s) is the clear channel assessment
provided by 802.11 MAC/PHY layers. We use σ as 1 second in the implementation. This
u(t) is then smoothened by an AR-1 model below to further filter out temporal noise or
disturbance in this measurement:

U(t) = λ× u(t) + (1− λ)× U(t− σ)

where λ is the weight factor (e.g., λ = 0.9), U(t) is the channel utilization metric that will
be used by the next functional block to decide the transmission range.

7) Function: Calculate Transmission Range (Cal Tx Range). Member of: Power
Assignment Functional (see Figure 5.4). This functional block decides the targeted trans-
mission range based on the channel utilization U(t) from the Cal Ch Utl functional block.
The mapping from U(t) to targeted transmission range d(t) is based on below formula:

d(t) =


dmax if U(t) ≤ Umax
dmin if U(t) ≥ Umax
dmin + Umax−U(t)

Umax−Umin × (dmax − dmin) otherwise


where dmax is the maximum transmission range (e.g., dmax = 250 meters), dmin is the mini-
mum transmission range (e.g., dmin = 50 meters), Umin is the lower threshold below which
we consider the channel to be under-utilized (e.g., Umin = 0.4), Umax is the higher threshold
above which we consider the channel to be congested (e.g., Umax=0.8). The choice of Umin
and Umax and associated analysis can be found in [80,83].

8) Function: Range to Power Mapping (Range 2 Power mapping). Member of: Power
Assignment Functional (see Figure 5.4). This functional block decides transmission power
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Figure 5.7. WSM format and where Tx power level will be specified

level based on targeted transmission range d(t) from the Cal Tx Range functional block.
The mapping used in this functional block is based on the empirical DSRC channel propa-
gation model reported in [54]. This mapping (shown in Figure 5.6) is calculated for a single
transmitter to have enough power level to successfully reach a distant receiver with indicated
reception probability (by assuming -95 dBm receiver sensitivity).

For example, the 50% reception probability curve roughly maps 50 to 250 meters dis-
tance to required transmission power 10 to 20 dBm. We use this mapping in our prototype
implementation. Note that, the choice of which reception probability curve does not guar-
antee the reception of receiver since the channel propagation model in [54] does not consider
the effect of interference and channel collisions from multiple transmitting terminals. The
overall mapping from sensed channel utilization to required transmission power level (based
on 50% reception probability) is listed in Table 5.1.

9) Function: Power Assignment. Member of: Power Assignment Functional (see
Figure 5.4). This functional block assigns transmission power level to the out-going message
generated by the Message Generator functional block. Based on the derived transmission
power from the Range 2 Power mapping functional block, this functional block writes
the transmission power into the TxPwr Level field in WSM format, which is highlighted in
Figure 5.7. The indicated power level in WSM will then be used by 802.11p PHY layer to
transmit this message. After this power assignment, the message will be placed in the queue
of 802.11p MAC layer waiting to be broadcast over the air.

5.2 Protocol Evaluations for Outdoor Vehicle Mobility

and Scalability

Our work presented in this section is the first to implement and successfully evaluate an
adaptive communication design that shows great promise for a large-scale deployment of V2V
cooperative safety systems [84]. This paper complements our previous simulation study in
[77] by presenting an evaluation of practical and real-world implementation of the proposed
V2V transmission control protocol in [77]. Subsection 5.2.1 presents our in-lab evaluation.
Subsection 5.2.2 contains results from a simple outdoor test scenario with two radios and
vehicle mobility. In Subsection 5.2.3, the results from a test scenario with 15 radios are
presented to validate the scalability of proposed V2V transmission control. Subsection 5.2.4
gives a short summary.
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Figure 5.8. Test scenario with 2 dual-radio (#1,#2) and 3 single-radio (#3,#4,#5)
WSUs. Each radio runs either interferer or our v2v pwradp program.

5.2.1 In-Lab Evaluation for Power Control

The transmission control described in Section 5.1 has been implemented as a testing
program on Wireless Safety Units (WSUs) [81,82]. Since the rate control requires a HV’s
mobility to trigger the message generation, the in lab evaluation’s focus is on power control
while the rate control evaluation is described in Subsection 5.2.2 and Subsection 5.2.3.

Several test scenarios were evaluated to verify whether the channel utilization is a stable
measure and implemented power control assigns power of out-going WSMs according to our
design. In each scenario, there were usually one or more WSUs acting as interferers that
sent excessive messages to simulate the presence of other WSUs. Due to space limit, only
one example scenario is shown in Figure 5.2.1 where the green box interferer represents
one program as the interferer and the red box v2v pwradp represents our power control
program.

In Figure 5.8, three single-radio WSUs and two dual-radio WSUs were used in this sce-
nario and placed within 1 meter radius so that WSUs can sense each other’s transmission.
On each single-radio WSU, there was one interferer program; on each dual-radio WSU,
there were one interferer program and one v2v pwradp program running for each radio.
The v2v pwradp program adapted power every 1 second with 100 millisecond (ms) mes-
sage sending interval. The interferer program used variable sending interval and 20 dBm
transmission power. The PHY data rate was 6 Mbps for all radios and the message size
was 300 Bytes. Figure 5.9 shows the channel utilization and Figure 5.10 shows the adapted
transmission power. Note that, in this scenario, there are five WSUs (7 radios) contend-
ing for channel access and the resulting channel utilization during experiments still remains
stable. Figure 5.11 shows the time-averaged transmission power used by v2v pwradp and
corresponding time-averaged channel utilization from all test scenarios.

In all our test scenarios, the transmission power used by v2v pwradp program matches
with our intended power mapping in Table 5.1.
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Figure 5.9. Channel utilization vs. time in the test scenario of Figure 5.8.

Figure 5.10. Adaptive transmission power vs. time corresponding to Figure 5.9.

100



Figure 5.11. Channel utilization vs. power from different in-lab test scenarios.

5.2.2 Outdoor Mobility Tests and Results

The V2V transmission control protocol described in Section 5.1 has been implemented
and integrated with General Motors (GM) V2V safety applications [79], which serve as the
main testing platform in this subsection and Subsection 5.2.3 to understand how proposed
V2V transmission control impacts these safety applications and how accurate the real-time
tracking is. One additional protection was added to our rate control: when the latest trans-
mission from a HV is more than 0.5 second ago, a message will be scheduled for transmission.
Our scalability evaluation will be presented in Subsection 5.2.3. In this subsection, proposed
transmission control is mainly evaluated with 2 radios and vehicle mobility. These outdoor
mobility tests were conducted within the GM Technical Center and the test route is shown
in Figure 5.12.

Each test run had two vehicles acting as the Leader and the Follower. Each vehicle
had a single-radio WSU. These two vehicles tracked each other continuously during the test
run. The safety message size was around 400 Bytes and the PHY rate was 6 Mbps for both
radios [79]. Each vehicle recorded its own GPS position and each of the communicating RV
GPS positions, every 100 millisecond (ms). The RV’s coasted GPS position is then linearly
interpolated to match with the exact time epochs of the HV’s GPS time recordings. Every
100 milli-second, the actual tracking error is calculated as the Euclidean distance of the true
GPS position of HV and the interpolated and coasting GPS position by the RV.

Two test runs were conducted. In the first test run, both the Leader and Follower
vehicles used our proposed transmission control. In the second test run, both the Leader
and Follower vehicles used the currently proposed 10 Hz beaconing of safety messages with
20 dBm transmission power. Two communication strategies are also compared.
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Figure 5.12. Outdoor mobility test route within the GM Technical Center. These four
corners of the route can be clearly identified in the mobility profiles Figure 5.13-5.14
and our test results in Figure 5.15-5.24.

A typical vehicle heading profile for the test run is shown in Figure 5.13 and a typical
vehicle speed profile is shown in Figure 5.14. Those four turns in Figure 5.12 can be easily
identified in Figure 5.13 when there is a 90 degree change of heading and a significant speed
slow-down and then speed-up in Figure 5.14. Note that 360 degrees means 0 degree and thus
there is no discrepancy happened at the 5th and 14th second in Figure 5.13. In Figure 5.14,
the speed slow-down and then speed-up at the 174th second is due to an pedestrian crossing.

Besides the tracking accuracy which is used as the main performance metric in our
previous simulation study [11,20], the application level Target Classification (TC) of the
GM V2V safety applications is also reported. This TC is a HV’s lane level identification of a
RV’s position with respect to that HV’s own position [79]. The more accurate this TC is, the
better a HV can identify its relative position to that RV and the better safety applications
can function accordingly.

Test Results for Proposed Transmission Control

We only show results for the Leader to track the Follower due to the space limit. First,
the suspected tracking error by the Follower is shown in Figure 5.15. Note that this sus-
pected tracking error is a HV’s guess of the tracking error on the RV toward itself. This
suspected error is higher when the HV made a turn since the heading/speed of a HV changed
dramatically during a turn. When a HV made more unpredictable maneuvers (to the RV)
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Figure 5.13. A typical vehicle heading profile in the mobility test route.

Figure 5.14. A typical vehicle speed profile in the mobility test route.
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Figure 5.15. Suspected tracking error sensed by the Follower.

and created larger suspected tracking errors, more safety messages were broadcast in Figure
5.16. Based on our on-demand rate control described in Section 5.1, a higher transmission
probability will be used by a HV when its suspected tracking error is larger.

The distribution of the time between transmission is in Figure 5.17 while the distribution
of the time between messages arrival at the Leader is in Figure 5.18. Most messages were
successfully received except for a small portion of them being erased (see the 900-ms bin in
Figure 5.18). Figure 5.19 shows the 5-second windowed PER. Figure 5.20 shows the inter-
vehicle distance and there is a period when two vehicles were separated by more than 70
meters (at the 73th second) and it matches with the higher PER period in Figure 5.19. Due
to reduced number of transmitted messages from both vehicles, the channel utilization in
Figure 5.21 is mostly below 1%.

The actual tracking error on the Leader is shown in Figure 5.22, which has a similar
trend as that of the suspected error by the Follower in Figure 5.15. Although the suspected
tracking error does not match exactly with the true tracking error, it gives the HV a rough
estimate of how large the tracking error is on the RV. This justifies the use of suspected
tracking error for a HV to adapt its transmission rate. This on-demand style rate control on
two vehicles collaboratively reduces the total amount of messages over the air and mitigates
channel congestion. The Lat offset of two vehicles perceived by the Leader is shown in
Figure 5.23. Finally, the TC correctness in Figure 5.24 is almost 100% which is similar to
the performance of the 10 Hz periodic communication (see Table 5.2).

These results confirm that proposed V2V transmission control works according to our
intended design, especially the rate control part. Finally, the results for the Follower to track
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Figure 5.16. Message transmission decision made by the Follower.

Figure 5.17. Distribution of time between transmission by the Follower.
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Figure 5.18. Distribution of time between message arrivals at the Leader.

Figure 5.19. 5-Second windowed PER sensed by the Follower.
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Figure 5.20. Inter-vehicle distance sensed by the Leader.

Figure 5.21. Channel utilization sensed by the Follower.
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Figure 5.22. Actual Tracking Error of the Leader toward the Follower.

Figure 5.23. Lat offset between two vehicles sensed by the Leader.
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Figure 5.24. TC correctness of the Leader toward the Follower.

the Leader are similar to the case that the Leader tracked the Follower (see Table 5.2 and
5.3), which shows that the tracking performance is symmetrical for both vehicles.

Comparison of Two Communication Strategies

Two communication strategies for V2V safety messages are compared side by side in
Table 5.2 and Table 5.3. Table 5.2 summarizes the results for the Leader being tracked by
the Follower. First, the 10 Hz communication design always used 10 messages per second
and 20 dBm transmission power. Our proposed design used around 2 messages per second
and 20 dBm transmission power (since the channel utilization is below 1%). The tracking
accuracy is compared based on 95% cut-off error [77,78], which means that, 95% of the
time during the test run, the actual tracking error is below this number. For the 10 Hz
communication design, its 95% cut-off error is 0.09 meter while that of our transmission
control is 0.43 meter. The lane level identification (i.e., TC) for 10 Hz communication design
was 99.4% correct while that of our transmission control was 99.1% correct. It means that
our design can achieve similar performance in the safety application level as that of 10 Hz
communication design with an 80% reduction of communication rate.

Table 5.3 summarizes similar results for the Leader being tracked by the Follower. Com-
paring the statistics in Table 5.2 and Table 5.3, both communication designs have symmet-
rical tracking performance for the Leader and the Follower. Note that this test scenario only
has two radios and thus it is only used to check whether proposed transmission control works
according to our intended design. In such a simple scenario, both communication designs
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Table 5.2. Outdoor Mobility Test: Follower Tracked Leader

Parameters 10 Hz Comm. Design Proposed Tx Control

Tx Message Rate 10 msg/sec 1.87 msg/sec
Tx Power 20 dBm 20 dBm

Channel Utilization < 2% < 1%
PER < 2% < 10%

95% Cut-Off Error 0.09 meter 0.43 meter
TC Correctness 99.4% 99.1%

Table 5.3. Outdoor Mobility Test: Leader Tracked Follower

Parameters 10 Hz Comm. Design Proposed Tx Control

Tx Message Rate 10 msg/sec 1.85 msg/sec
Tx Power 20 dBm 20 dBm

Channel Utilization < 2% < 1%
PER < 2% < 10%

95% Cut-Off Error 0.11 meter 0.45 meter
TC Correctness 99.3% 98.2%

can achieve decent tracking and thus results in Table 5.2 and Table 5.3 do not indicate the
scalability of 10 Hz communication design.

5.2.3 Outdoor Scalability Tests and Results

In this subsection, proposed transmission control were evaluated with 15 radios and
our design is shown to outperform the currently proposed 10 Hz beaconing with 20 dBm
transmission power. These scalability tests were conducted within a parking lot in the GM
Technical Center. This small parking lot has a square size of roughly 100 meters by 80
meters and the test route is illustrated in Figure 5.25.

There were four stationary WSUs in the parking lot: three WSUs with dual radios and
one WSU with single radio. Each test run had two vehicles acting as the Leader and the
Follower. Each vehicle had two dual-radio WSUs; that is, there were 4 radios on each vehicle.
Each dual-radio WSU ran two copies of tested communication protocol so that a dual-radio
WSU acted like two single-radio WSUs. These two vehicles tracked each other continuously
while they were circling around this parking lot for 5 minutes. During these test runs, the
message size was around 400 Bytes and the PHY rate was 6 Mbps for all radios [79]. For
each 100 ms, the actual tracking error is calculated as that in Subsection 5.2.2.

This test route in Figure 5.25 was more challenging than the test route in Subsection
5.2.2 (see Figure 5.12) in following the two aspects: 1) there were more radios trying to
share the wireless channel and thus potentially creating more channel collisions and a higher
PER, and 2) there were more turns since vehicles were circling around this small parking
lot. From the evaluation in Subsection 5.2.2 (e.g., see Figure 5.13, Figure 5.14, Figure 5.22),
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Figure 5.25. Outdoor scalability test route in a parking lot of the GM Technical
Center. This test route featured more wireless radios (thus more collisions and inter-
ference) than the test route in Figure 5.12.

one can observe that a HV changes its speed and heading quickly during a turn and thus it
is harder for a RV to track this HV properly if there are messages lost during a turn.

Two test runs were conducted. In the first run, all 15 radios used our proposed trans-
mission control. In the second run, all 15 radios used 100-ms periodic beaconing of safety
messages with 20 dBm transmission power. The second run serves as the baseline scenario.
Both the Leader and the Follower vehicles tracked each other continuously during these test
runs. Two communication strategies are compared side by side in Table 5.4 and Table 5.5.

Table 5.4 summarizes the results for the Leader being tracked by the Follower. First, the
10 Hz communication always used 10 messages per second and 20 dBm transmission power.
Our proposed design used around 2 messages per second and 20 dBm transmission power
(since the channel utilization is around 1% to 3%). For the 10 Hz communication design,
its 95% cut-off error was 2.41 meter while that of our design was 0.36 meter. The lane level
identification (i.e., TC) for 10 Hz communication design was 87.4% correct while that of
our design was 99.7% correct, which means proposed transmission control can achieve much
better tracking performance than that of 10 Hz communication design.

Table 5.5 summarizes the results for the Follower being tracked by the Leader. Com-
paring the statistics in Table5.4 and Table 5.5, both communication designs have roughly
symmetrical tracking performance for the Leader and the Follower. However, the track-
ing accuracy and lane level identification of 10 Hz communication design were very poor
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Table 5.4. Outdoor Scalability Test: Follower Tracked Leader

Parameters 10 Hz Comm. Design Proposed Tx Control

Tx Message Rate 10 msg/sec 1.83 msg/sec
Tx Power 20 dBm 20 dBm

Channel Utilization 8% to 10% 1% to 3%
PER 10% to 30% < 5%

95% Cut-Off Error 2.41 meters 0.36 meter
TC Correctness 87.4% 99.7%

Table 5.5. Outdoor Scalability Test: Leader Tracked Follower

Parameters 10 Hz Comm. Design Proposed Tx Control

Tx Message Rate 10 msg/sec 1.82 msg/sec
Tx Power 20 dBm 20 dBm

Channel Utilization 8% to 10% 1% to 3%
PER 10% to 30% < 5%

95% Cut-Off Error 3.39 meters 0.32 meter
TC Correctness 70.2% 100%

compared with those of our transmission control protocol. Upon closer inspection of the
tracking error of the 10 Hz communication, large tracking errors usually happened when the
HV made a turn but the RV did not get the message from that HV (due to consecutive
channel collisions) and assumed that HV was still going straight ahead.

The main reason behind this huge performance difference in Table 5.4 and Table 5.5 is
that the 10 Hz communication design produced too many messages by all 15 radios and thus
resulted in a higher channel PER. Our transmission control uses an on-demand rate control:
a HV uses a higher transmission probability to send out messages if it suspects that RVs
have large tracking error toward its own position. Otherwise, a HV tends to stay quiet and
lets other vehicles use the channel. This statistical multiplexing allows all vehicles to reduce
the total message amount and improves the overall efficiency of information exchange. The
results in Table 5.4 and Table 5.5 also indicate the scalability of our proposed transmission
control over the 10 Hz communication design for a large-scale deployment of V2V cooperative
safety systems.

5.2.4 Short Summary

Although previous implementations of V2V safety communications that use 10 Hz pe-
riodic broadcast of safety messages with 20 dBm transmission power have been used in
small-scale V2V safety application demonstrations, numerous studies have shown that such
a naive policy will not be scalable for a large-scale deployment. This paper focuses on the
implementation and testing of our proposed transmission control protocol which adapts the
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message rate and transmission power based on a closed-loop control concept that accounts
for channel unreliability and congestion.

The evaluations presented show that our design works well in practice and is a promis-
ing solution to address the scalability of V2V safety communications. Note that proposed
design is meant to provide a scalable communication control for the frequently exchanged
basic safety messages (BSMs). For event-driven messages of different priorities, they can
still be broadcast with different pairs of specified transmission rate and power. Our future
work includes large-scale trials of proposed transmission control and its parameter optimiza-
tion. Proposed design can also be enriched with additional rules, e.g., incorporating traffic
engineering intuitions to make it more intelligent and robust in different traffic scenarios.

5.3 Updated Performance Metrics and Simulation Re-

sults

In this section, we present our updated performance metrics and identified challenging
traffic scenarios in Subsection 5.3.1, and updated simulation results for these challenging
scenarios in Subsection 5.3.2 and Subsection 5.3.3. The performance of our proposed design is
again compared with the currently proposed 100-millisecond, 20-dBm beaconing. Subsection
5.3.4 gives a short summary.

5.3.1 Updated Performance Metrics and Identified Key Traffic
Scenarios

Our new or improved performance metrics are the following two:

• The 95% percentile tracking error: We already have this performance metric processed
for each distance bin (e.g., every 30 meters, layered around a host vehicle HV) [66,77].
Our proposed description to this metric is to record only the error for RVs that a HV
is tracking. If a RV has not been heard by a HV for more than a defined time-out
interval (e.g., 5 seconds), this remote vehicle will not be tracked bv this HV and be
considered in this performance metric. An illustration of this performance metric is
shown in Figure 4.2.

• The percentage of tracked RVs by a HV over all RVs in each distance. This gives a
statistical sense of the likelihood for a RV to be tracked by a HV in each distance bin
(e.g., every 30 meters, layered around a host vehicle HV).

The reason why we need a second performance measure is to capture when (time to
collision of HV) or how far away (distance to collision of HV) a new RV is first tracked
by the HV. This is important for safety considerations since it decides if a HV has enough
time to respond to potential hazardous situations due to this new RV. After a RV has
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been tracked, the tracking accuracy will be captured by the first performance metric: 95%
percentile error. For this purpose, there are three candidates (c1), (c2), (c3) considered for
this second performance metric:

(c1) Percentage of tracked RVs over all RVs for each distance radius bin from a HV;

(c2) Distance from a HV (mean or 95% percentile) at which a new RV can be tracked by
a HV;

(c3) Time-to-collision to a HV (mean or 95% percentile) at which a new RV will be
tracked by a HV.

The equivalent sense can be established among those candidate metrics. Converting from
(c2) to (c3) can easily done by introducing either the mean flow speed or the free flow speed
(to get the worst case time-to-collision). Converting from (c1) to (c2) is easy as shown below.
However, converting from (c2) or (c3) to (c1) is in general not possible since one number
(either time or distance) that has been used to summarize the statistics. Conversion from
candidate metric (c1) to (c2) can go through below steps:

1. Assumed tracked % of RVs at the x-th distance bin (i.e., metric (c1)): λx, x = 1, 2, 3...
where x is the bin index.

2. Probability of tracking a new RV in a certain distance bin, Pr(a new RV first tracked
at bin x): px = λx

∏
y>x λy.

3. Mean distance to track a new RV (with d̄x as the mean radius of the x-th bin): m ≡
E[d] =

∑
x d̄xpx.

4. Variance (Standard Deviation) of the distance to track a new RV: σ2 ≡ V ar[d] =∑
x d̄

2
xpx − (

∑
x d̄xpx)

2.

5. Assuming Gaussian distribution, the 95% percentile of the distance to track a new RV
(i.e., metric (c2)): m− 1.645× σ.

Examples of above calculation can be found in Subsection 5.3.2 and Subsection 5.3.3. Based
on candidate metric (c2), (c1) can be converted to (c3) too. Therefore, as we demonstrate
above, the candidate metric (c1) contains more information in the sense that candidate
metrics (c2) and (c3) can be calculated based on it. Therefore, we recommend (c1) as the
2nd performance metric. However, we will still calculate candidate metrics (c2) and (c3)
based on (c1) in Subsection 5.3.2 and Subsection 5.3.3.

There are two key traffic scenarios that are identified as challenging in our previous
simulation work [63,64,77]. We describe them below with reasons why they are challenging:

• Typical medium speed flow highway: Medium speed flow (around 30 mph flow) is the
most challenging case observed in our highway simulations. The 95% tracking error
performance of proposed design for different traffic flow is summarized in Figure 5.26.
The medium speed flow traffic scenario has enough vehicle density and enough higher
vehicle dynamics to generate more messages transmission and results in higher channel
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Figure 5.26. Comparison of our proposed design’s 95% cut-off tracking error for RVs
within 150-meter radius in different simulated 8-lane, bi-directional traffic flows.

congestion. Compared with medium speed flow traffic, the low speed flow (around 14
mph) has a lot of vehicles but they all move very slowly and thus can be easily tracked
in real-time. High speed flow (around 56 mph or above) has few vehicles and thus
the channel does not enter congestion, which make real-time tracking easier than the
medium speed flow case.

• Signalized intersection: Intersection case poses a challenge to real-time tracking due
to the bursty transmission of all vehicles (e.g., sudden stop or move) coordinated by
traffic light cycles [63,64]. These bursty messages might get collided over the air and do
not reach intended neighboring vehicles. Besides, vehicles at intersection can make 90
degree turns (i.e., dramatic change of speed and heading during a turn) compared with
the highway scenario where most of the vehicles are moving in the straight direction
without dramatic turns.

These two traffic scenarios will be simulated and discussed based on proposed performance
metrics in Subsection 5.3.2 and Subsection 5.3.3 respectively.

5.3.2 Medium Speed Flow Highway Scenario: Updated Simula-
tion Results

We conducted network simulations by OPNET [75] on the most challenging highway
traffic scenario identified: a 1-Km bidirectional highway with 8 lanes of identical traffic flows
(4 lanes in each direction). The trajectory is generated by SHIFT highway simulator [74].
The traffic flows have an average speed of 30 mph. We run proposed algorithm in this traffic
scenario and then evaluate two proposed performance metrics. To avoid boundary effect,
we only process the statistics for vehicles between 200 meters to 800 meters on this 1-Km
highway.

115



Figure 5.27. Simulation results for performance metric 1: 95% percentile of tracking
error in each distance bin (i.e., every 30 meters radius).

Additional Guard Message

The vehicle data broadcast protocol has been enhanced with guard messages for the
simulations in Subsection 5.3.4 and Subsection 5.3.5. A guard message will be transmitted
when the latest full-power (e.g., 20 dBm) message is transmitted more than a defined guard
interval (e.g., 1 second) ago. A message is considered full-power when its transmission
power is more 90% of the device maximum power. This design is to ensure that the state
information of a host vehicle can still reach farther remote vehicles every defined guard
interval.

During our simulation experiments, when this guard message interval is less than 1 sec-
ond, e.g., 0.5 second, it significantly increases the channel load. The main reason is because,
for our proposed design, on average two messages are transmitted in highway scenarios.
Therefore, when this guard message interval is 0.5 second or less, it equivalently imposes
that almost all the safety messages would be transmitted by maximum power (and thus
there is no power control at all). Therefore, in this subsection and Subsection 5.3.3, we use
1 second as the guard message interval in simulations.

Performance Comparison

The first performance metric is the 95% percentile of the real-time tracking error and it
is shown in Figure 5.27. This number is reported for each distance bin (every 30 meters in
radius). For example, this 95% percentile indicates that, 95% of the time during simulation,
the tracking error of a host vehicle for its neighboring vehicles within 0 to 30meter radius
is around 1 meter for the proposed design. As it is shown for different distance bins, our
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Figure 5.28. Simulation results for performance metric #2 for proposed design: Per-
centage of tracked RVs in each distance bin (i.e., every 30 meters radius).

proposed design can achieve better tracking accuracy than the 100-ms (millisecond), 20-dBm
beaconing.

Second performance metric for proposed design is plotted as the blue curve in Figure
5.28. It shows the ratio of tracked RVs by a HV over all RVs in that distance bin (every 30
meters). The red curve is the calculated probability for a HV to track a new RV for the first
time at the indicated distance bin. Based on it, additional information can be calculated as
below:

1) Distance for a new RV to be tracked by a HV by using proposed design:

• Mean: 196.71 meters,

• Standard Deviation: 47.82 meters,

• 95% percentile bin: 120-150 meters (based on calculated probability),

• 95% percentile: 118.04 meters (assuming Gaussian distribution).

2) Worst case time-to-collision to a HV by using proposed design (based on
above distance and free flow speed 60 mph):

• Mean: 7.34 seconds,

• 95% percentile: 4.40 seconds.

Note that 95% percentile for the distance means that statistically a HV can detect a new
RV at this distance (or this distance bin) with 95% of the probability. In general, the longer
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Figure 5.29. Simulation results for performance metric #2 for 100-ms beaconing:
Percentage of tracked RVs in each distance bin (i.e., every 30 meters radius).

distance or the longer time-to-collision means a better design since it gives the HV a longer
perception range and thus a longer response time to possible safety hazard.

Second performance metric for 100-ms beaconing is plotted as the blue curve in Figure
5.29. It shows the ratio of tracked RVs by a HV over all RVs in that distance bin (every 30
meters). The red curve is the calculated probability for a HV to track a new RV for the first
time at the indicated distance bin. Based on it, additional information can be calculated as
below:

1) Distance for a new RV to be tracked by a HV by using 100-ms beaconing:

• Mean: 152.62 meters,

• Standard Deviation: 50.77 meters,

• 95% percentile bin: 60-90 meters (based on calculated probability),

• 95% percentile: 69.11 meters (assuming Gaussian distribution).

2) Worst case time-to-collision to a HV by using 100-ms beaconing (based on
above distance and free flow speed 60 mph):

• Mean: 5.69 seconds,

• 95% percentile: 2.58 seconds.

In both performance metrics, our proposed design shows superior performance over the 100-
ms beaconing in this highway scenario. Our design provides a better tracking accuracy and
a longer time or distance before a HV detects a new RV approaching.
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Figure 5.30. Simulation results for performance metric #2 for proposed design: Per-
centage of tracked RVs in each distance bin (i.e., every 30 meters radius).

5.3.3 Signalized Intersection Scenario: Updated Simulation Re-
sults

We conducted OPNET simulations [37] on the intersection traffic scenario identified: an
intersection with four branches, 8 lanes in each direction, traffic speed limit 40 mph. The
trajectory is generated by an intersection simulator, VITS [33] from Ohio State University.
This intersection is coordinated by a traffic light with a 30-second light cycle. All the vehicles
are queued when the traffic light is red while traffic in another direction is flowing. The
maximum vehicle speed is 40 mph and vehicles are allowed to make turns at the intersection.
The guard message mentioned in Subsection 5.3.2 is also used in simulations.

Performance Comparison

The first performance is the 95% percentile of tracking error for a HV tracked by RVs
within 60-meter radius of the intersection when this HV is within 60-meter radius of the
intersection. For the 100-ms, 20-dBm beaconing, this performance metric is 1.52 meter. For
our proposed design, this performance metric is 0.86 meter, which is again better than the
tracking accuracy of the 100-ms beaconing. Our proposed design generates on average 3.61
messages per second, which is a little higher than the message rate generated in the highway
scenario (around 2 messages per second).

Second performance metric for proposed design is plotted as the blue curve in Figure
5.30. It shows the ratio of tracked RVs by a HV over all RVs in that distance bin (every 30
meters). The red curve is the calculated probability for a HV to track a new RV for the first
time at the indicated distance bin. Based on it, additional information can be calculated as
below:
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Figure 5.31. Simulation results for performance metric #2 for 100-ms beaconing:
Percentage of tracked RVs in each distance bin (i.e., every 30 meters radius).

1) Distance for a new RV to be tracked by a HV by using proposed design:

• Mean: 221.56 meters,

• Standard Deviation: 40.96 meters,

• 95% percentile bin: 150-180 meters (based on calculated probability),

• 95% percentile: 154.18 meters (assuming Gaussian distribution).

2) Worst case time-to-collision to a HV by using proposed design (based on
above distance and free flow speed 60 mph):

• Mean: 8.26 seconds,

• 95% percentile: 5.75 seconds.

Second performance metric for 100-ms beaconing is plotted as the blue curve in Figure
5.31. It shows the ratio of tracked RVs by a HV over all RVs in that distance bin (every 30
meters). The red curve is the calculated probability for a HV to track a new RV for the first
time at the indicated distance bin. Based on it, additional information can be calculated as
below:

1) Distance for a new RV to be tracked by a HV by using 100-ms beaconing:

• Mean: 198.88 meters,

• Standard Deviation: 41.38 meters,
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• 95% percentile bin: 120-150 meters (based on calculated probability),

• 95% percentile: 130.81 meters (assuming Gaussian distribution).

2) Worst case time-to-collision to a HV by using 100-ms beaconing (based on
above distance and free flow speed 60 mph):

• Mean: 7.42 seconds,

• 95% percentile: 4.88 seconds.

In both performance metrics, our proposed design shows superior performance over the
100-ms beaconing in this intersection scenario. Overall, our design provides a better tracking
accuracy and a longer time or distance before a HV detects a new RV approaching.

5.3.4 Short Summary

In this subsection, we present our updated performance metrics, identified challenging
traffic scenarios, and updated simulation results for these challenging scenarios. The reason
why we need a second performance measure is to capture when (time to collision of HV)
or how far away (distance to collision of HV) a new RV is first tracked by the HV. This
is important for safety considerations since it decides if a HV has enough time to respond
to potential hazardous situations due to this new RV. After a RV has been tracked, the
tracking accuracy will be captured by the first performance metric: 95% percentile error.
Two challenging traffic scenarios are identified and simulated. The performance of our
proposed design is again compared with the 100-ms, 20-dBm beaconing. Overall, our design
provides a better tracking accuracy and a longer time or distance before a host vehicle detects
a new remote vehicle approaching.
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Chapter 6

Concluding Remarks

The main contribution of this dissertation is to address the question of how to allow mul-
tiple dynamical systems to track each other in real-time over a shared and potentially unreli-
able channel. This dissertation covers a wide spectrum of results: from theories, engineering
designs, computer simulations, to prototype implementation and real-world evaluations. Our
theoretical work is presented in Chapter 2. Our engineering design and analysis for multiple
dynamical systems to track each other over a shared channel is presented in Chapter 3. An
error-collision-dependent message rate transmission control for V2V safety communications is
proposed for achieving robust tracking performance in different traffic scenarios. In Chapter
4, the error-dependent message rate control from Chapter 3 is extended with a transmission
power control. We also state our design approach and theoretical understanding to vehicular
safety communications for real-time tracking. Simulation verification is presented show the
effectiveness of the proposed transmission rate/power control. In Chapter 5, the prototype
implementation, evaluations, and enhancements to the design are presented.

In Chapter 2, we first analyze the real-time tracking MMSE of a scalar linear continuous-
time source over a scalar AGWN channel without channel feedback. With the Gaussian
distributed source innovation, the optimality of the linear innovation encoder and associated
optimal tracking performance are shown for the one-to-one channel case. We then extend the
one-to-one channel formulation to the case of tracking multiple sources over a shared AWGN
channel and study a simple case of tracking two identical linear sources. As a corollary, we
show that it is impossible to achieve finite asymptotic MSE for real-time tracking an unstable
process without feedback. With another ququeing formulation, we have derived a condition
for stable real-time tracking of an unstable, scalar, LTI dynamical system. In particular, a
G/G/1-∞ queue is assumed to model a broad class of unreliable networks. Derived stability
condition is a bound on the entropy rate of the unstable process, which is a function of the
moment to be stabilized, encoder efficiency, quantization accuracy, and network parameters.
Finally, we apply this bound for stable real-time tracking over a multiple access channel
using different access protocols.

In Chapter 3, model-based real-time tracking over the multi-access network is first stud-
ied with non-adaptive channel access policies. A mathematical framework is proposed and
the estimation MSE of three non-adaptive channel access schemes is analyzed. Asymp-
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totic behavior and stability condition are also derived. Our analysis suggests that, while
designing real-time tracking systems, the channel access scheme should be chosen based
on the amplification factor |a| of the LTI dynamic process. If |a| ≥ 1, the deterministic
design (round-robin scheduling) can achieve strictly lower estimation MSE. Otherwise, for
0 < |a| < 1, three methods have roughly the same range of MSE asymptotically. We then
explore the Error-Dependent communication control for real-time tracking in a multiple ac-
cess channel and the tracking MSE of error-dependent communication policy is analyzed.
Its performance is compared with non-adaptive policies. A transmission message generation
control algorithm is proposed for each vehicle to disseminate its own state information. The
proposed algorithm has an on-demand nature and adapts the V2V message rate for each
vehicle in a decentralized fashion. Performance evaluations, both in preliminary Matlab and
in large-scale traffic/network simulations, confirm that the proposed algorithm achieves bet-
ter tracking accuracy than the currently proposed 100-millisecond beaconing solution and is
more robust against channel congestion and various traffic conditions.

In Chapter 4, we propose to first control the message generation rate based on vehi-
cle dynamics and sensed tracking errors for safety considerations. Given a message rate,
for network considerations, we propose to control the transmission range to maximize the
information broadcast throughput for the given channel utilization. Therefore, our design
responds to channel congestion by maintaining the same information intensity to the nearest
neighboring vehicles and temporarily stopping communication to farther vehicles by reducing
transmission range. Our proposed joint rate/power control helps each vehicle decide when
it should broadcast a safety message (i.e., when to talk) and how to allocate the transmis-
sion power for each safety message (i.e., how load it should talk). To verify the robustness
of the proposed design, we simulate its tracking performance in different traffic scenarios.
Simulation results confirm that the proposed design is robust and can considerably reduce
the tracking error compared to that of the currently proposed solution (i.e., 100-millisecond
beaconing or 500-millisecond beaconing with 20 dBm transmission power).

In Chapter 5, the implementation of our proposed transmission control protocol is de-
scribed as message generation and power assignment functional blocks. The real-world eval-
uations in General Motors Technical Center show that our design works well in practice
and is a promising solution to address the scalability of V2V safety communications. In
addition, we present our updated performance metrics, identified challenging highway and
intersection scenarios, and updated simulation results for these challenging scenarios. The
performance of our proposed design is again compared with the 100-millisecond beaconing
with 20-dBm power. Overall, our design provides a better tracking accuracy and a longer
time or distance before a host vehicle detects a new remote vehicle approaching. Our design
has been adopted by General Motors R&D and under consideration for the standard defining
how vehicles should communicate with each other for active safety applications.
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